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Section I
Fundamental Concepts and Theories

This section serves as a foundation for this exhaustive reference tool by addressing crucial theories essential to the fundamental understanding of cyber crime. Chapters found within these pages provide an excellent framework in which to position cyber crime within the field of information science and technology. Insight regarding the critical incorporation of global measures to prevent and protect against cyber crime are addressed, while crucial stumbling blocks of this field are explored. With 11 chapters comprising this foundational section, the reader can learn and chose from a compendium of expert research on the elemental theories underscoring the cyber crime discipline.
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Section II
Development and Design Methodologies

This section provides in-depth coverage of conceptual architecture frameworks to provide the reader with a comprehensive understanding of the emerging developments within the field of cyber crime. Research fundamentals imperative to the understanding of developmental processes within cyber crime are offered. From broad examinations to specific discussions on methodology, the research found within this section spans the discipline while offering detailed, specific discussions. From basic designs to abstract development, these chapters serve to expand the reaches of development and design technologies within the cyber crime prevention and protection fields. This section includes 9 contributions from researchers throughout the world on the topic of cyber crime.
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Section III
Tools and Technologies

This section presents an extensive coverage of various tools and technologies available in the field of cyber crime that practitioners and academicians alike can utilize to develop different techniques to protect against hackers and security threats. These chapters enlighten readers about fundamental research
on the many methods used to facilitate and enhance the integration of this worldwide phenomenon by exploring the usage of artificial intelligence, meta-heuristics, security, and adaptive algorithms, to name a few. It is through these rigorously researched chapters that the reader is provided with countless examples of the up-and-coming tools and technologies emerging from the field of cyber crime. With 12 chapters, this section offers a broad treatment of some of the many tools and technologies within the cyber crime and IT community.
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Section IV
Utilization and Application

This section discusses a variety of applications and opportunities available that can be considered by practitioners in developing viable and effective cyber crime prevention programs and processes. This section includes 16 chapters that review topics from Taiwan, Turkey, Romania, the United States, and many more countries, with dozens of institutions and cultures from around the world represented. A variety of chapters discuss cyber crime in a wide range of settings (crimes against women, information theft, cross-cultural theories of trust, etc.). Contributions included in this section provide excellent coverage of today’s IT community and how research into cyber crime is impacting the social fabric of our present-day global village.
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Section V
Organizational and Social Implications

This section includes a wide range of research pertaining to the social and behavioral impact of cyber crime around the world. Chapters introducing this section critically analyze and discuss trends in information conservation and functional testing. Additional chapters included in this section look at
user and individual trust and ethical issues of surveillance techniques and privacy settings. Also investigating a concern within the field of cyber crime is research that discusses the effect of cyber crime on broadcast media. With 11 chapters, the discussions presented in this section offer research on the prevention of global cyber crime, as well as implementation of ethical considerations for all organizations.
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Section VI
Managerial Impact

This section presents contemporary coverage of the social implications of cyber crime, more specifically related to the corporate and managerial utilization of information sharing, privacy, and security technologies and applications, and how these technologies can be facilitated within organizations. Core ideas such as human resource management, supply chain forecasting, energy allocation, and software development technologies all pervade the section to give a clearer picture of the impact cyber crime has on management styles across different industries.
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Section VII
Critical Issues

This section contains 11 chapters giving a wide variety of perspectives on cyber crime and its implications. Such perspectives include the sense of security and trust, the personalization privacy paradox, and etiology and motives of cyber crime. The section also discusses taxonomical implications of the latest legal decisions as they pertain to cyber crime and security. Within the chapters, the reader is presented with an in-depth analysis of the most current and relevant issues within this growing field of study. Crucial questions are addressed and alternatives offered, such as genetic privacy and confidentiality within health and scientific research.

Chapter 7.1
The Sense of Security and Trust .............................................................................. 1409
Yuko Murayama, Iwate Prefectural University, Japan
Carl Hauser, Washington State University, USA
Natsuko Hikage, Iwate Prefectural University, Japan
Basabi Chakraborty, Iwate Prefectural University, Japan

Chapter 7.2
Examining an Individual’s Perceived Need for Privacy and Security: Construct and Scale Development ......................................................................................... 1419
Taner Pirim, Mississippi Center for Supercomputing Research, USA
Tabitha James, Virginia Polytechnic Institute, USA
Katherine Boswell, University of Louisiana – Monroe, USA
Brian Reithel, University of Mississippi, USA
Reza Barkhi, Virginia Polytechnic Institute, USA

Chapter 7.3
The Personalization Privacy Paradox: Mobile Customers’ Perceptions of Push-Based vs. Pull-Based Location Commerce ............................................................... 1431
Heng Xu, Pennsylvania State University, USA
John M. Carroll, Pennsylvania State University, USA
Mary Beth Rosson, Pennsylvania State University, USA
Chapter 7.4
Balancing the Public Policy Drivers in the Tension between Privacy and Security

John W. Bagby, The Pennsylvania State University, USA

Chapter 7.5
A Profile of the Demographics, Psychological Predispositions, and Social/Behavioral Patterns of Computer Hacker Insiders and Outsiders

Bernadette H. Schell, University of Ontario Institute of Technology, Canada
Thomas J. Holt, The University of North Carolina at Charlotte, USA

Chapter 7.6
Etiology, Motives, and Crime Hubs

Debarati Halder, Centre for Cyber Victim Counselling, India
K. Jaishankar, Manonmaniam Sundaranar University, India

Chapter 7.7
The General Theory of Crime and Computer Hacking: Low Self-Control Hackers?

Adam M. Bossler, Georgia Southern University, USA
George W. Burruss, University of Missouri-St. Louis, USA

Chapter 7.8
Between Hackers and White-Collar Offenders

Orly Turgeman-Goldschmidt, Bar-Ilan University, Israel

Chapter 7.9
What about the Balance between Law Enforcement and Data Protection?

Irene Portela, Polytechnic Institute of Cávado and Ave, Portugal
Maria Manuela Cruz-Cunha, Polytechnic Institute of Cávado and Ave, Portugal & University of Minho, Portugal

Chapter 7.10
A Taxonomic View of Consumer Online Privacy Legal Issues, Legislation, and Litigation

Angelena M. Secor, Western Michigan University, USA
J. Michael Tarn, Western Michigan University, USA

Chapter 7.11
Which Rights for Which Subjects? Genetic Confidentiality and Privacy in the Post-Genomic Era

Antoinette Rouvroy, European University Institute, Italy

Chapter 7.12
Provable Security for Outsourcing Database Operations

Sergei Evdokimov, Humboldt-Universität zu Berlin, Germany
Matthias Fischmann, Humboldt-Universität zu Berlin, Germany
Oliver Günther, Humboldt-Universität zu Berlin, Germany
Chapter 7.13
Minimising Collateral Damage: Privacy-Preserving Investigative Data Acquisition
Platform............................................................................................................................................. 1620

Zbigniew Kwecka, Edinburgh Napier University, UK
William J. Buchanan, Edinburgh Napier University, UK

Section VIII
Emerging Trends

This section highlights research potential within the field of cyber crime while exploring uncharted areas of study and future research directions. The section opens with a look at future trends in security, and what organizations can do to safeguard their employees’ information and their company data. Also of note among the final 9 chapters is a look at privacy in the age of social networks, and implications of said privacy towards a growing information age. In all, section 8 concludes the book well with suggestions towards where the field is heading and what to look forward to as data and information continue to grow and be threatened by hackers and security threats.
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