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Kenneth J. Knapp is the deputy head of the Department of Management at the U.S. Air Force Academy, Colorado. He has over 20 years of experience working with information technology and security in the U.S. Air Force. He earned a bachelor’s of science in computer science from DeSales University in Pennsylvania, an MBA from Auburn University at Montgomery and a PhD in the management of information technology from Auburn University, Alabama. Dr. Knapp has published in outlets such as the International Journal of Information Security & Privacy, Information Management & Computer Security, Communications of the Association for Information Systems, Information Systems Management, Information Systems Security, and the Journal of Digital Forensics, Security and Law. His research has also appeared in numerous chapter books such as the Information Security Management Handbook, 2007 and 2008 editions, edited by Hal Tipton and Micki Krause. He has presented his research at numerous conferences to include annual RSA conferences. Dr. Knapp’s research results have appeared in online media outlets such as CIO, CSO, Networkworld and Computerworld and he has won numerous research and teaching awards. He recently accepted a tenure-track position in the Information and Technology Management Department at The University of Tampa, Florida.

* * *

Carole C. Angolano is an information technology specialist/LAN manager and information assurance officer at the Department of Defense. She has over 30 years of work experience managing multiple networks and technical quality assurance/information assurance for integrated networks. She is responsible for the development of plans, policies, technical standards, procedures, and WAN security. She holds a degree in computer science and business administration, an MBA, and is a doctoral candidate in business administration at TUI University.

John W. Bagby is professor and co-director of the Institute for Information Policy in the College of Information Sciences and Technology at the Pennsylvania State University. He is sole or co-author of articles in journals and chapters in collective works addressing issues in law, regulation, economics, business, information sciences and technology, and engineering. His interdisciplinary research has been sponsored by various state and federal agencies covering projects on tort and product liability reform, tort data management, technology transfer, intellectual property, information science, security and privacy, open source, and intelligent transportation systems. He is co-author of numerous college texts and has served as special editor for the American Business Law Journal’s 2003 Cyberlaw issue. He was a Visiting Fellow at the Intelligent Transportation Society of America, a Visiting Scholar/Professor at
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the McCombs School: University of Texas-Austin, chaired the ITSAm Legal Issues Committee and the ABA’s Task Force on ‘Bots (database protections).

Yves Barlette has been an associate professor of information systems in GSCM Montpellier Business School since 1989. He is the head of “IT salesmen and project managers” elective within the framework of a joint master with Montpellier University. He received his Ph.D. degree in management information systems from Montpellier University, France. His research focuses on information systems security and more precisely organizations’ actors’ security behaviors. He presented a paper related to information security standards for HICSS-41 (2008) and has served as a reviewer for International Conference on Information Systems (ICIS).

Nikolaos Bekatoros is a Lieutenant Junior Grade in the Greek Navy and is currently a PhD student at the Naval Postgraduate School, Department of Information Sciences. His research interests are in team collaboration and decision support systems. He has served for a series of years in various types of ships and commands in the Greek Navy and participated in many multinational exercises and operations.

Somak Bhattacharya, born at West Bengal, India is presently pursuing MS in information technology from School of Information Technology, Indian Institute of Technology (IIT), Kharagpur, India. Prior to his MS, he completed his bachelor’s degree from Vidyasagar University, West Bengal, India. His research interests include network and system security.

Alanah Davis is a PhD candidate in the College of Information Science and Technology at the University of Nebraska at Omaha. She holds a master’s degree in e-commerce from Creighton University and a bachelor’s degree in both computer information systems and marketing from Simpson College. Her research interests include virtual and face-to-face collaboration as well as e-commerce. Her work has been published in Database, Electronic Markets, Journal of Information System Security, and American Journal of Business.

Gert-Jan de Vreede is Kayser distinguished professor at the Department of Information Systems & Quantitative Analysis at the University of Nebraska at Omaha where he is director of the institute for collaboration science. His research focuses on collaboration engineering, field applications of e-collaboration technologies, and the diffusion of collaboration technology. His articles have appeared in journals such as Journal of Management Information Systems, Journal of the AIS, Communications of the ACM, Small Group Research, Database, Group Decision and Negotiation, Journal of Creativity and Innovation Management, International Journal of Technology and Management, Simulation & Gaming, Simulation, and Journal of Simulation Practice and Theory.

Vladislav V. Fomin is associate professor at the faculty of informatics at the Vytautas Magnus University in Kaunas, Lithuania and Visiting Research Fellow at Rotterdam School of Management, Erasmus University in Rotterdam, The Netherlands. His prior positions included associate professor at Montpellier Business School in France (2007), research scientist at the Faculty of Policy, Technology and Management, Delft University of Technology (2006), assistant professor at the department of Informatics, Copenhagen Business School (2004-6), and visiting assistant professor at the School of Information at the University of Michigan (2001-3). Current research interests include standard mak-
ing processes in the field of information and communication technologies (ICT) and studies of ICT infrastructure development and design.

**Allison S. Gehrke** is a PhD candidate in computer science from the Department of Computer Science and Engineering at the University of Colorado, Denver. Her research interests include studying how living organisms solve problems and apply those principles in computational methods to solve a wide variety of engineering problems. One of her goals is to design smart engineering solutions that can eventually be transferred into practice. She has one peer-reviewed publication in controlling vulnerabilities in security APIs using a neural network and she is a scholarship recipient from the Society of Women Engineers.

**S. K. Ghosh** is presently working as assistant professor in the School of Information Technology, Indian Institute of Technology (IIT), Kharagpur, India. He has received PhD degree in computer science & engineering from Department of Computer Science & Engineering, IIT Kharagpur, India. Prior to IIT Kharagpur, he worked for Indian Space Research Organization (ISRO), Department of Space, Government of India, in the field of satellite remote sensing and geographical information system. His research interest includes network security and geospatial database.

**Jose J. Gonzalez** was born in Spain and received a PhD from the University of Kiel and a PhD from the Norwegian University of Science and Technology. His carrier began in the fields of physics and biophysics with articles in quantum physics, statistical mechanics, critical phenomena and polymer science. Since 1984, he shifted to information science. Starting with system dynamics models of epidemiology, he developed interactive learning environments (ILE’s) for prevention of epidemics, and worked on design and evaluation of simulation-based ILE’s, instructional design and organizational learning. Since his appointment to the chair of system dynamics at the University of Agder (1999) the research cell (security and quality in organizations) led by Dr Gonzalez focused on security in organizations, critical infrastructure, security culture, organizational learning and security as quality process in organizations. Dr. Gonzalez has business experience as co-founder of Powersim (www.powersim.com).

**Richard T. Gordon** has a PhD in physics and is a specialist in time-series analysis and the limits of predictability of systems. He has over 20 peer-reviewed research publications including work on cyber security, intelligent systems and encryption. Richard has been quoted or profiled in *Scientific American*, *Fortune Magazine*, *The Scientist* and *The Journal of Commerce*. One of the principals in developing the models used by the financial industry to determine risk and exposure from catastrophes, Dr. Gordon is currently funded by the Risk Foundation to conduct original research on the uncertainty in the prediction of physical systems.

**Michael R. Grimaila** (CISM, CISSP, NSA IAM/IEM) is an associate professor of information resource management and a member of the Center for Cyberspace Research at the Air Force Institute of Technology. He received a BS and MS degree in electrical engineering, and a PhD in computer engineering at Texas A&M University. He teaches and conducts research in the areas of computer security, information assurance, information operations and warfare, insider threat detection, and mission impact assessment. Dr. Grimaila currently serves on the editorial board of the Information System Security Association (ISSA) Journal and is a member of the Department of Defense Information Assurance
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Program (DIAP) Information Assurance Best Practices Group. He is a contributor to the ISO/IEC CD 27004 Security Metrics Standard. He is a member of the ACM, AIS, IRMA, ISACA, ISC2, ISSA, IS-SEA, and is a senior member of the IEEE.

Indira R. Guzman, PhD is a coordinating assistant professor of business administration and information systems and TUI University in Cypress, California, and senior research associate of the NSF funded Information Technology Workforce project at Syracuse University. Her business and teaching experience in the IT field include more than 15 years of work as a network administrator, IT manager, academic and consultant. She received both her PhD in information science and technology and a MS in information management from Syracuse University, and a BS and MS in computer science from Donetsk National Technical University, Ukraine. Her research focuses mostly on human resources in IT, specifically the IT occupational culture, diversity, recruitment and retention in the profession. Her work has been published in journals such as the ACM DATA BASE for Advances in Information Systems, Human Resource Management, Women's Studies, and the Journal of Digital Information.

Shaveta Hans is a business analyst responsible for analyzing the business needs of her clients to help identify business problems and propose solutions. In the academic area, she holds a MS in information Technology Management from TUI University as well as an MBA with specialized areas of international business and human resource management from the Institute of Management studies and Research (IMSAR) from MDU, India.

Miguel José Hernández y López is a graduate of the School of Business (Unidad Académica Multidisciplinaria de Comercio y Administración – Victoria) at the Universidad Autónoma de Tamaulipas, in Ciudad Victoria, Mexico. Founding member of the Mexican Honeynet Project, he has been a keynote speaker in several information security and open source software events in Mexico and abroad, including a notable participation in the 6th Convention on Open Source Software of the Universidad de Mendoza in Mendoza, Argentina.

Mark L. Huson, CISSP, serves as a senior information security instructor for the Center for Infrastructure Assurance and Security at The University of Texas at San Antonio. He has been involved in computer and network security and system administration since 1986. He served nearly 23 years in the United States Air Force, including a wide range of computer and information technology intensive assignments. He earned his PhD in computer science in 1995 from Arizona State University. His dissertation concentrated on the area of computational complexity and graph coloring. In addition, he has conducted research and published papers in a wide variety of areas including parallel computation, simulation, and computer and network security. He is active in computer and network security research.

Rodger Jamieson is a visiting professor in the School of Information Systems, Technology and Management, University of New South Wales. He holds a PhD as well as honours degrees at both bachelor’s and master’s of commerce degree level from the University of New South Wales, is a qualified chartered accountant, member of the Australian Computer Society, a former member of the Information Systems Audit & Control Association (USA) serving on their International Academic Liaison Committee. Rodger is co-director of the Security E-Business Assurance Research Group (SEAR) at UNSW. SEAR conducts management and technical research on a range of security, audit, and assurance issues especially in the
e-commerce domain. He researches and publishes in the areas of information systems security, audit and assurance with specific emphasis on e-commerce and identity fraud, and disseminates his work in international journals and referred conference proceedings.

Dean A. Jones is a distinguished member of technical staff at Sandia National Laboratories and leader of Sandia’s Operations Research and Computational Analysis (ORCA) team. He holds a master’s degree in applied mathematics from the University of New Mexico, and has had long experience as both an analyst and project leader on infrastructure and security-related projects for the U.S. Department of Energy and the U.S. Department of Homeland Security. He currently has responsibilities for projects related to the nuclear weapons complex and for modeling work related to national critical infrastructure.

Jack L. Koons III is a Major in the U.S. Army and is currently a PhD student at the Naval Postgraduate School, Department of Information Sciences. Major Koons’ current research focuses on how to identify, pattern and disrupt dynamic information and knowledge flows of networked organizations as seen through the larger network-centric operational framework. A U.S. Army Advanced Civil Schooling student, Major Koons has multiple operational tours to include Iraq and Afghanistan in conventional, intelligence, and special operations units as well as tours at the National Security Agency.

JinKyu Lee is an assistant professor of management science and information systems in Spears School of Business, Oklahoma State University. He holds a PhD (2007) in MIS from School of Management, University at Buffalo, master’s of information systems (1999) from Griffith University, Australia, and BBA (1996) from Yonsei University, Korea. His current research interest includes development and use of information & communication technologies (ICT) for public/commercial services, information assurance, inter-organizational information sharing, and information security workforce development. He has published research articles in various academic journals and conferences including DSS, CACM, IEEE, ICIS, HICSS, and AMCIS, and has served as a co-guest editor or associate editor for special issues for leading journals including MISQ and Information Systems Frontiers. He has also been involved in several NSF, NSA, and DoD funded research/educational projects in e-government and information assurance areas.

Carlos Francisco Lerma Reséndez, MSc, is a service engineer heading the area of IT monitoring at the Directorate of Information Technology and Telecommunications (Dirección de Informática y Telecomunicaciones), a service branch of the General Directorate of Technological Innovation (Dirección General de Innovación Tecnológica) at Universidad Autónoma de Tamaulipas in Ciudad Victoria, Mexico. He graduated with a bachelor’s degree in public accounting from the School of Business (Unidad Académica Multidisciplinaria de Comercio y Administración – Victoria) at Universidad Autónoma de Tamaulipas and holds a master’s of science in telecommunications and network management from Syracuse University in Syracuse, New York.

Samresh Malhotra has completed his post graduation (M.Tech) in information technology from School of Information Technology, Indian Institute of Technology (IIT), Kharagpur, India. Prior to his M.Tech, he completed his bachelor’s degree in engineering from Jawaharlal Nehru University where he stood first on the course and also received the Gold Medal for being the best student. He has published
couple of research papers in the proceedings of international conferences. His main area of research includes network and system security.

Peter Marksteiner holds an LL.M. in labor and employment law from The Georgetown University Law Center. He has extensive and diverse experience in numerous legal specialties, with a major focus on the law and policy of leading and managing human resources in large organizations. His administrative and judicial litigation experience includes criminal prosecution and defense, and representing the Air Force in federal sector labor & employment, and state workers compensation cases. As the director of legal information services for the judge advocate general’s corps, he leads the organization responsible for developing, fielding, and maintaining legal research and knowledge management tools for the USAF’s 4600-member legal workforce.

Robert F. Mills is an assistant professor of electrical engineering and a member of the Center for Cyberspace Research at the Air Force Institute of Technology (AFIT), Wright-Patterson AFB OH. He received a BSEE degree from Montana State University, an MSEE degree from AFIT, and a PhD in electrical engineering from the University of Kansas. He teaches and conducts research in communication systems, information warfare, network security, insider threat, and systems engineering. Dr. Mills is a member of Eta Kappa Nu and Tau Beta Pi and is a senior member of IEEE.

Mark Nissen is OASD-NII research chair professor of command & control, and professor of information science and management, at the Naval Postgraduate School. His research focuses on dynamic knowledge and organization for competitive advantage. He views work, technology and organization as an integrated design problem, and has concentrated recently on the design of military organizations for specific mission-environmental contexts. Mark’s publications span information systems, project management, organization studies, knowledge management, counterterrorism, command and control, and related fields. In 2000, he received the Menneken Faculty Award for Excellence in Scientific Research, the top research award available to faculty at the Naval Postgraduate School. In 2001, he received a prestigious Young Investigator Grant Award from the Office of Naval Research for work on knowledge-flow theory. In 2002 – 2003 he was visiting professor at Stanford, integrating knowledge-flow theory into agent-based tools for computational modeling. In 2004, he established the Center for Edge Power for multi-university, multidisciplinary research on what the Military terms command & control. Before his information systems doctoral work at the University of Southern California, he acquired over a dozen years’ management experience in the aerospace and electronics industries.

Linda K. Nozick is a professor of civil & environmental engineering at Cornell University. She holds a PhD in systems engineering from the University of Pennsylvania, and has been on the faculty at Cornell since 1992. Prof. Nozick specializes in the modeling and analysis of complex systems where uncertainty plays a major role and has worked in areas ranging from defense to product distribution to medical care. She was a winner of a Presidential Early Career Award in Science and Engineering, and has particular interests in infrastructure vulnerability and security.

Insu Park is currently a PhD candidate in management science and systems, School of Management at the State University of New York at Buffalo. His research interests are information security, information privacy, behavioral and economic decision making in the online context.
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Gilbert “Bert” Peterson is an assistant professor of computer engineering and a member of the Center for Cyberspace Research at the Air Force Institute of Technology. Dr. Peterson received a BS degree in Architecture, and an MS and PhD in computer science at the University of Texas at Arlington. He teaches and conducts research in digital forensics, insider threat, and artificial intelligence.

Leah R. Pietron, associate professor of information systems, holds a PhD and MS degree from the University of North Dakota; a MBA from Northwest Missouri State University, and BS from Mayville State College. In addition, she has done post-doctoral work at the University of Minnesota and Indiana University. Dr. Pietron’s work experience include consulting projects on security policy, cyber defend workshops, security assessments, Sarbanes-Oxley, and ISO 17799 accreditation. Her publications and presentations include information systems development pedagogy, assessment and evaluation, vulnerability assessment methodology, collaboration science, and information assurance and systems development distance education. Her work has been published in *Journal of Information System Security* and *Journal of Information Systems Education*.

Jaziar Radianti was born in Indonesia. She finished her master’s degree from Bandung Institute of Technology in 2000. She joined the “Security and Quality in Organization” Research group at the University of Agder in Grimstad, Norway in 2005 as a PhD fellow. The research group is employing a system dynamics approach to security issues. During her studies in Norway, she has developed an interest in an economic perspective to tackling the software vulnerability problem, and the emerging issue of the vulnerability black markets. Some papers relating to system dynamics modeling and the vulnerability black market have been published in international conferences and workshops. Jaziar is expecting to finish her PhD in 2009.


Alan Rea is an associate professor of computer information systems at the Haworth College of Business, Western Michigan University in Kalamazoo, MI. At WMU, Alan teaches courses in programming, server administration, and information management. Alan’s current research involves a combination of artificial intelligence, computing ethics, security, social engineering, and virtual reality.

William J. Sawaya is an assistant professor of engineering technology and industrial distribution at Texas A&M University. He holds a PhD in management from the University of Minnesota, and previously worked as a post-doctoral research associate at Cornell University. He has particular interests
in simulation-based analyses of supply chain systems, as well as in the connections between critical infrastructure and supply chain operations.

**Pranav Singh** is a well rounded IT professional and is currently working as a product developer at PayPal, an eBay company located in San Jose, CA. He completed his master’s degree from State University of New York at Buffalo in June 2008, with a major in management information systems. He has also worked in IBM and Qwest Software Services for two years after completing his bachelor’s from computer science and engineering from National Institute of Technology, Durgapur, India. Pranav has profound interest in information technology and project management. He is Sun certified Java developer and IBM certified associate developer for Websphere.

**Preeti Singh** has recently completed her master’s in management information systems from State University of New York at Buffalo. In the past, Preeti has worked for two years at Infosys and Qwest Software Services, Bangalore, India. She cleared prestigious IIT-JEE examination in 2001 and thus went ahead to complete her undergraduation in minerals engineering from Indian School of Mines, Dhanbad, India in 2005. She is very interested in business and data analysis and is currently pursuing her career as a product specialist at Skire Inc, a product development company based in Menlo Park, CA.

**Stephen Smith,** is the executive officer, emergency management operations in the Office of the Government Chief Information Officer, Department of Commerce, in the New South Wales State Government. He holds a PhD (“An Empirical Study of Information Systems Security, Understanding and Awareness in e-Government”) and master’s of commerce degrees from the University of New South Wales (UNSW) in Information Systems (IS) and a bachelor’s of science/engineering. Stephen is a casual lecturer in IS security at the School of Information Systems, Technology, and Management, UNSW. Publications include: *Information Systems Management Journal, The International Journal of Knowledge, Culture and Change Management*, and various refereed national and international conference proceedings in IS/information technology (IT).

**Kathryn R. Stam**, Ph.D. is an Assistant Professor of Anthropology at the SUNY Institute of Technology in Utica, New York. She teaches anthropology and graduate courses in Information Design and Technology. In addition to the book The Visible Employee that she coauthored with IST’s Jeffrey Stanton (Information Today, 2006), Dr. Stam has published in a wide range of scholarly journals including the *Journal of Digital Information*, the *Journal of Information Systems Education*, the *ACM SIGMIS Database Journal*, *Surveillance and Society*, *Social Science and Medicine*, and the *Heidelberg Journal of Religions on the Internet*. Her current research interests include virtual ethnography, the information technology profession, and e-learning.

**Greg Stephens** is the associate head of school and a senior lecturer in the School of Information Systems, Technology, and Management, in the Australian School of Business, University of New South Wales (UNSW). Greg earned his PhD titled “Impact of Computer-mediated Communication on Social Networks in Organisations” in 2006 from UNSW. He lectures in information systems security, and data and information management. His research involves group communications and social networks within organizations, expert systems and audit and security concerns. Greg has previously worked as an information systems professional and internal auditor. He is co-director of the Security E-Commerce
Jeff Teo is associate professor of computer information systems at Montreat College, USA. His interests include information systems, information security and assurance, computer security, and trusted computing. His doctoral dissertation was titled A Model of Trusted Computing in Higher Education. Dr. Teo received funding for his research in developing information assurance curricula and in secure networks from Montreat College and Appalachian College Association. In 2006, he received a Cisco equipment grant to build a computer security lab. Dr. Teo also received funding from the Mellon Foundation for his participation in the Salzburg Global Seminar and is a 2008 Salzburg global fellow.

Mark A. Turnquist is a professor of civil & environmental engineering at Cornell University. He holds a PhD in transportation systems analysis from MIT. He taught at Northwestern University from 1975-79 and has been on the faculty at Cornell since 1979. Prof. Turnquist specializes in large-scale network-based models for use in transportation, logistics and manufacturing systems, as well as in the development of resource planning tools for use critical infrastructure security.

Ken Webb is an independent security advisor from Australia. After graduating from the Royal Military College, Dr. Webb mainly served as a qualified commissioned officer with the SAS and other special operations units. This included commanding strategic counter-terrorist, intelligence-gathering and unconventional warfare elements, where he also focused on special operations in the information warfare area. Upon leaving the military, he worked globally in the information operations field and recently completed an interdisciplinary doctoral level research project for the Government into enhancing national security from the information operations of terrorist groups. Ken was also the counter-terrorism research leader for a Government initiative aimed at identifying and fostering academic, industry and government research into safeguarding Australia. Over the past three years he has consulted with, published papers and/or chaired sessions at over 12 national security related activities around the world. His current interest is the management and collaboration of special operations, information operations, national security, organised crime and counter-terrorism.

Doug White has worked with technology and security for over 20 years. Doug currently works for Roger Williams University in the Security Assurance Studies program and also operates Secure Technology, LLC., a security consulting firm. Doug regularly consults with academic, industry, and law enforcement on forensics, security audit issues, and security infrastructure. He teaches forensics, penetration testing, C++ programming, and Linux as well as being a regular trainer for the CCE certification in forensics.

Gregory White has been involved in computer and network security since 1986. He spent 19 years with the Air Force and is currently in the Air Force Reserves assigned as a mobilization assistant to SAF/XCI in the Pentagon. He obtained his PhD in computer science from Texas A&M University in 1995. His dissertation topic was in the area of computer network intrusion detection and he continues to conduct research in this area today. He serves as the director of the Center for Infrastructure As-
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surance and Security and is an associate professor of computer science at The University of Texas at San Antonio (UTSA). He has published extensively on the subject of computer security and is active in computer and network security research.

Donald Winchester is a research fellow in security e-commerce Assurance Research Group within the School of Information Systems, Technology and Management, University of New South Wales (UNSW). He is a PhD candidate in the Australian School of Business, UNSW and holds a BCM (Lincoln University), MBA and MBS (Massey University) all in finance. Current research interests are in information systems security, identity crime, risks in financial institutions, risk sharing in IT outsourcing by financial institutions, and international financial flows. His work has been published in international journals, book chapters, symposium (won a best paper award in 2007 – New York), and refereed conference proceedings.