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**Dulal C. Kar** is currently an Associate Professor in the Department of Computing Sciences at Texas A&M University – Corpus Christi, Texas. Previously, he was a faculty in the Department of Computer Science at Virginia Polytechnic Institute and State University, Virginia; Mountain State University, West Virginia; and Bangladesh University of Engineering and Technology, Bangladesh. He received the B.Sc.Engg. and the M.Sc.Engg. degrees from Bangladesh University of Engineering and Technology, Dhaka, Bangladesh and the MS and the Ph.D. degrees from North Dakota State University, Fargo, North Dakota. He is in the editorial board of the International Journal of Distance Education Technologies published by IGI Global. His research interests include wireless sensor networks, signal and image processing algorithms, network architecture and performance measurement, network and information security, information retrieval, and educational technology. He has published over fifty refereed journal and conference articles in those areas. His research works have been supported by various grants from NSF, DoD, NASA, and Cisco Systems.

**Mahbubur Rahman Syed** is currently a professor of Information Systems and Technology at Minnesota State University, Mankato (MSU), USA. He has about 30 years of experience in teaching, in industry, in research, and in academic leadership in the field of computer science, engineering, and Information Technology/Systems. Earlier, he worked in the Electrical and Computer Engineering Department at the North Dakota State University in USA, in the School of Computing and Information Technology at Monash University in Australia, in the Department of Computer Science and Engineering at Bangladesh University of Engineering and Technology (BUET) in Bangladesh, and in Ganz Electric Works in Hungary. He was a founding member of the Department of Computer Science and Engineering at BUET and served as Head of this Department during 1986-92. He served as the General Secretary of Bangladesh Computer Society and also as the General Secretary of BUET Teacher’s Association. He received the UNESCO/ROSTSCA’ 85 award for South and Central Asia region in the field of Informatics and Computer Applications in Scientific Research. He won several other awards. He has co-edited several books in the area of e-commerce, software agents, distance education, multimedia systems, and networking. He has more than 100 papers published in journals and conference proceedings. He has been serving in different roles such as co-editor-in chief, as associate editors, in editorial review committees, and as member of review board in several international journals. Dr. Syed has been involved in international professional activities including organizing conferences and serving as conference and program committee chair.

* * *
About the Contributors

Rajeev Agrawal is an Assistant Professor at North Carolina A&T State University. He received his PhD from Wayne State University on “Narrowing down the Semantic Gap between Content and Context in Image Retrieval.” His paper ‘Image Clustering using Multimodal Keywords’ was selected as the best paper in International Conference on Semantics and Digital Media Technology (SAMT 2006). He has published about 30 papers and 4 book chapters. His current research interests are in personal privacy and security, anomaly detection, and improving image clustering and retrieval performance. Earlier he worked at HP Inc. as Senior Business Analyst for healthcare and transportation industry. While working at HP, he received the best performance award for his work on American Airlines project.

Aftab Ahmad (D.Sc. 1992, George Washington University) is Associate Professor in Computer Science Department at Norfolk State University (NSU). At NSU, he has taught courses on Data Communications, Wireless Networking, 3D Computer Graphics, Computer Organization, Computer Architecture, Programming in C++, and Scientific Visualization. He has been a visiting professor in Royal Institute of Technology (KTH) and Gwangju Institute of Science and Technology (GIST). Dr. Ahmad has published extensively in wireless networking and data communications areas. His publications include several journal and conference papers and two books. Dr. Ahmad is a senior member of the IEEE and a member of the ACM. He is the General Chair of the 14th Symposium on Communications and Networking (Boston, April 2011). He has been on the review panels of NSF, NDSEG, and NASA. In the past, he has chaired Wireless QoS Symposium and has been on the editorial board of the Int’l Journal of Communications Systems. He co-edited a special issue of Int’l Journal on Semantic Computing on Wearable Communications and the Int’l Journal of Communications Systems. Dr. Ahmad lives in Virginia Beach with his wife Mahmooda and son Aftab Sani Ahmad.

Murat Al received his B.S. degree in Electrical Engineering and M.S. degree in Computer Technology and Telecommunication from the University of Applied Sciences in Darmstadt, Germany, in 2001 and 2005, respectively. Currently, he is completing his Ph.D. degree in Applied Science with emphasis on Applied Computing at the University of Arkansas at Little Rock (UALR). Since 2006, he has been working as an instructor and researcher in the Department of Computer Science of UALR, and is a member of ACM. His current research interests include the analysis and design of wireless sensor networks, computer and network security, and information security.

Jiang Bian is the Technical Team Lead of the research program at the Information Technology of University of Arkansas for Medical Sciences. He received his M.S. in Computer Science from University of Arkansas at Little Rock (UALR) in 2007 and is currently seeking a Ph.D. in Applied Computing, also at UALR. As a researcher, his interests focus in the computer operating systems and network security areas with an emphasis on encryption, authentication, and secure system architectures. Mr. Bian’s dissertation focus is the design and implementation of a platform independent secure distributed file system called Jigsaw Distributed File System (JigDFS), which facilitates long term storage of large data archives where security and privacy is critical. At the medical school, Mr. Bian has a leading role in architecting and implementing large-scale Clinical Trial Management Systems, where data quality and security are critical aspects of ongoing research efforts.
**Christos Bouras** obtained his Diploma and Ph.D. from the Computer Science and Engineering Department of Patras University (Greece). He is currently a professor in the above department. He is also a scientific advisor of Research Unit 6 in Research Academic Computer Technology Institute (CTI), Patras, Greece. His research interests include analysis of performance of networking and computer systems, computer networks and protocols, telematics and new services, QoS and pricing for networks and services, e-learning, networked virtual environments, and WWW issues. He has extended professional experience in design and analysis of networks, protocols, telematics, and new services. He has published 300 papers in various well-known refereed conferences and journals. He is a co-author of eight books in Greek. He has been a PC member and referee in various international journals and conferences.

**Chaoli Cai** received his Ph.D. in Computer Science from the Western Michigan University in 2009. Before that, he earned his B.S. in Computer Science from the Shanghai Jiao Tong University Shanghai, China in 2000. Dr. Cai has worked as a Network Administrator and has experience in network and database analysis, design, and administration. His current areas of interest are in network security, machine learning, data mining, and artificial intelligence. He has published several papers in these areas.

**J. Ken Corley II**, Ph.D., is an Assistant Professor in the Department of Computer Information Systems in John A. Walker College of Business at Appalachian State University, North Carolina. He has been employed as an art director at Augusta Sportswear, a member of an in-house marketing group at Kennametal IPG, and general manager of Beaed Corporation. Ken is particularly interested in Human-Computer Interactions, e-commerce, e-learning, Internet technologies/middleware, Supply Chain Management, security, and international computing issues.

**Ajay Gupta** is a Professor of Computer Science at Western Michigan University. From 1998 to 2002, he was the Chairman of the Computer Science Department at Western Michigan University. Dr. Gupta received his Ph.D. in Computer Science from Purdue University in 1989, his M.S. in Mathematics and Statistics from the University of Cincinnati in 1984, and his B.E. (Honors) in Electrical and Electronics Engineering from the Birla Institute of Technology and Sciences, Pilani, India in 1982. Dr. Gupta’s research interests include sensor systems, cloud computing, mobile computing, Web technologies, computer networks, evolutionary computation, scientific computing, and design and analysis of parallel and distributed algorithms. He has published numerous technical papers and book chapters in refereed conferences and journals in these areas. A paper he co-authored, “Adaptive Integration Using Evolutionary Strategies,” won the Best Paper award in the International Conference on High Performance Computing in 1996. Another paper he co-authored, “Lightweight Intrusion Detection for Sensor Networks,” received Honorable mention at the CERIAS Information Security Symposium in 2006. He also holds joint copyright for the parallel and distributed automatic numerical integration software package, ParInt 1.1. He is a senior member of the IEEE and member of the IEEE Computer Society, the IEEE Communications Society, the ASEE and the ACM.

**Bruce Hartpence** has been faculty within RIT’s Networking, Security and Systems Administration department for the past 12 years. Having completed a successful tour in the United States Naval nuclear power program and after working in industry at Mobil Chemical, he now teaches wired and wireless communication within the Golisano College of Communication and Information Sciences. He has de-
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Mr. Hartpence has developed many courses including Wireless Security, Network Troubleshooting and VoIP Security/QoS. His latest project is a collaboration with industry to build a secure, wireless communication network for the transfer of driver and telemetry data for trucks.

**Dijiang Huang** received his Bachelor of Science degree in Telecommunications from Beijing University of Posts & Telecommunications in 1995. He received his Master of Science and PhD degrees from University of Missouri-Kansas City in 2001 and 2004, respectively. Both majored in Computer Science and Telecommunications. He joined Computer Science and Engineering department at ASU in 2005 as an assistant professor. His current research interests are in two areas. Security and privacy: cryptography, key management, authentication protocol, attack analysis, privacy preserving, and attack resilient network design. Computer system and networking: cloud computing, network protocols design, and mobile communication. Dr. Huang’s research is supported by NSF, ONR, AFRL, and Consortium of Embedded System (CES). He is a recipient of ONR Young Investigator Award 2010.

**Md. Golam Kaosar** is a Ph.D. student at the School of Engineering and Science, Victoria University, Australia. Before he started his Ph.D., he used to work as an engineer at Research Institute (RI) in King Fahd University of Petroleum and Minerals (KFUPM), Saudi Arabia. Before that, he got his MS in Computer Engineering and BSc in Computer Science and Engineering from KFUPM, and Bangladesh University of Engineering and Technology (BUET), Bangladesh in the years 2006 and 2001, respectively. As a young researcher, he has a good research background. He has published number of reputable journal and conference papers. His area of research includes, but is not limited to: privacy preserving data mining, ubiquitous computing, security and cryptography, ad-hoc sensor networks, mobile and wireless networks, network protocols, et cetera.

**David Lee.** Having received a Master’s and a Ph.D. degree in Computer Science from Columbia University in 1986, he joined AT&T, and became Vice President of Bell Labs Research in 1999, responsible for the creation of Bell Labs Research China in Beijing, 2000-2004. He joined The Ohio State University as Ohio Board of Regents Distinguished Professor in 2004. He is an IEEE Fellow, and has won the best paper awards of IFIP International Conference PSTV-FORTE’2000 and IFIP International Conference TestCom’2005. He has six US patents and more than 120 publications in referenced journals and conference. He is a Senior Editor of IEEE Journal on Selected Areas in Communications and serves at the editorial board Journal of Law and Policy for the Information Society.

**Zhijun Liu** was born in China. He graduated from University of Science and Technology of China with a B.S. in Computer Sciences in 1999. In 2002, he obtained an M.E. degree in Computer Sciences from Institute of Software, Chinese Academy of Sciences. In 2006, he received a M.S. degree from the Department of Computer Science and Engineering, The Ohio State University, and became a Ph.D. candidate in Computer Sciences. At the end of 2007, he joined Cisco System, Inc. Currently, he is a Software Engineer and working in Security Technology BU of Cisco. He is a TPC Member of IEEE ICC and GLOBECOM from 2006-2010. Over the years, his research and working areas include: Information System security and management, distributed system, instant messaging worm/spam, intruder detection system, and Firewall security technology.
Salvador Mandujano is with the Security Center of Excellence at Intel Corporation in Hillsboro, Oregon, where he is responsible for security analysis and vulnerability discovery for a number of Intel vPro and Centrino Pro platform technologies. He has published numerous papers in the areas of information security, privacy, and artificial intelligence, and has done research with academic groups such as the Purdue University CERIAS computer security center and the Department of Computer Science at Cornell University. He holds a Ph.D. from Instituto Tecnologico y de Estudios Superiores de Monterrey, a M.Sc. degree from Purdue University, a B.Sc. from Universidad Nacional Autonoma de Mexico, as well the CISSP and CEH information security certifications. His current security projects involve low-power CPUs and system-on-chip products.

Douglas B. May, Ph.D., is an Associate Professor in the Department of Computer Information Systems in John A. Walker College of Business at Appalachian State University in Boone, North Carolina. He served as the Director of Academic Computing Services for Appalachian State University from 1995 to 2006. Dr. May is particularly interested in programming languages, database, Internet technologies/middleware, Human-Computer Interactions, security, and international computing issues.

B. Dawn Medlin is the Chair of the Department of Computer Information Systems and the Director of the Center for Advanced Research on Emerging Technologies, John A. Walker College of Business, at Appalachian State University in Boone, North Carolina. Her teaching and research activities have mainly been in the area of security, healthcare informatics, and e-commerce. She has published in journals such as The Journal of Information Systems Security, Information Systems Security, International Journal of Electronic Marketing and Retailing, and the International Journal of Healthcare Information Systems and Informatics. Additionally, she has taught at the Université d’Angers and Addis Ababa University in Ethiopia.

Sumita Mishra joined RIT in 2007 and is an Assistant Professor in the Networking, Security and Systems Administration department. She has a doctorate in Electrical Engineering with concentration in wireless communications and networking. As a part of her Ph.D. thesis (funded in part by National Science Foundation), she developed an analytical framework for comparing different locating schemes in cellular networks. For the past 10 years, she has been working in the areas of security, performance, and mobility management for cellular, sensor, and ad hoc networks. As the manager of the Embedded Wireless Division of CompSys Technologies Inc., Amherst, NY, Dr. Mishra was actively involved for several years in technology development in the areas of ad hoc and sensor network security. She has published papers in IEEE journals and conferences such as MILCOM, WCNC, GLOBECOM and VTC. Her current research involves security for smart Grid networks.

Yin Pan is an associate professor in the Department of Networking, Security and Systems Administration at RIT. She received her Ph.D. in Systems Science and M.S. degree in Computer Science in 1997 from Binghamton University. Dr. Pan holds four US patents in areas of network Quality of Services, Voice over IP and Artificial Intelligence. Since 2004, Dr. Pan has been actively involved in the network security area, especially in IT security audits and computer forensics. Her current research involves information security auditing, social networking security, and computer forensics. She has published
many papers in these fields. Dr. Pan is a certified steganography investigator. She also held the GIAC Systems and Network Auditor (GSNA) Certificate and Advanced Windows Forensics Tool Kit Certificate.

Rajib Paul is an Assistant Professor in the Department of Statistics at the Western Michigan University. Dr. Paul received his PhD degree in Statistics from the Ohio State University in 2008 under the guidance of Dr. Mark Berliner. Prior to that, Dr. Paul received his B. Sc. degree in Statistics from Calcutta University, India, followed by an M. Sc. degree from the Indian Institute of Technology, Kanpur, India.

Reed Petty has been continuously active in the commercial transportation industry for more than 30 years, working both as a developer and in leadership roles managing global IT infrastructures. His encryption related contributions to the Linux kernel have been cited in the kernel credits since 1999. Mr. Petty is also a contributing developer to Hercules virtualization effort which implements IBM mainframe architectures in software. He is the author of the AWSSL family of virtualization utilities. Mr. Petty studied computer science and Information Science as undergraduate at the University of Utah and John Brown University. Subsequently, he has received an M.B.A. and is now seeking a Ph.D. in Applied Science with an emphasis in Information Quality at the University of Arkansas at Little Rock.

Remzi Seker received his Ph.D. degree in Computer Engineering from the University of Alabama at Birmingham in December 2002. His research areas are security and safety-critical computer systems. Dr. Seker, as a researcher, focuses on protection mechanisms from the asymmetric threats that arise from rapid, yet necessary use of technology. He is co-author of one of the very first papers that was published on mobile phishing and possible techniques for preventing it. Aside from professional research and scholarly efforts, Dr. Seker participates in variety of activities to increase public awareness on information assurance and security. Dr. Seker is currently an Associate Professor in the Computer Science Department at the University of Arkansas at Little Rock.

Nirav Shah was a graduate student in the Computer Science department at Arizona State University and is currently working as a Software Engineer at Intel Corporation. He has been working on developing network security and routing protocols for the past 3+ years. He specializes in denial of service prevention techniques. He has been working towards building a set of best practices for secure implementation of open source cloud computing systems.

Guoqiang Shu received his Ph.D degree in computer science from Department of Computer Science and Engineering, The Ohio State University in 2008. His research interest includes network protocols, network security, and formal method. He received M.E. and B.S. degree from Chinese Academy of Sciences and Peking University in 2003 and 2000, respectively. He currently works as a Member of Technical Staff for VMware, Inc. in Palo Alto, USA. Guoqiang Shu is a Senior Member of IEEE.

Kostas Stamos obtained his Diploma, Master Degree, and Ph.D. from the Computer Engineering and Informatics Department of Patras University (Greece). He has worked for the Networking Technologies Sector of CTI, Research Unit 6 of CTI and the Greek Research and Education Network (Grnet). He is also teaching at the Computer Engineering and Informatics Department at the University of Patras, and at the Technological Educational Institute of Patras. He has published seven articles in journals and 28
papers in well-known refereed conferences. He is also co-author of two technical books, several encyclopaedia articles and of a Global Grid Forum (GGF) standard document.

**Christophe Veltzos** (CISSP, CISA, CIPP) regularly teaches Information Security and Information Warfare classes in the Department of Information Systems & Technology at Minnesota State University. Christophe has presented on information security topics at the local, regional, and national level, including at major security conferences like RSA. Beyond the classroom, Christophe is also very active in the security community, engaging with community groups and business leaders, as well as IT and security professionals. From 2007 to 2010, he served as President of the Mankato Chapter of the Information Systems Security Association (ISSA). In 2009 and 2010, he contributed to the work of the privacy subgroup of the NIST Smart Grid Interoperability Panel Cyber Security Working Group (SGIP-CSWG). Christophe holds a Ph.D. from the University of Louisiana at Lafayette and is a member of many information security and privacy related organizations. Both faculty and practitioner, Dr. Veltzos maintains the DrInfoSec.com blog.

**Chuan-Kun Wu**, BSc. 1985, MSc. 1988, PhD Engin. 1994. Since January 1988, he was teaching at Xidian University. He was promoted by Xidian University to a Lecturer in 1990, an associate professor in 1992, and a full professor in 1995. In September 1995, he became a postdoctoral research fellow at QUT in Australia, then from 1997 a research fellow at UWS, and from 2000 a Lecturer in the Department of Computer Science, Australian National University. He has got many awards while he was in China, including China Government Special Subsidy, awarded in 1993. As a co-founder, he has served as a program committee chair for 2001, 2002, and 2003 International Workshop on Cryptology and Network Security (CANS), and is an associate editor of IEEE Communications Letters, a member of the editorial board of International Journal of Network Security, a senior member of IEEE since 2000.

**Xun Yi** is an Associate Professor with School of Engineering and Science, Victoria University, Australia. Before joining Victoria University, he was an Assistant Professor with School of Information Science, Japan Advanced Institute of Science and Technology (JAIST), Japan, and an Assistant Professor with School of Electrical and Electronic Engineering, Nanyang Technological University (NTU), Singapore. Currently, he is visiting the Department of Risk Engineering, University of Tsukuba in Japan as an Associate Professor. He obtained a Ph.D. degree in Engineering from Xidian University in 1995. His research interests include applied cryptography, privacy-preserving data mining, computer and network security, mobile and wireless communication security, and intelligent agent technology. He has published about 100 research papers in international journals, such as IEEE Trans. Knowledge and Data Engineering, IEEE Trans. Wireless Communication, IEEE Trans. Dependable and Secure Computing, IEEE Trans. Circuit and Systems, IEEE Trans. Vehicular Technologies, IEEE Communication Letters, and conference proceedings. He is a member of Editorial Reviewer Board for International Journal of Electronic Commerce in Organization. He has ever undertaken program committee members for about 20 international conferences. He is leading an Australia Research Council (ARC) Discovery Project on Privacy Protection in Distributed Data Mining.
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Kenji Yoshigoe received his Ph.D. degree in Computer Science and Engineering from the College of Engineering at the University of South Florida in 2004, and is currently an Associate Professor of Computer Science at the University of Arkansas at Little Rock (UALR). His research interest is on computer networks. He is currently investigating the scalability, reliability, and security of systems including high-performance computing (HPC) cluster, high-speed packet switches, and wireless sensor networks (WSNs). He is the founder of the WSN Lab and the HPC facility at UALR, and is a principle investigator (PI) and Co-PI for various National Science Foundation-funded projects. He has published widely in leading computer networks conferences and journals, and serves as a chair and a committee member in many symposia and conferences. He is a member of the ACM and IEEE.

Bo Yuan holds a Ph.D. degree in System Sciences from Binghamton University (SUNY), an M.S. degree in Applied Mathematics, and a B.S. in Mathematics from Shanghai Normal University. He has authored and coauthored multiple books and many research papers in the areas of computational intelligence and network security. Recently, Dr. Yuan’s main interests are in the areas of wired and wireless network security, and more specifically, in network covert channels. Dr. Yuan is also working on creating a search engine for mathematical formulas.