About the Contributors

**Manish Gupta** is an information security professional at a large US financial services institution and also a PhD candidate at State University of New York, Buffalo. He received his bachelor’s degree in mechanical engineering from Institute of Engineering and Technology, Lucknow, India and an MBA in Information Systems from State University of New York, Buffalo, NY, USA. With more than a decade of experience in information systems, policies and technologies, he has published 3 books in the area of information security, ethics and assurance including *Managing Information Assurance in Financial Services* (publisher: Idea Group Inc.). He has also taught at SUNY, Buffalo as adjunct professor. He has authored or co-authored more than 30 refereed research articles in leading journals, conference proceedings and books. He serves in editorial boards of 6 international journals and has served in program committees of several national and international conferences. He holds several professional designations including CISSP, CISA, CISM, ISSPCS, CIW Security Analyst, COMPTIA Security+ and PMP. He has also received advanced certificates in information assurance (SUNY, Buffalo), IT Benchmarking (Stanford University) and cyber law (Asian School of Cyber Law).

**Raj Sharman** is an associate professor in the Management Science and Systems Department at SUNY Buffalo, NY. He received his BTech and MTech degree from IIT Bombay, India and his MS degree in Industrial Engineering and PhD in computer science from Louisiana State University. His research streams include Information Assurance, Extreme Events, and improving performance on the Web. His papers have been published in a number of national and international journals. He is also the recipient of several grants from the university as well as external agencies. He serves as an associate editor for the *Journal of Information Systems Security*.

**Serkan Ada** is currently a PhD student in the Department of Management Science and Systems, School of Management at the State University of New York at Buffalo. He is also a scholarship holder of the Turkish Government. He received BS degree in Business Administration at Celal Bayar University in 2003 and he received MBA degree in State University of New York at Oswego in 2007. He is a member of Beta Gamma Sigma-International Honor Society and The National Scholars Honor Society. His research interests are business value of information technology, improvisation and resilience in emergency response, and information security.
Ahmed Awad E. Ahmed is a research associate and a PhD candidate at the Electrical and Computer Engineering Department, University of Victoria. His PhD thesis presents a number of new trends in security monitoring through human computer interaction devices. He is a member of the Security and Object Technology (ISOT) Research Laboratory at the University of Victoria and the principal investigator of Biotracker (http://www.isot.ece.uvic.ca/projects/biotracker), an intrusion detection system based on biometrics. Ahmed worked as a Software Design Engineer, Project Manager, and Quality Assurance Consultant in a number of leading software firms. He obtained his BSc and MSc from Ain Shams University (Cairo, Egypt), Electrical and Computer Engineering Department in 1992, and 1997 respectively.

César Ariza is an information technologies consultant at Bogomovil Ltda. Previously he was a researcher at the ubicomp research group of the Algoritmi Research Center of the University of Minho where he has finished his master’s degree.

C. Warren Axelrod is an information security and privacy officer at Bank of America, where he identifies, assesses and mitigates privacy and security risks. He testified before Congress in 2001 on cybersecurity. He was a founder of the Financial Services and Analysis Center and is on the Financial Services Sector Coordinating Council R&D Committee. He received the Computerworld Premier 100 Leadership Award in 2003 and the ISE Luminary Leadership Award in 2007. His latest book is “Outsourcing Information Security” (Artech House, 2004) and his chapter on return on security investment is in “Managing Information Assurance in Financial Services” (IGI, 2007). He has a BSc and MA, both with honors, from Glasgow University and a PhD from Cornell University. He has a CISM and CISSP.

Mridul Sankar Barik is presently a lecturer in the Department of Computer Science & Engineering, Jadavpur University, India. He has nearly nine years of experience in research and teaching. At present his active area of research is information security. His other research interests include digital forensics, distributed and dependable systems. He has to his credit several publications in National and International Journals and Conferences.

Jenine Beekhuyzen is a PhD student in the School of Information and Communication Technology at Griffith University. In her thesis ‘Digital Rights Management and the online music experience’; she is investigating how technology is changing the way that people access, share and listen to music. Technology is also changing the options for downloading music over the Internet. Jenine is also a researcher in the Smart Internet Technology Cooperative Research Centre currently focused on user-centred security of financial services in the Australian banking context. Another research project is the WinIT Project (Women in IT) longitudinal study since 2000. In 2007, she was an invited visiting scholar to Hanover, Germany.

Patrick Brézillon defended his Thèse d’Etat in 1983 on “Mathematical Modeling of Self-Oscillating Nonlinear Systems.” Since 1997, he belongs to the SYSDEF team at LIP6, which stands for Laboratoire d’Informatique de Paris 6. His personal research focuses since 1992 on the study of Intelligent Assistant Systems, and particularly the aspects explanation, context and incremental knowledge acquisition. He published more than 290 papers in international conference and international journals (e.g., IEEE Expert,
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AI Magazine, The Knowledge Engineering Review, etc.). He has been the chair of several workshops and co-organizer of two international conferences in AI area.

Antonio Cerone joined the International Institute for Software Engineering (IIST) of the United Nations University (UNU) in February 2004 as a research fellow. His research focuses on the use of formal methods in the verification of software and in modelling cognitive human behaviour. He is particularly interested in the verification of interactive systems, security systems, safety-critical systems, asynchronous hardware and concurrent and real-time systems. Within his research on cognitive human behaviour he has also developed an interest in pedagogy and education.

Basabi Chakraborty received MTech and PhD degrees in radio physics and electronics from Calcutta University, India. She received another PhD in information science from Tohoku University, Japan. Currently she is a faculty in the department of Software and Information Science, Iwate Prefectural University, Japan. Her main research interests are in the area of pattern recognition, image processing, biometrics, trust models and soft computing techniques.

Tom S. Chan is an associate professor at the Information Department, Southern New Hampshire University at Manchester, New Hampshire, USA. He holds a EdD from Texas Tech University, and M.S.C.S. from the University of Southern California. Prior to SNHU, he was an assistant professor at Marist College, and as project manager and software designer specialized in data communication at Citibank. He has published works in the area of instructional design, distance learning, technology adaptation, information security and Web design.

Vineeta Chand is a PhD candidate in linguistics at the University of California, Davis. Her dissertation focuses on emerging world Englishes within the Indian post-colonial linguistic landscape. Her background includes testing natural language processing (NLP) software, and her current research reflects multiple intersecting interests: sociolinguistic anthropology, phonetic analysis of normal and distorted speech, and NLP, related to the current chapter.

Madhusudhanan Chandrasekaran received his BE degree in computer science and engineering in 2002 from University of Madras. He is currently a fifth year Computer Science and Engineering PhD student at the State University of New York at Buffalo. His research interests are in the field of computer security, with particular focus on anti-phishing, anti-spam, spyware and intrusion detection.

Samir Chatterjee is a professor of computer networking and telecommunications at CGU’s School of Information Systems & Technology (SISAT). He is also the founding director of Network Convergence Laboratory funded by the National Science Foundation. He joined CGU in July of 2001. He is also an adjunct faculty of the Peter F. Drucker and Ito School of Management, where he teaches on their executive MBA program. His research interests are transdisciplinary. His research combines technical skills from computer science and evaluation skills from social sciences. He loves to design and develop technologies that solve human problems. They range from networking and collaboration tools to security and trust algorithms to e-health technologies such as telemedicine. Currently he is pursuing the design of virtual worlds to enhance human creativity and cognition. He is also leading the design and implementation of
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**Carl H. Hauser** is an associate professor of Computer Science in the School of Electrical Engineering and Computer Science (EECS) at Washington State University (WSU). His research interests include concurrent programming models and mechanisms, networking, programming language implementation, and distributed computing systems. He is currently working on GridStat, flexible and secure middleware for electric power grid communications. Prior to joining WSU, he worked at Xerox Palo Alto Research Center and IBM Research for a total of over 20 years.

**Tejaswini Herath** is a PhD candidate in Management Science & Systems, School of Management at the State University of New York at Buffalo. She holds MMIS, MSCE from Auburn University and BE from Pune University, India. Previously she worked as a lecturer at Brock University, Canada. She also worked as a systems analyst and part-time lecturer at UNBC, Canada. Her research interests include information security, privacy and outsourcing. Her work has been published in the *Gender and Information Technology Encyclopedia* and *International Journal of Electronic Government Research*. Her work has appeared or accepted for proceedings of *WEIS (06,07), AMCIS (07)*, and *International Conference on E-Government*.

**Natsuko Hikage** received MSc degree in software and information science from Iwate Prefectural University, Japan in 2007. She has been with NTT Information Sharing Platform Laboratories, NTT Corporation since April 2007. Her research interests include psychology of security, security usability and trust models. She is a member of ACM and IPSJ.

**Steve Hinske** is a PhD student at the Institute for Pervasive Computing at ETH Zurich, Switzerland. He finished his studies in Business Administration and Computer Science at Darmstadt University of Technology, Germany, in 2005, and wrote his diploma thesis at Fraunhofer Institute in the fields of pervasive computing and privacy. Steve did a research project at University of New South Wales in Sydney, Australia, as well as two internships with companies in Japan and the United States, respectively. He has furthermore started his own business consulting companies on ICT-related issues. Steve is mainly interested in the management of smart environments, human-computer interaction, and pervasive games.

**Gary Hinson** is an experienced information security and IT audit consultant with CISM, CISSP and CISA qualifications plus a PhD and an MBA. Gary has worked for and managed information security and computer audit functions for several major multinational companies in various industries since the 1980’s. He has been consulting since 2000, establishing his own company in 2002 specialising in information security, IT audit and IT governance. He has established a successful global security awareness brand, NoticeBored, and continues to innovate in the field.
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**Margaret Jackson** is professor of Computer Law at the Royal Melbourne Institute of Technology University and director of the Law Discipline in the School of Accounting and Law. She leads the stream of e-commerce in the Smart Internet Technology Cooperative Research Centre. Margaret conducts research in the areas of computer law, protection of information, data protection and privacy, and copyright. She is a member of the User Centred Design Group located in the Co-operative Research Centre for Smart Internet Technology. She is the author of Hughes on Data Protection in Australia, LawBook Co 2001, and A Practical Guide to Protecting Confidential Business Information, LawBookCo, 2003.

**Reza Kamali** is an professor and Department Head of Computer Information Technology Department at Purdue University Calumet, Hammond, Indiana. He was a founding member of SITE, which later became ACM's SIGITE. He was a member of the IT2006 Task Force and a member of The Joint Task Force for Computing Curricula 2005.

**Alfred Kobsa** is a professor in the Donald Bren School of Information and Computer Sciences of the University of California, Irvine. His research lies in the areas of user modeling and personalized systems (with applications in information environments, expert finders, and user interfaces for disabled and elderly people), privacy, and in information visualization. He is the editor of User Modeling and User-Adapted Interaction, editorial board member of World-Wide Web, Universal Access in the Information Society, and Information Technology and Decision Making. He edited several books and authored numerous publications on user-adaptive systems, human-computer interaction and knowledge representation.

**Ghita Kouadri-Mostefaoui** is currently a researcher at Oxford university computing laboratory. Her research interests include software engineering, context-based security, and e-health. Before joining Oxford University, she worked as a postdoctoral fellow at the University of Montreal, Canada, and as a research and teaching assistant at the University of Fribourg (Switzerland). She received an MS degree (pre-doctoral school) in computer science from Ecole Polytechnique Fédérale de Lausanne, Switzerland, in 1999, and a PhD in computer science from both the University of Fribourg and Université Pierre et Marie Curie (Paris 6) in 2004.

**Larry Korba** is the leader and founder of the Information Security Group in the Institute for Information Technology of the National Research Council of Canada, in Ottawa, Canada. As a principal research officer, he currently leads a group of over a dozen researchers, guest workers and support staff in the research and development of technologies for privacy compliance and security intelligence. Over the past 7 years, he has led several R&D projects involving the development of privacy technologies with a number of European and Asian collaborators as well as with Canadian companies. His research interests include network and application security, privacy protection, and technologies for security intelligence.

**E. Kritzinger** is a lecturer at the School of Computing of the University of South Africa, South Africa. She obtained her PhD in information systems at the University of South Africa and has been lecturing from February 1, 2000. Her main focus area is information security education within a distance education environment.
Guoling Lao, PhD, associate professor of School of Information Management and Engineering, Shanghai University of Finance & Economics, director of SHUFE-IBM Electronic Commerce Center, concurrently assistant deputy office chief of financial division of the university (responsible for informatization), has published more than 20 textbooks and 70 academic paper, and completed more than 30 enterprise and government projects. Main research direction: Electronic commerce, management information system.

Samuel P. Liles is an assistant professor of Computer Information Technology at Purdue University Calumet. He is currently involved in research identifying the knowledge skills and abilities of cyber adversaries and mitigation strategies.

Sérgio Tenreiro de Magalhães teaches Computer’s and Network’s Architecture in the Portuguese Catholic University. He is also a researcher in that university, mainly in the fields of Information Security, cyber enhanced terrorism monitoring, prevention and social impact. He has published several works in international refereed journals and in international conference proceedings and he is currently a member of several international conference committees.

Carsten Magerkurth is a senior researcher at SAP Research CEC St. Gallen, Switzerland. His current research activities include HCI techniques for smart items, anti-counterfeiting methods, and pervasive computing support for manufacturing. Before joining SAP he was head of the research division “AMBIENTE – Smart Environments of the Future” at the Fraunhofer Institute for Integrated Information and Publication Systems (IPSI) in Darmstadt, Germany. He has authored or co-authored more than 30 scientific papers in the fields of Pervasive Gaming, Human Computer Interaction, and Ambient Intelligence in the relevant journals and conferences.

Ambuj Mahanti works as a professor of Computer Science and Management Information Systems at Indian Institute of Management Calcutta, Kolkata, India. His specializations are in the area of artificial intelligence and heuristic programming, and business intelligence. He has published extensively in international journals and conferences including several publications in Journal of ACM, Theoretical Computer Science, Artificial Intelligence, Information Processing Letters, etc. His current research interest includes combinatorial auctions, data mining, recommendation systems, business intelligence, and workflow verification.

Chandan Mazumdar is teaching Computer Science & Engineering in Jadavpur University. He is the coordinator of the Centre for Distributed Computing. He has supervised five PhDs and has to his credit over 52 publications in National and International Journals and Conferences. He has copyrighted two software – one, on Forensic Identification of Fire Arms and another on Enterprise Information Security Management. He was the program co-chair of the First International Conference on Information Systems Security, 2005 and general co-chair of the same conference in 2006.

Arunabha Mukhopadhyay is an assistant professor of Information Technology & Systems at Indian Institute of Management Lucknow (IIM L), India. He is a PhD from IIM Calcutta, in the area of Management Information Systems. He has awarded the Infosys scholarship during his PhD. Prior to it he has done his Post Graduate Diploma in Business Management (PGDBM) majoring in Finance, from
IIMC. He has presented his work in international conferences like AMCIS, HICSS etc. He has a couple of national level journal publications to his credit too. His current research interest lies in the area of electronic risk (e-risk) management through financial instruments (such as insurance and derivatives).

**Yuko Murayama** is a professor in the Faculty of Software and Information Science at Iwate Prefectural University, Japan. Her research interests include Internet, network security and human aspects of security and trust. She has been leading a project on Anshin and Trust funded by Japan Science and Technology Agency (JST) since 2005. She had a BSc in mathematics from Tsuda college, Japan. After several years in industry in Japan, she went to a graduate school at University College London. She had a MSc and PhD both in computer science from University of London in 1984 and 1992, respectively. She had been a visiting lecturer from 1992 to 1994 at Keio University, a lecturer at Hiroshima City University from 1994 to 1998. She has been with Iwate Prefectural University since April 1998. Her interests include internetworking and its applications as well as network security. She is a member of IEEE, ACM, IPSJ, IEICE, and ITE. She serves as an IPSJ director for the moment.

**Donald Murphy** is identity services manager at M&T Bank Corporation, Buffalo. He has more than 20 years of experience in different information systems and security technologies.

**André Oliveira** is an information technologies consultant in an international consulting company and has responsibilities in several projects across Europe. He is currently at the finishing stage of his master’s thesis in the Department of Information Systems of the School of Engineering of the University of Minho.

**C. Orhan Orgun** is an associate professor of Linguistics at the University of California, Davis. He teaches graduate and undergraduate courses in phonetics, phonology and computational linguistics. His past research focuses primarily on Turkish, and OT approaches to phonology and morphology. He is currently investigating the relationship between distorted speech and speech rehabilitation through acoustic analysis.

**Peter O. Orondo** is a managing partner at Acclaim Consulting Group, Inc., a leading technology services consulting firm specializing in Identity and Access Management (IAM) solutions located in Waltham, MA. Mr. Orondo has more than 13 years experience in technology management and consulting. Prior to founding Acclaim Consulting Group, he worked in senior roles at Netegrity, Inc., Computer Associates International and Myers-Holum, Inc, where he spearheaded technology thought leadership, and architected and deployed complex enterprise Identity and Access Management, and E-provisioning solutions. In 2003, Mr. Orondo led Acclaim Consulting Group team to win the Semi Finalist Award at the prestigious MIT $50K Entrepreneurial Competition. Mr. Orondo holds bachelors and masters degrees in electrical engineering and computer science from the Massachusetts Institute of Technology (MIT). He also performed PhD work (ABD) at MIT in electrical engineering and computer science.

**David Porter** is head of security and risk at Detica, the intelligence systems and services organization. A Certified Fraud Examiner, he consults to government and banking clients and is also Detica’s chief media commentator. Originally an artificial intelligence researcher at South Bank University, he moved into risk management services at Deloitte and Unisys. He holds a first class honors bachelor’s
degree, and a master’s degree, in computer science from the University of London. He has contributed to *A Practitioner's Guide to Money Laundering Law and Regulation*, *Managing Information Assurance in Financial Services* and *The Washing Machine: Money Crime and Power in the Offshore System*.

**Nick Pullman** is the global projects manager with Citigroup in the security administration department. For the past 3 years he has developed and implemented several integrated identity management and reporting tools. Nick is a board member for the South Dakota InfraGard chapter as well as a member of the Financial Services Information Sharing and Analysis Center. He graduated with Masters Degree in Information Assurance with a specialization in Banking and Financial Security from Dakota State University.

**James W. Ragucci** is a graduate student in Computer Science at Syracuse University. He is a recipient of the Scholarship for Service from the National Science Foundation. Mr. Ragucci received his BS in computer science from Montclair State University in 2006 with the Outstanding CS 2006 Undergraduate distinction and has worked for the Department of Defense and the New Jersey National Guard. Mr. Ragucci’s research interests are on social engineering with a focus in phishing, and information assurance.

**H. Raghav Rao**, PhD, CISSP is a professor of MIS and adjunct professor of CSE at the State University of New York at Buffalo. His interests are in the areas of management information systems, decision support systems, expert systems, and information assurance. He has authored or coauthored more than 100 technical papers, of which more than 70 are published in archival journals. His work has received best paper and best paper runner up awards at AMCIS and ICIS. He has also received the University’s prestigious Teaching Fellowship. He was named a Fulbright Fellow in 2004. He is associate editor of *Decision Support Systems, Information Systems Research and IEEE Transactions in Systems, Man and Cybernetics*, and coeditor-in-chief of *Information Systems Frontiers*.

**Wayne Read** completed an Honours degree in mathematics at James Cook University in 1982, and then commenced doctoral studies in the School of Engineering (Civil and Systems) in 1983. His thesis title was *Wave Groups in the Time and Frequency Domains*, and the degree was conferred in 1987. Research interests include: Modelling transport processes in porous media, series solutions to partial differential equations, restricted occupancy models, and e-commerce. He has been the head of the School of Mathematics, Physics and Information Technology since June 2002.

**Kenneth Revett** is a professor in the Harrow School of Computer Science of the University of Westminster. He researches mainly in the several applications of the computer science, namely the artificial intelligence technologies. He has published several works in international refereed journals and in international conference proceedings. He is currently a member of several international conference committees.

**Stefan Robila** is an assistant professor in Computer Science and the director of the Center of Imaging and Optics at Montclair State University, NJ. He has received his MS in computer science and PhD in computer information science from Syracuse University in 2000 and 2002 respectively. Dr. Robila’s
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research focuses on pattern recognition in large data sets (remote sensing, hyperspectral data, efficient processing) and information assurance (social factors, phishing). He is the author of over thirty publications and has received funding from National Science Foundation, Sun Microsystems, HP, and SPIE.

Carsten Röcker is a visiting researcher at the Cognitive Science Department of the University of California in San Diego. He has an interdisciplinary background with academic degrees in the areas of computer science (PhD), electrical engineering (Master) and management (Master). From 2001 until 2006 he worked as a research associate at the Fraunhofer Institute for Integrated Information and Publication Systems (IPSI) in Darmstadt (Germany) where he lead the design and construction of technical prototypes within the research division AMBIENTE. He published one book on Smart Office Environments and is author and coauthor of numerous scientific papers in the areas of Ambient Intelligence, Intellectual Teamwork and Human Computer Interaction.

Samir K. Sadhukhan is a senior system analyst at Indian Institute of Management Calcutta, Kolkata, India. His research interests are in the area of artificial intelligence and heuristic programming.

Debashis Saha works as a professor of Computer Science and Management Information Systems at Indian Institute of Management Calcutta, Kolkata, India. His specializations are in the area of computer communication and networks. He has published extensively in international journals and conferences including several publications in Journal of IEEE Transactions.

Ravi Sandhu is the founder, executive director and chief scientist of the Institute for Cyber-Security Research (ICSR) at the University of Texas at San Antonio, where he holds the Lutcher Brown Endowed Chair in Cyber-Security. He previously served on the Information Security faculty at George Mason University (18 years) and the Computer Science faculty at Ohio State University (7 years). Ravi earned B.Tech. and M.Tech. degrees from IIT Bombay and Delhi respectively, and MS and PhD degrees from Rutgers University. He is a fellow of ACM and of IEEE, and recipient of the IEEE Computer Society Technical Achievement Award. His research has focused on information security, privacy and trust, with special emphasis on models, protocols and mechanisms. He is also co-founder and chief scientist of TriCipher, an Internet identity security company.

Henrique M. D. Santos is the director of the Algoritmi Research Center in School of Engineering of the University of Minho and an associate professor in the same institution. In the past years he has orientated several Master and PhD students, published several academic works and collaborated in several projects. He was also the leader researcher in the project “Segurança na Rede de Distribuição de Dados em Formato Digital, para as Forças Armadas”. He is also the president of the national technical committee for the normalization of information security procedures.

Leonel Duarte dos Santos is an auxiliar professor at the Department of Information Systems of the University of Minho, where he teaches several graduate and post-graduate courses. His research interests are in the fields of e-Government, information security and information services. He has been involved in several projects regarding the evaluation of the adoption of information technologies in the national and local governmental institutions and in e-voting technologies.
About the Contributors

**Anirban Sengupta** is a senior research engineer at the Centre for Distributed Computing, Jadavpur University, Kolkata, India. He has over 5 years of experience in Information Technology. His current area of research is security modeling for enterprises. He has to his credit several publications in national and international journals and conferences.

**Siraj A. Shaikh** is currently a postdoctoral research fellow at the International Institute of Software Technology (IIST), at the United Nations University (UNU) in Macau SAR China. His main research interests include formal design and analysis of distributed security systems and protocols. His other interests include performance analysis of security protocols and information security education. He is a member of the British Computer Society (BCS).

**Supriya Singh** is professor, Sociology of Communications at the Royal Melbourne Institute of Technology University and project leader with the Smart Internet Technology Cooperative Research Centre. Her research interests cover the sociology of money and banking, domestic aspects of globalization, and the user-centred design of information and communication technologies. Her books include *Marriage money: the social shaping of money in marriage and banking* (Allen & Unwin, St. Leonards, NSW, 1997), *The bankers: Australia’s leading bankers talk about banking today* (Allen & Unwin, North Sydney, 1991) and *Bank Negara Malaysia: The first 25 years, 1959-1984* (Bank Negara Malaysia, Kuala Lumpur, 1984).

**ProfSH (Basie) von Solms** is a professor in the Academy for Information Processing of the University of Johannesburg, South Africa. He had been the Chairman of the Academy for Information Technology from 1978 to 2006. He obtained his PhD in computer science at University of Johannesburg (previously the Rand Afrikaans University) and has been lecturing Computer Science and IT at this University since October 1, 1970. The professor specializes in research and consultancy in the area of Information Security and has written more than 80 papers regarding this field - most of which have been published internationally. In addition, professor von Solms has, up to date, supervised 15 PhD students and more than 50 master students. Professor von Solms is the president – Elect of IFIP, the International Federation for Information Processing (www.ifip.org). See also the item IFIP Activities.

**Kevin Streff** is the director of the Center for Information Assurance at Dakota State, which has been recognized by both the National Security Agency and The Department of Homeland Security as a national center of academic excellence in information assurance. Dr. Streff has extensive knowledge of the financial services industry, including banking, insurance, and credit operations, and holds technology-related degrees from Dakota State, Temple, and Capella University, where he graduated with honors in all programs, including his PhD. Dr. Streff is founder and managing partner of Secure Banking Solutions, a security consulting firm focused on improving security in community banks across the country. Dr. Streff is also president of InfraGard - South Dakota, a partnership program between private industry and the U.S. government (represented by the FBI). Dr. Streff speaks nationally on security issues and solutions relevant to small and medium-sized banks.

**Issa Traore** received an aircraft engineer degree from Ecole de l’Air in Salon de Provence (France) in 1990, and successively two master degrees in aeronautics and space techniques in 1994, and in Automatics and Computer Engineering in 1995 from Ecole Nationale Superieure de l’Aeronautique et de
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L’Espace (E.N.S.A.E), Toulouse, France. In 1998, Traore received a PhD in software engineering from Institute Nationale Polytechnique (INPT)-LAAS/CNRS, Toulouse, France. From June - Oct. 1998, he held a post-doc position at LAAS-CNRS, Toulouse, France, and research associate (Nov. 1998 - May 1999), and senior lecturer (June-Oct. 1999) at the University of Oslo. Since Nov. 1999, he has joined the faculty of the Department of ECE, University of Victoria, Canada. He is currently an associate professor and holds since Oct. 2003 the position of computer engineering programme director. His research interests include behavioral biometrics systems, intrusion detection systems, software security metrics, and software quality engineering. He is the founder and coordinator of the Information Security and Object Technology (ISOT) Research Lab (http://www.isot.ece.uvic.ca).

Jarrod Trevathan completed an honours degree in computer science at James Cook University in 2002, and then commenced doctoral studies in the School of Mathematical and Physical Sciences in 2005. His thesis title was Privacy and Security in Online Auctions, and the degree was conferred in 2007. Research interests include: e-commerce fraud, online privacy and security, and web databases/programming. He has been a lecturer in the School of Mathematics, Physics and Information Technology since July 2002, and is a commercial programmer/research officer for Osmotion Pty Ltd.

Douglas P. Twitchell, PhD, is an assistant professor in the School of Information Technology and the director of the Center for Information Assurance and Security Education at Illinois State University. He received his PhD from the University of Arizona’s Eller College of Business in 2005. In addition to teaching information security courses, Dr. Twitchell spends time researching social engineering and other social aspects of information security, natural language processing, and artificial intelligence.

Shambhu J. Upadhyaya, PhD, is an associate professor of Computer Science and Engineering at the State University of New York at Buffalo where he also directs the Center of Excellence in Information Systems Assurance Research and Education. His research interests are information assurance, computer security, fault diagnosis, fault tolerant computing, and VLSI Testing. He has authored or coauthored more than 190 articles in refereed journals and conferences in these areas. He was a guest co-editor of the book Managing Information Assurance in Financial Services (IGI Global, 2007) and was a guest co-editor of a special issue on Secure Knowledge Management in IEEE Transactions on Systems, Man and Cybernetics, May 2006. He is a senior member of IEEE. His current projects involve insider threat modeling, intrusion detection, security in wireless networks, and protection against Internet attacks. His research has been supported by the National Science Foundation, Rome Laboratory, the U.S. Air Force Office of Scientific Research, DARPA, and National Security Agency.

John Walp is corporate information security officer at M&T Bank, a $65 billion financial institution headquartered in Buffalo, NY. He has more than 15 years of IT experience, half of which has been focused on information security initiatives. Previously, he held the role of Vice President, Network Security Solutions Manager. His responsibilities include oversight and management of M&T’s Information Security Program as well as the Privacy Office functions. All external and internal network security which includes key security systems such as firewalls, intrusion detection/prevention systems and security information management platforms are also part of his responsibilities. Prior to M&T, Mr. Walp has held a variety of security consultant positions and was a lead systems engineer with Electronic Data Systems supporting the manufacturing vertical business. He is a customer-focused professional who
demonstrates strong leadership, communication, and technical skills as well as a thorough understanding of current business and regulatory environments. He is a certified information security manager (CISM) as well as an accomplished public speaker that excels at relating highly technical material in to commonly understood concepts. He was a panelist at RSA 2007 and is a frequent speaker on security and technology topics. He also serves on the advisory board of the Center of Excellence in Information Systems Assurance Research and Education (CEISARE) at the University of Buffalo. Mr. Walp also serves on the executive board of the local FBI InfraGard organization where he assists in forming the strategic direction and initiatives of this public sector-law enforcement partnership.

**Liping Wang**, doctor of School of Finance, Shanghai University of Finance & Economics, has published several papers in journals and academic meetings, participated in the compilation of some textbooks and translation of teaching materials. Since the mayor at the stage of master is electronic commerce security and now is international finance, has a background of interdisciplinary studies in the aspect of bank information assurance. Main research direction: international finance.

**Yang Wang** is a PhD candidate in the Donald Bren School of Information and Computer Sciences of the University of California, Irvine. His broad research interests span across the fields of human-computer interaction (HCI), software engineering (SE), e-commerce and applied statistics. His PhD research focuses on mechanisms of reconciling web personalization with privacy constraints imposed by legal restrictions and by users’ privacy preferences. He was a visiting researcher at Institute of Information Systems at Humboldt University in Berlin. He has performed research with several organizations, including CommerceNet, Fuji Xerox Palo Alto Lab (FXPAL), and Intel Research.

**George O.M. Yee** ([www.georgeyee.ca](http://www.georgeyee.ca)) is a senior information scientist in the Information Security Group, Institute for Information Technology, National Research Council Canada (NRC). Prior to joining the NRC in late 2001, he spent over 20 years in telecom research and development at Bell-Northern Research and Nortel Networks. George received his PhD (electrical engineering), MSc (systems and information science), and BSc (mathematics) from Carleton University, Ottawa, Canada, where he is currently an adjunct research professor. Dr. Yee is on the Editorial Review Board of several journals including the *International Journal of E-Business Research*, the *Journal of Autonomic and Trusted Computing*, and the *International Journal of Patterns*. He is a senior member of IEEE, and member of ACM and Professional Engineers Ontario. His research interests include security and privacy for e-services, enhancing reliability, security, and privacy using software agents, and engineering software for reliability, security, and performance.
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