Index

A
ADEPTS 8-9, 12, 19
Administrative Role Based Access Control (AR-BAC) 310
Advanced Encryption Standard (AES) 416
anomaly detection 20, 23-24, 50, 196
answer-to-reset (ATR) 421
antivirus software 1, 77, 79, 84, 464, 471
Application Protocol Data Unit (APDU) 420
Attack Graph 5, 18, 22
Attack recovery safeguards 407
Automated Response System (ARS) 13

B
black hats 464
brute-force attack 119
business-to-business (B2B) 249

C
Calibration 214, 217, 230, 233
call level interface (CLI) 205
Canadian Council for Online Rights (CCOR) 258
CAPTCHA 381-393
CardHandler 60-61
Center for Internet Security (CIS) 132, 135
Certificateless Public Key Cryptography (CL-PKC) 235
Chord Secure Proxy (CSP) 288
Classification and Regression Trees (CART) 42
Cognometric schemes 115
collaborative security 309, 312-313, 315, 328-331, 334
Colored Petri Nets (CPNs) 9
color-filling segmentation (CFS) 383
compact flash cards (CF Cards) 365
Computer Emergency Response Team (CERT) 1
concurrent detection 406
Confidentiality, Integrity and Availability (CIA-triad) 92, 269
Context-Sensitive String Evaluation (CSSE) 198
Correct Personal User Information 273
correlation feature selection (CFS) 28, 31, 42
critical success factors (CSF) 67
cryptographic information sharing 182
Cryptographic Threshold Schemes 193

D
damage cost (DCost) 11
database administrator (DBA) 135
database management system (DBMS) 129, 142
decoy violations 331
Defenders 1, 462-464, 466, 468-475
Denial-Of-Service (DoS) 42, 284
Dependability focused inspection tool (DEFECT) 276
Dependency Graph 5-6, 10, 22
directed acyclic graph (DAG) 41
direct recording electronic voting machine (DRE) 365
Discrete Spectrum Spread Signal (DSSS) 413
Disruptivity Index (DI) 8
distributed denial-of-service (DDoS) 284
draw a secret (DAS) 115
drools rule language (DRL) 172
dynamic link library (DLL) 205-206
dynamic verification 408

E
Effectiveness Index (EI) 8
electrically erasable read-only memory (EEROM) 58
electronic health records (EHR) 92
Electronic Voting 361, 365, 377-380
Enterprise Service Bus (ESB) 261
Extensible Markup Language (XML) 172
Index

F
file transfer service (FTP) 427
Financial Services Authority (FSA) 70
Flow of Information 98, 102, 192-193

G
general protection fault (GPF) 450
General Protection Fault Handler (GPFH) 447
generic feature selection (GeFS) 28, 32, 40, 42,
46-47
Governance, Risk Management and Compliance
Global Rules Information Database Initiative
(GRC-GRID) 161
GraPE scheme 117
Graph-based modeling 4
Graphical Password schemes 112, 114-116, 119,
121-123, 125
graphical user interface (GUI) 257
GrIDSure 115, 125

H
health information systems (HIS) 92
Hierarchical Structures 186, 193
honey pot 471
HP Privacy Advisor system (HP PA) 161
Human Interactive Proof (HIP) 381
Hypertext Transfer Protocol (HTTP) 283

I
ICE breakpoints 446
Identity-based Public Key Cryptography (ID-PKC)
235
Information Security Management System (ISMS)
68
Information Security Risk 73, 77-81, 86
Instant Messaging (IM) 281
intermediate variables (IMs) 169, 171
Internet fraud 76, 78, 80-81, 84
Internet Protocol version 6 (IPv6) 395, 400, 443
Interrupt Descriptor Table (IDT) 452, 457
Intranet 164, 214, 222-224, 230-231, 233
Intrusion Detection Systems (IDS) 195, 426-427
ISO 2, 91, 93, 106-107, 122, 126, 420

J
Java Enterprise Technology (J2EE), 162
Java String Analysis (JSA) 203

K
KDD CUP 36
Kernel-Mode Monitor (KMM) 447-448, 451
key agreement protocol 234, 239-242, 245, 247
knowledge base (KB) 159, 161-162, 169

L
Law Enforcement Agency (LEA) 287
Location Service (LCS) 354, 359
Locimetric systems 115

M
Mail server 214, 217, 225, 227-228, 230-231, 233,
402, 405, 410
Mail Transfer Agent (MTA) 225, 230
Man-in-the middle (MIM) 284
Markov Blanket (MB) 41
Markov Decision Process (MDP) 321
Mathematical Linguistic 191, 193
MATLAB 49, 388
Mechanisms Goals 143
mechanisms present (MP) 146
memory breakpoint 449-450
message authentication code (MAC) 59
misuse detection 23-24
Mobile Secure E-voting Applet System (M-SEAS)
364
MySQL 130, 135-136, 141, 146-147, 198-199, 221,
227, 233, 401

N
Nash equilibrium 311, 320, 334
National Vulnerability Database (NVD) 9
Network Access Control (NAC) 430
N-grams 25-27
Non-Deterministic Finite Automata (NDFA) 203

O
Object Linking and Embedding, Database (OLEDB)
206
Operating System (OS) 142
operational cost (OpCost) 11
Organization-Based Access Control model (OrBAC)
339

P
Page-Fault Handler (PFH) 447
PassPoints system 116
Peer to Peer (P2P) 234

personal identification number (PIN) 59

personalized electronic ballot (PEB) 365

personally identifiable information (PII) 256

Personal Unblocking Key (PUK) 59

Phishing attack 77, 121

Phishing filter 77, 79, 83

pilot test 73

Platform for Privacy Preferences (P3P) 250

Privacy and Identity Management in Europe (PRIME) 160

privacy aware RBAC (P-RBAC) 357

Privacy Incorporated Software Agent (PISA) 161

Privacy Office 158-159, 162, 164, 166, 173, 176

Privacy Service (PS) 248-249, 254

Private Information 37, 113, 249, 251, 348, 356, 360

probabilistic computation tree logic (PCTL) 309, 311

probabilistic finite state machines (PFSM) 309, 311

Probabilistic Robustness 309, 311, 320

programmable and erasable read only memory (EPROM) 217

ProV otE 362, 364

Proxy cryptography 54, 56

Proxy Smart Card System (PSCS) 54

Public Broadcasting Company (PBS) 468

Public Key Infrastructure (PKI) 256

Purpose-Aware Role-Based Access Control model (PuRBAC) 357

Q

questionnaire (QR) 163-164

R

real-time audit log printer (RTAL) 365

Real Time Operating Systems (RTOS) 232

dependable information 95, 97, 99, 102-103, 105

Remote Smart Card (RSC) 57

RequestHandler 60-61

response cost (RCost) 11

responsibility, integrity, trust and ethicality (RITE) 93

Return On Response Investment (RORI) 9

S

Secure Communication Protocols 193

Secure Information Management 183, 193

security awareness programs 399

security best practices compliance (SBPC) 146

security best practices index (SBPI) 132, 134

Security Goal Indicator Trees (SGITs) 267, 269, 277

Service-Oriented Architecture (SOA) 248-249, 265

Session Initiation Protocol (SIP) 281, 283, 307

SHIELDS repository (SVRS) 272

shoulder surfing 117, 120

Simple Mail Transfer Protocol (SMTP) 283

Single-Step Handler (SSH) 447, 451

Social Engineering 121, 128, 423

Software Development Environment (SDE) 370

software development lifecycle (SDLC) 267

SPAM over Internet Telephony (SPIT) 287, 307

Stealth breakpoints 444-445, 447-454, 457-460

Stealth Localized Executions (SLE) 448

Support Vector Machine (SVM) 28, 41

System.Net.Mail 227-228, 231

System State Goal 143

T

Task State Segment (TSS) 450

TwoSteps 117

TXT e-solutions 266-267, 271, 275

U

Universal Asynchronous Receiver-Transmitter (UART) 420

User to Root (U2R) 37, 44

utility functions 462-463

V

value function 462

virtual private networks (VPN) 426-427

Voice-over-IP (VoIP) 281

vulnerability detection 406-407, 473

W

Web Client 218, 225

WebMapper 258, 260

Web server 6, 11, 133, 214, 218, 222-223, 225, 228, 233, 302, 400-401, 403, 405

What Element Ranking (WER) 251

Windows Live Messenger (WLM) 282

wireless sensor networks (WSN) 411

World Wide Web Consortium (W3C) 250

Z

zero-day exploit 474

ZigBee 411, 413-414, 416