About the Contributors

**Khaled M. Khan** is an assistant professor and the Graduate Program Coordinator in the department of Computer Science and Engineering at Qatar University. Prior to these, Khaled also served the University of Western Sydney as Head of postgraduate programs in computing. His research interests include secure software engineering, cloud computing, measuring security, trust in computer software, and software evolution. He has taught computing more than twenty years at various universities in Asia, Europe, Africa, and Australia. Khaled received his BS and MS in computer science and informatics from the Norwegian University of Science and Technology. He received his PhD in computing from Monash University, Australia. He also holds a second bachelor’s degree from the University of Dhaka (Bangladesh). He’s the Editor in Chief of the International Journal of Secure Software Engineering. Khaled has published more than sixty technical papers, and edited two books.

***

**Aderemi Adeniji** is presently an Applications Systems Engineer at Wells Fargo, Inc. She earned summa cum laude honors while obtaining her MSc in software engineering from the University of North Carolina Charlotte (2008) as a part time graduate student. She also received her BSc in computer engineering from the University of North Carolina at Charlotte (2002). Remi served on the Knowledge Intensive Software Engineering research group at UNCC with special interests including software engineering, software assurance and certification & accreditation.


**Mark Ardis** is a Distinguished Service Professor in the School of Systems and Enterprises at Stevens Institute of Technology. He is interested in the professionalization of software engineering, especially through teaching and technology transfer. In his career Mark has helped create academic programs in software engineering at 5 schools. He received a PhD in computer science from the University of Maryland and is a member of the ACM and the IEEE Computer Society. Mark may be reached at mark.ardis@stevens.edu.
Yun Bai received her PhD in computer science from University of Western Sydney Nepean in 2000. Currently she is a senior lecturer in the School of Computing and Mathematics at University of Western Sydney. Her research areas include information security, database security, formal specification and logic reasoning. She is interested in providing a formal specification and reasoning for security policies and rules to protect the information systems. She has published dozens of international conference papers and journal papers and has been served as a program committee member for international conferences such as International Conference on Security and Cryptography, Australasian Joint Conference on Artificial Intelligence, International Conference on Industrial, Engineering and Other Applications of Applied Intelligence Systems.

Joseph Barjis is an Associate Professor of Systems Engineering and Modeling & Simulation at Delft University of Technology (The Netherlands). He received his PhD from Moscow Technical University of Communications & Informatics. He did a 4-years post doctorate research at Delft University of Technology. Dr. Barjis research interests are focused on business process modeling and simulation, healthcare processes modeling and simulation, security driven software engineering, enterprise engineering, information systems design, system analysis and design, collaborative, participative, and interactive modeling (CPI Modeling). Dr. Barjis is founder and current chair of the Association for Information Systems Special Interest Group on Modeling and Simulation – SIGMAS (http://www.AIS-SIGMAS.org/); founder of the International Workshop on Enterprise & Organizational Modeling and Simulation (http://www.EOMAS.org/); member of several international professional organizations; member of Program Committee and Editorial Board in several international conferences and journals; frequently invited guest editor for International Journals. Dr. Barjis published over 8 edited conference/scientific books, 12 book chapters, 10 journal articles, 7 special issues guest editor, and dozens of fully peer refereed international conference papers. For further information, refer to Barjis’ personal webpage: http://www.JosephBarjis.com.

Solomon Berhe is a doctoral student in Computer Science & Engineering at the University of Connecticut working with Dr. Demurjian. His current research focuses mainly on fine-grained Role-Based Access Control (RBAC) in Wikis. S. Berhe’s most recent research interests include investigating collaborative access control issues in the health care domain. S. Berhe has published 1 journal article, 2 book chapters, and 3 refereed conference/workshop articles.

Konstantin (Kosta) Beznosov is an Assistant Professor at the Department of Electrical and Computer Engineering, University of British Columbia, Vancouver, Canada. He founded and leads the Laboratory for Education and Research in Secure Systems Engineering (LERSSE). Prior that, Dr. Beznosov was a Security Architect with Hitachi Computer Products (America), Inc (HICAM), where he designed and developed products for security integration of enterprise applications. Before HICAM, he consulted large telecommunication and banking companies on the architecture of security solutions for distributed enterprise applications, as a Security Architect at Concept Five Technologies. He graduated from Florida International University in 2000 with a Ph.D. in Computer Science on engineering access control for distributed enterprise applications. He is a co-author of “Enterprise Security with EJB and CORBA” and “Mastering Web Services Security” by Wiley Computer Publishing, and a contributor to “Securing Web Services: Practical Usage of Standards and Specifications” by Idea Group and the “Handbook of Software Engineering and Knowledge Engineering” by World Scientific Publishing. Kosta has published in major academic venues on the topics of access control, distributed systems security, and usable security.
**About the Contributors**

**Sergey Bratus** is a Research Assistant Professor at Dartmouth College, affiliated with the Institute for Security, Technology, and Society (ISTS). Dr. Bratus is interested in a broad range of practical operating systems and network security topics, and frequents hacker conferences.

**Huning Dai** is a PhD Candidate in the Computer Science department also a member of the Programming System Lab at Columbia University. His research focuses on security testing, vulnerability detection and security in software engineering. He received his MS in Computer Science from Columbia University in 2010 and his BE in information Engineering from Beijing University of Posts and Telecommunications in 2008.

**Steven Demurjian** is a Full Professor of Computer Science & Engineering at the University of Connecticut with research interests of: secure-software engineering, security for collaborative web portals with biomedical applications, and security-web architectures. Dr. Demurjian has over 130 archival publications, in the following categories: 1 book, 2 edited collections, 41 journal articles and book chapters, and 87 refereed conference/workshop articles.

**Thuong Doan** is a researcher at Northside, Inc., which conducts research on natural language processing and applies said artificial intelligence to computer gaming. He completed his Ph.D. in computer science & engineering at the University of Connecticut with an emphasis on a framework for software security in UML with assurance. Dr. Doan has published 1 journal article, 3 book chapters, and 6 refereed conference/workshop articles.

**Eric Dubois** received the M.S. degree in computer science from the University of Namur, Belgium, in 1981 and the degree of “Docteur-Ingenieur en Informatique” from the Institut National Polytechnique de Lorraine, Nancy, France, in 1984. Since 2000, in Luxembourg he works at the Public Research Centre Henri Tudor as the managing director of the “Service Science and Innovation” department. Besides management activities, Dr. E. Dubois is active in the software engineering and information system fields for about 25 years. His specific focus is on the requirements engineering (RE) topic where he published over 100 papers with specific interests in business services and security requirements engineering. Recent interests are in the new discipline of “Service Science”. Eric Dubois is member of the ERCIM (European Research Consortium in Informatics and Mathematics) board of directors. He is visiting professor at the Universities of Namur and Luxembourg.

**Barbara Endicott-Popovsky**, Ph.D., is the Director for the Center of Information Assurance and Cybersecurity at the University of Washington, designated by the NSA as a Center for Academic Excellence in Information Assurance Education and Research. She holds a faculty appointment as Res. Asso. Professor with the Information School and is Interim Director for the Strategic Planning for Critical Infrastructure Program within the School of Architecture, following a 20-year industry career marked by executive and consulting positions in IT architecture and project management. Her research interests include enterprise-wide information systems security and compliance management, forensic-ready networks, the science of digital forensics and secure coding practices. Barbara earned her Ph.D. in Computer Science/Computer Security from the University of Idaho (2007), and holds a Masters of Science in Information Systems Engineering from Seattle Pacific University (1987), a Masters in Business Administration from the University of Washington (1985) and a Bachelor of Arts from the University of Pittsburgh (1967).
Shamal Faily is a doctoral student at the Computing Laboratory at the University of Oxford. His doctoral research involves understanding how factors relating to ‘context of use’ impact security, and how these factors can be applied to secure systems design. Shamal graduated with a BSc in Business Computing Systems from City University, and spent nearly 10 years as a software engineer at Logica UK.

Ivan Flechais is a Departmental Lecturer in the Software Engineering Programme at Oxford University and his main lecturing and research interests are in the area of computer security. In particular, given that people are the weakest link in the security chain, this involves researching how secure systems can be designed, implemented and tested to take human needs into account. Prior to this, he graduated with a BSc in Computer Science from University College London and then stayed on at UCL to achieve a PhD researching how to design secure and usable systems which resulted in the creation of the AEGIS secure system design methodology.

Frédéric Girard has received a Master in computer science, networks and information security. He is senior project leader at the Public Research Centre Henri Tudor where he is actively contributing to the development of various methodologies and tools in the area of information security, process assessment and management. He is also deeply involved in the local information security association (CLUSIL Luxembourg) to develop neutral approaches around information security, skills card for professionals and research and development in methodologies. He currently develops and promotes a Master degree in information security and management in collaboration with the Luxembourg University and the CLUSIL. He is in charge of technology transfer activities related to the methodology and of its supporting tools inside various types of companies, organizations and experimental contexts.

Jun Han received his B.Eng. and M.Eng. degrees in computer science and engineering from the University of Science and Technology of Beijing, China, in 1982 and 1986 respectively, and his Ph.D. degree in computer science from the University of Queensland, Australia, in 1992. He has previously held research and academic positions at the University of Queensland and Monash University, Australia. He is currently a professor of software engineering at Swinburne University of Technology, Australia, where he directs research into component-based engineering of software and enterprise systems. He is also a research leader with Australia’s Cooperative Research Centre in Advanced Automotive Technology (AutoCRC) and Cooperative Research Centre in Smart Services (Smart Services CRC). He has published over 130 articles in refereed international journals and conferences, including 8 best paper awards at leading international conferences. His research has been supported by the Australian Research Council, other government departments and industry organizations. His current research interests include software architecture design, adaptive software systems, software security engineering, software performance engineering, system integration and interoperability, and services engineering.

Thomas B. Hilburn is a Professor Emeritus of Software Engineering at Embry-Riddle Aeronautical University, in Daytona Beach, Florida. His current interests include software processes, object-oriented development, and software engineering education. He is an IEEE Certified Software Developer and was co-editor for the ACM/IEEE-CS Computing Curriculum- Software Engineering 2004 project. He is a member of the ACM and the IEEE-CS and currently chairs the Curriculum Committee for the IEEE-CS Educational Activities Board and the Planning Committee for the IEEE-CS Professional Activities Board.
Duan Hua has received a Master in Social and Economic Foresight and a Master in Human Resources Management. He is R&D Engineer at the Public Research Centre Henri Tudor where he is actively contributing to the development of a methodology associated with the competences foresight and with the development of associated trainings. Since 2005, this methodology has been improved and enriched through the foresight and analysis of about 15 job profiles (information systems, security in the finance sector, insurance, quality, logistics, etc.). He is in charge of technology transfer activities related to the methodology and of its supporting tools. Through an INTERREG trans-regional project, he is contributing to the integration of the innovative competences foresight services into a number of training centres located in Luxembourg, France and Belgium.

Martin Gilje Jaatun graduated from the Norwegian Institute of Technology (NTH) in 1992, and has been employed as a research scientist at SINTEF ICT in Trondheim since 2004. His research interests include software security “for the rest of us”, information security in process control environments, and security in Cloud Computing.

Wouter Joosen received the PhD degree in distributed and parallel systems from the Katholieke Universiteit Leuven, Belgium. He is a professor in the Department of Computer Science at the Katholieke Universiteit Leuven. He is also a member of the DistriNet Research Group, which aims at developing open, distributed object support platforms for advanced applications, with a focus on industrial applications. His research interests include distributed and secure software.

Gail Kaiser is a Professor of Computer Science and the Director of the Programming Systems Laboratory in the Computer Science Department at Columbia University. She was named an NSF Presidential Young Investigator in Software Engineering and Software Systems in 1988, and has published over 150 refereed papers in a range of software areas. Prof. Kaiser received her PhD and MS from CMU and her SB from MIT.

Andrew J. Kornecki is a Professor of Software Engineering at Embry-Riddle Aeronautical University, in Daytona Beach, Florida. His interests include Real-Time Software Development, Real-Time Safety Critical System Testing, Verification and Validation, Aviation Software Certification, Modeling and Computer Simulation for Decision Support, Performance Analysis, and Expert Systems Software. He has led several research projects funded by the FAA, the Guidant Corporation, Lockheed-Martin, and Motorola, and software curriculum efforts funded by the FIPSE Atlantis program. He is a member of IFAC, the IEEE, and the National Academies of Sciences.
Seok-Won Lee is currently a visiting professor at the University of Nebraska-Lincoln. He was an assistant professor of software engineering at the University of North Carolina Charlotte (2003-2010) and founded the Knowledge-intensive Software Engineering (NiSE) research group. Prior to joining to the UNCC, he was affiliated with Science Applications International Corporation (SAIC) and IBM T.J. Watson Research Center as senior research scientists. He received his M.Sc. in Computer Science from University of Pittsburgh, and Ph.D. in Information Technology from George Mason University. His areas of specialization include software engineering with specific expertise in ontological requirements engineering and domain modeling, and knowledge engineering with specific expertise in knowledge acquisition, machine learning and knowledge-based systems. He serves as chairs, organizers, editors and the program committee members for numerous journals, conferences, and workshops in software requirements engineering, secure software engineering and other related areas such as critical infrastructure protection, service-oriented computing, visual analytics and self-adaptive software systems. He has published more than 90 refereed articles. He is a professional member of IEEE, ACM and AAAI.

Maria Bartnes Line received her MSc degree from the Norwegian University of Science and Technology in 2002, and has since been employed as a research scientist at SINTEF ICT in Trondheim. Her research interests include software security, privacy, intrusion detection and incident response. She is the manager of the information security research group.

Richard Linger is manager of the CERT Secure Systems Analysis Group at the Software Engineering Institute, Carnegie Mellon University. He directs research and development on Function Extraction (FX) technology for software behavior computation, with focus on malware analysis and software test and evaluation. He also serves as an adjunct faculty member at the CMU Heinz School of Public Policy and Management. At IBM, he co-developed Cleanroom Software Engineering technology for development of high reliability software systems, including box-structure specification, function-theoretic design and correctness verification, and statistical usage-based testing for certification of software fitness for use. He has extensive experience in project management; software specification, design, verification, testing, and certification; software re-engineering and reverse engineering; and technology transfer and education. He has published three software engineering textbooks, 12 book chapters, and over 60 papers and journal articles. He is a member of the AIAA and ACM, and a senior member of the IEEE.

Michael E. Locasto is a Visiting Professor at George Mason University, where he was an I3P (Institute for Information Infrastructure Protection) Fellow during the 2008-2009 academic year. Dr. Locasto holds an M.Sc., M.Phil., and PhD (all in Computer Science) from Columbia University. He seeks to understand why it seems difficult to build secure systems and how we can get better at it.

James McDonald, Associate Professor of Software Engineering at Monmouth University, earned a bachelor’s degree from New Jersey Institute of Technology, an MSEE degree from Massachusetts Institute of Technology and a PhD from New York University. Dr. McDonald has an extensive industrial background in electrical, computer and software engineering. He served as chair of Monmouth University’s Department of Software and Electrical Engineering from 1999 through 2008. Prior to joining the Monmouth University faculty he worked at AT&T, Bell Laboratories and Lucent Technologies. He has been responsible for development of a variety of telecommunications products, research in the areas
of mathematical programming, statistics and queuing theory, corporate planning, quality engineering
and the development of information systems and embedded software. He is a senior life member of the
IEEE, and a member the IEEE Computer Society, ACM and ASEE. He teaches courses on Software
Project Management, a Software Engineering Practicum, Information Technology and other software
engineering topics. He was a recipient of the NATO System Science Prize.

Nancy R. Mead is a senior member of the technical staff in the CERT Program at the Software Engi-
neering Institute (SEI). Mead is also a faculty member in the Master of Software Engineering and Master
of Information Systems Management programs at Carnegie Mellon University. Her research interests are
in the areas of information security, software requirements engineering, and software architectures. Mead
has more than 150 publications and invited presentations. She is a Fellow of the Institute of Electrical
and Electronic Engineers, Inc. (IEEE) and a Distinguished Member of the Association for Computing
Machinery (ACM). Dr. Mead received her PhD in mathematics from the Polytechnic Institute of New
York, and received a BA and an MS in mathematics from New York University.

Nancy R. Mead is a senior member of the technical staff in the CERT Program at the Software Engi-
neering Institute (SEI). Mead is also a faculty member in the Master of Software Engineering and Master
of Information Systems Management programs at Carnegie Mellon University. Her research interests are
in the areas of information security, software requirements engineering, and software architectures. Mead
has more than 100 publications and invited presentations. She is a Fellow of the Institute of Electrical
and Electronic Engineers, Inc. (IEEE) and is also a member of the Association for Computing
Machinery (ACM). Dr. Mead received her PhD in mathematics from the Polytechnic Institute of New
York, and received a BA and an MS in mathematics from New York University.

Per Håkon Meland graduated from NTNU in 2002, and has since been employed as a research
scientist at SINTEF ICT in Trondheim. His research interests include software security and service
engineering within domains such as healthcare and telecom, and with a special focus on early security
awareness and improvements during the software development lifecycle.

Bertrand Meunier has received a Master in Social and Economic Foresight and a Master in Human
Resources Management. He is R&D Engineer at the Public Research Centre Henri Tudor where he is
actively contributing to the development of a methodology associated with the competences foresight
and with the development of associated trainings. Since 2005, this methodology has been improved
and enriched through the foresight and analysis of about 15 job profiles (information systems, security
in the finance sector, insurance, quality, logistics, etc.). He is in charge of technology transfer activities
related to the methodology and of its supporting tools. Through an INTERREG trans-regional project,
he is contributing to the integration of the innovative competences foresight services into a number of
training centres located in Luxembourg, France and Belgium.

Laurent Michel is an Associate Professor of Computer Science & Engineering at the University
of Connecticut with research interests of: combinatorial optimization, constraint programming, local
search, programming languages, and artificial intelligence. Dr. Michel has over 65 archival publications,
in the following categories: 2 books, 22 journal articles and book chapters, and 41 refereed conference/
workshop articles.
Christian Murphy is a PhD Candidate in the Computer Science department at Columbia University. He is a member of the Programming Systems Lab, and his research focuses on software testing, computer science education, and computer-supported cooperative work. He earned a BS (summa cum laude) in Computer Engineering from Boston University in 1995, and an MS in Computer Science from Columbia University in 2006.

Armstrong Nhlabatsi is a postdoctoral research associate at the Computing Research Centre in the Open University. His PhD, completed in 2009, focussed on initialisation problems in feature composition. His research interests include feature composition, software evolution, and security requirements engineering. He holds an MSc in Software Engineering from the University of the West of England (2005) and a B. Eng in Electronic Engineering from the University of Swaziland (2000).

Torstein Nicolaysen is an MSc student in Computer Science at the Norwegian University of Science and Technology (NTNU). After the completion of his MSc thesis, he will start working for BEKK Consulting. His research interests include making software security more agile, software security in general, Agile methodologies, software development and craftsmanship.

Bashar Nuseibeh is Professor of Computing at The Open University, and a Visiting Professor at Imperial College London and the National Institute of Informatics, Japan. He received his PhD degree in Software Engineering from Imperial College London in 1994. His research interests are in software requirements engineering and design, particularly applied to the development of dependable, mission-critical systems. Professor Nuseibeh is formerly Editor-in-Chief of the Automated Software Engineering Journal and Chair of the Steering Committee of the International Conference on Software Engineering. He is currently Chair of IFIP Working Group 2.9 on Requirements Engineering, and is forthcoming Editor-in-Chief of IEEE Transactions on Software Engineering. He received a number of research and service awards, and is an Automated Software Engineering Fellow, a Fellow of the British Computer Society and the Institution of Engineering and Technology, and is a Chartered Engineer.

James Oakley, originally a Massachusetts native, is a third-year undergraduate Computer Science student at Dartmouth College. Having come to computer programming by way of microcontroller programming, he enjoys hands-on work with low level systems. His interests include computer graphics (especially culling systems), digital electronics, security, and operating systems. In his unprofessional time he enjoys backpacking, science fiction, and designing games.

Frank Piessens is a professor in the Department of Computer Science at the Katholieke Universiteit Leuven, Belgium. His research interests are in software security, including security in operating systems and middleware, architectures, applications, Java, and .NET, and software interfaces to security technologies. He is an active participant in both fundamental research and industrial application-driven projects, provides consulting to industry on distributed system security, and serves on program committees for various security-related international scientific conferences.
About the Contributors

Viatcheslav M. Popovsky, Ph.D., is an Affiliate Professor at the University of Idaho, where he is responsible for the development of international exchange (Russian/American) for increasing the professional knowledge of educators in the fields of sport, physical education and recreation. He received his Doctor of Philosophy (Kandidat Nauk) of Pedagogical Science from the Lesgaft University in former Leningrad, Soviet Union, where he received his Diploma of Associate Professor from the Ministry for Advanced and Secondary Specialized Education in Moscow, USSR (1987). While an Associate Professor at Lesgaft, Dr. Popovsky created innovative pedagogical programs implemented within the University, locally and nationwide—focusing student/athletes and coaches on achieving their best. He also advised and mentored many doctoral candidates in the successful achievement of their doctoral theses. He has published 60 books and articles in several countries—a prolific author in the field of physical culture. In addition, he has achieved various awards and recognition throughout his academic career.

Hossain Shahriar is currently a PhD student in the School of Computing, Queen’s University, Canada, where he is a member of the Queen’s Reliable Software Technology (QRST) research group. Mr. Shahriar is an expert on software security testing and monitoring with extensive publications and industry experience in the area of software and security engineering. He obtained his MSc degree in Computer Science from Queen’s University, Canada, while his MSc thesis research on security testing received the IEEE Kingston Section Research Excellence award. Mr. Shahriar also has been awarded the prestigious Natural Sciences and Engineering Research Council (NSERC) and Ontario Graduate Scholarships for his PhD study. He is a student member of the IEEE and the ACM. More information about his research and publications can be obtained from http://cs.queensu.ca/~shahriar.

Ashwin Ramaswamy studied Operating Systems security as a Masters student at Dartmouth College, and graduated in 2009 under Prof. Sean Smith and Prof. Sergey Bratus. He now works at a financial firm.

Richard Sassoon recently completed his MSc in Information Security as part of the Erasmus Mundus NordSecMob programme at NTNU and the University of Tartu. His interests include software engineering, software testing (including security testing), and software security with focus on web security. He is currently employed as a software developer at MVisjon AS.

Joseph J. Simpson is a Principal with System Concepts, LLC. His experience and interests are focused in the area of complex systems, system science, systems thinking and systems management. Joseph has professional experience in domain areas including environmental restoration, information systems, systems security, aerospace and defense. He was educated at the University of Washington, where he received the B.S. (1988), and the M.S. (1990) in Civil Engineering. He also attended the Missouri University of Science and Technology where he received the M.S. (2004) in Systems Engineering. Joseph is a current Member of INCOSE, and a Sr. Member of IEEE. Joseph’s current activities are associated with complex systems modeling, evolutionary programming, the development of a systems engineering language, and organizational assessment and improvement.
Mary J. Simpson is a Research Analyst with System Concepts, LLC. Her experience and research interests focus on cognitive support and decision-making systems, integration and complexity reduction, threat and vulnerability analysis, systems sciences and systems engineering. Mary applies systems solutions to complex problems encountered in organizations, processes, and systems interactions ranging from strategic to tactical levels in fields including aerospace, security, information systems, and defense systems. She was educated at the University of Washington, where she received the B.A. (1969) in English, and the B.S. (1990) in Electrical Engineering. Mary is a current Member of INCOSE and of IEEE. Mary’s current activities are associated with the formulation and communication of systems concepts and patterns regarding discovery, analysis, optimization, design, verification, validation and testing of systems, and systems of systems, including system attributes of maintainability, supportability, testability, safety, and security.

Sean Smith has been working in information security---attacks and defenses---since before there was a Web. He worked for Los Alamos National Lab and IBM Watson before joining the Dartmouth faculty at the turn of the century.

San-Tsai Sun is a PhD student in the Electrical and Computer Engineering department (ECE) at the University of British Columbia (UBC). He works in the the Laboratory for Education and Research in Secure Systems Engineering (LERSSE) under the supervision of Professor Konstantin Beznosov. His research interests include Web application security, Web 2.0 security and privacy, and distributed access control architectures. His research focuses on improving the usability of access controls in Web-related systems. Before joining UBC, he was a Information Technology Director at the UCOM Training Center in the Systex Corporation, Taiwan. He obtained his Master degree in Computer Science from Fairleigh Dickinson University (FDU) in 1994.

Hans Van den Eynden worked on the research reported in this paper as a master student in computer science & engineering at the Katholieke Universiteit Leuven. His master thesis research focused mainly on Security in Dynamic Memory Allocators. Since 2006 he works for KBC, a Belgian bank, as business analyst risk management.

George Yee is an Adjunct Research Professor at Carleton University, Ottawa, Canada, and consults as opportunities arise. He was previously a Senior Research Officer for seven and a half years in the Information Security Group, Institute for Information Technology, National Research Council Canada (NRC). Prior to the NRC, he spent eighteen years as a member of scientific staff and manager at Bell-Northern Research and Nortel Networks. George received his Ph.D. in Electrical Engineering from Carleton University and is a member of Professional Engineers Ontario. In addition, he is a Certified Information Systems Security Professional (CISSP), a Senior Member of IEEE, and a member of ACM. George’s research interests include security and privacy for electronic services, privacy assurance for enterprise computing systems, and software engineering for security, privacy, reliability, and performance. A list of his publications may be found at: http://georgeyee.ca.
About the Contributors

Yves Younan received a Master in Computer Science from the Vrije Universiteit Brussel and a PhD in Engineering: Computer Science from the Katholieke Universiteit Leuven. His PhD focused on efficient countermeasures against code injection attacks on programs written in C and C++. He is currently a post-doctoral researcher at the DistriNet research group, which is part of the Department of Computer Science of the Katholieke Universiteit Leuven, where he continues the research in the area of systems security that was started in his PhD. This research has led to several actual countermeasures being designed and publicly released. Publications are available at http://www.fort-knox.org.

Yijun Yu graduated from the Department of Computer Science at Fudan University (B.Sc. 1992, M.Sc. 1995, Ph.D. 1998). He was a postdoc. research fellow at the Department of Electrical Engineering in Ghent University (1999-2002), then he worked as a research associate at the Knowledge Management lab of the Department of Computer Science in University of Toronto (2003-2006). Since October 2006, he has become a Senior Lecturer at the Department of Computing in The Open University. He is a member of the IEEE Computer Society and the British Computer Society. His research interests are mainly in Automated Software Engineering and Requirements Engineering.

Mohammad Zulkernine is an Associate Professor in the School of Computing of Queen’s University, Canada, where he leads the Queen’s Reliable Software Technology (QRST) research group. Currently, he is a Visiting Professor in the Dept. of Information Engg. & Computer Science of the University of Trento, Italy. Dr. Zulkernine received his BSc from Bangladesh University of Engineering and Technology and MEng from Muroran Institute of Technology, Japan. He received his PhD from the University of Waterloo, Canada, where he belonged to the university’s Bell Canada Software Reliability Laboratory. Dr. Zulkernine’s current research focuses on software reliability and security. His research projects are funded by a number of provincial and federal research organizations of Canada, while he is having industry research partnerships with Bell Canada and Cloakware Corporation. Dr. Zulkernine is a senior member of the IEEE, a member of the ACM, and a licensed professional engineer of the province of Ontario, Canada. More information about his research can be found at http://cs.queensu.ca/~mzulker.