
The International Journal of Digital Crime and Forensics is indexed or listed in the following: ACM Digital Library; Applied Social Sciences 
Index & Abstracts (ASSIA); Bacon’s Media Directory; Cabell’s Directories; Compendex (Elsevier Engineering Index); DBLP; GetCited; 
Google Scholar; INSPEC; JournalTOCs; Library & Information Science Abstracts (LISA); MediaFinder; Norwegian Social Science Data 
Services (NSD); SCOPUS; The Index of Information Systems Journals; The Standard Periodical Directory; Ulrich’s Periodicals Directory; 
Web of Science; Web of Science Emerging Sources Citation Index (ESCI)

Research Articles

1	 An Efficient Reversible Data Hiding Scheme for Encrypted Images;

Kai Chen, School of Electronics and Information Engineering, Ningbo University of Technology, Ningbo, China 

Dawen Xu, School of Electronics and Information Engineering, Ningbo University of Technology, Ningbo, China 

23	 A Format-Compliant Encryption for Secure HEVC Video Sharing in Multimedia Social Network;

Min Long, School of Computer and Communication Engineering, Changsha University of Science and Technology, Changsha, China 

Fei Peng, School of Computer Science and Electronic Engineering, Hunan University, Changsha, China 

Xiaoqing Gong, School of Computer Science and Electronic Engineering, Hunan University, Changsha, China 

40	 Reversible Watermarking in Digital Image Using PVO and RDWT;

Lin Gao, School of Computer and Information Engineering, Tianjin Chengjian University, Tianjin, China 

Tiegang Gao, College of Software, Nankai University, Tianjin, China 

Jie Zhao, School of Computer and Information Engineering, Tianjin Chengjian University, Tianjin, China 

Yonglei Liu, School of Electric and Information Engineering, Tianjin University, Tianjin, China 

56	 Progressive Scrambling for Social Media;

Wei Qi Yan, Department of Computer Science, Auckland University of Technology, Auckland, New Zealand 

Xiaotian Wu, Department of Computer Science, Jinan University, Guangzhou, China, and State Key Laboratory of Information Security, Institute of 
Information Engineering, Chinese Academy of Sciences, Beijing, China  

Feng Liu, State Key Laboratory of Information Security, Institute of Information Engineering and School of Cybersecurity University of Chinese Academy 
of Sciences, Chinese Academy of Sciences Beijing, China  

74	 Detecting the Use of Anonymous Proxies;

Jonathan McKeague, Ulster University, Londonderry, United Kingdom  

Kevin Curran, Faculty of Computing and Engineering, Ulster University, Londonderry, United Kingdom  

95	 Advances in Digital Forensics Frameworks and Tools: A Comparative Insight and Ranking;

Muhammad Abulaish, Department of Computer Science, South Asian University, New Delhi, India 

Nur Al Hasan Haldar, Center of Excellence in Information Assurance (CoEIA), King Saud University, Riyadh, Saudi Arabia 

120	 Polynomial-Based Secret Image Sharing Scheme with Fully Lossless Recovery;

Wanmeng Ding, National University of Defense Technology,Hefei,China 

Kesheng Liu, National University of Defense Technology,Hefei,China 

Xuehu Yan, National University of Defense Technology,Hefei,China 

Lintao Liu, National University of Defense Technology,Hefei,China 

137	 Fraud Track on Secure Electronic Check System;

Ping Zhang, Guangdong Police College, Guangzhou, China  

Yijun He, Computer Science and Technology, East China University of Political Science and Law, Shanghai, China 

Kam-Pui Chow, Department of Computer Science, The University of Hong Kong, Hong Kong, Hong Kong 

Copyright
The International Journal of Digital Crime and Forensics (IJDCF) (ISSN 1941-6210; eISSN 1941-6229), Copyright © 2018 IGI 
Global. All rights, including translation into other languages reserved by the publisher. No part of this journal may be reproduced or 
used in any form or by any means without written permission from the publisher, except for noncommercial, educational use including 
classroom teaching purposes. Product or company names used in this journal are for identification purposes only. Inclusion of the names 
of the products or companies does not indicate a claim of ownership by IGI Global of the trademark or registered trademark. The views 
expressed in this journal are those of the authors but not necessarily of IGI Global.

Volume 10 • Issue 2 • April-June-2018 • ISSN: 1941-6210 • eISSN: 1941-6229
An official publication of the Information Resources Management Association

International Journal of Digital Crime and Forensics 

Table of Contents


