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ABSTRACT

Voice over Internet Protocol (VoIP) networks signal an evolution in telecommunications that is accelerating the convergence of the Internet and the public switched telephone network (PSTN). Offering decreased costs and other benefits, VoIP is poised to transform telecommunications and the organizations that use them. However, some consider VoIP a security nightmare, combining the worst vulnerabilities of IP networks and voice networks. DOS attacks, crash attacks, packet spoofing, buffer overflow attacks, spam over Internet telephony (SPIT), and word injection all pose threats to commercial enterprise networks and the mission critical operations that they support.

INTRODUCTION

Traditional telecommunications carriers are now facing the very real prospect that the “large networks they’ve been meticulously building for more than 100 years will be, if not entirely useless, certainly unsustainable in the very near future.” Already reeling from the “fixed-to-mobile substitution” brought about by migration of landline traffic to the cellular platform, Local Exchange Carriers (LECs) are now facing competition with VoIP (Conti, 2004).

This chapter will seek to first provide an analysis of the benefits of VoIP, and then will discuss the three current prominent models of VoIP that are being utilized. The chapter will then briefly look at how educational institutions are using VoIP and examine the implementation and security concerns of VoIP. Finally, the chapter will then address Quality of Service concerns, and list strategies for security assurance and disaster recovery planning in relation to VoIP.

BENEFITS OF VoIP

VoIP is revolutionizing telecommunications in large part because IP telephony is based upon standards which are vendor agnostic, ensuring interoperability between products from different manufacturers in almost any combination (Ross, 2004). Many of the companies who have adopted VoIP have been very
pleased with the results in this technology which “crosses the boundaries of public and private networks, enterprise and residential markets, voice and data technologies, as well as local and long-distance services.” By converging voice and data into a single, powerful network, an organization can “reduce costs, consolidate and simplify networks, as well as better serve its customers and constituents” (Young, 2005).

In a recent product spotlight in IEEE Review, relatively low-cost items like the Firebox VoIP Cyberphone were featured, which allow users to make low-cost calls to landlines and mobile phones all over the world and free calls to anyone using a similar VoIP phone (Calls over the Net, 2005). It is technology such as this which has in part fueled the flurry of corporate adopters. In excess of nine million North American corporate telephone lines ran on VoIP in 2004, a full 11 percent of the total. That number was up from 4 percent from 2002, according to Gartner Inc., and is expected to reach 41 percent by 2008 (Fahmy, 2005).

VoIP installations achieve cost savings from a variety of sources. Obviously, running voice and data on the same network reduces the hardware, maintenance, and service needed. A great example of the financial benefits of VoIP is illustrated by the recent adoption of VoIP by the accounting firm Grant Thornton, LLP. The firm used to spend more than $800,000 a year on long-distance calls made from its 49 U.S. offices. VoIP installations cut that spending by more than 60 percent. In addition, local phone charges fell by 40 percent (Fahmy, 2005).

Several other factors also influence the adoption of VoIP technology, including improved network utilization, opportunities for value-added services, and progressive deployment. Traditional circuit-switched networks have to “dedicate a full-duplex 64 kb/s channel for the duration of a single call, whereas with VoIP networks the bandwidth is used only when something has to be transmitted,” utilizing network resources more effectively and allowing more calls to be carried over a single link. In addition, VoIP offers many other advanced features such as caller ID and call forwarding that can be added as value-added services to VoIP networks at minimal cost. Finally, IP telephony is “additive to today’s communications networks since it can be easily integrated with existing PSTN infrastructure and networks” (Zeadally, 2004). However, there are other, less obvious benefits that corporate users are discovering that merit mention:

- VoIP reduces the cost of reconfiguring the network every time an employee switches office or cubicles.
- VoIP allows users to easily self-administer their call forwarding, helping to route calls to either voice mail or external lines depending upon the caller.
- Using a popular feature called unified messaging, employees can check messages left at different numbers on one centralized platform (Fahmy, 2005).
- Businesses can amortize their VoIP equipment in as few as three months (Ross, 2004).

Telecommunication service providers are in the midst of developing converged core networks for both data and voice to support this evolution. There are also economic incentives, improved productivity, and new revenue-generating services that come along with these new networks (Prabhakar, 2005).

VoIP MODELS

There are essentially three different models of VoIP services today, which differ greatly by the technology used, the user base, and scope of utilization. The first model is basically an upgrade of the peer-to-peer model that allows two devices to establish an exclusive relationship over the public Internet using computer and “softphone” software packages (Young, 2004). Skype (which was recently purchased by Ebay) is a true success story with this model, and had recorded over 55 million downloads of its software by 2005 (Descy, 2005). Softphones work by compressing data at the source, sending it over the Internet and decompressing it at the other end. The compression and decompression algorithms are proprietary, so users are required to both use the same softphone software in order to communicate. There is no shortage of software clients to choose from, for there were over 1000 softphones by early 2005. Most providers offer free softphone-to-softphone calls, and softphone to POTS or cell phone calls at a reduced rate. Softphone vendors often use some sort of encryption to provide security for users. Skype, for example, uses 256-bit Advanced Encryption Standard (AES) which it claims to be almost impenetrable (Descy, 2005).

The second model of note is represented by VoIP operators such as Vonage, which has also been im-