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Abstract

In this chapter, we will introduce digital watermarking systems and quality evaluation algorithms for audio and speech signals. Originally designed for copyright protection, digital watermarking is a technique that embeds some data to the host signal to show the copyright information. The embedded data, or the watermark, cannot be eliminated from the host signal with normal use or even after some attacks. In the first part of this chapter, we introduce a generic framework of digital watermarking systems. Several properties and application of the watermarking systems are then described. Focused on audio and speech signals, we divide the watermarking algorithms into robust and fragile ones. Different concerns and techniques are described for each category. In the second part of this chapter, a novel watermarking algorithm for audio and speech quality evaluation is introduced together with some conventional quality evaluation standards.
Introduction

Digital watermarking is a technique to embed a collection of bits into a signal. We refer to this collection of bits as a watermark. A well-designed watermarking algorithm will keep the watermark imperceptible to users. In other words, the resulting signal remains almost the same quality as the original signal. Watermarks can be embedded into audio, image, video, and other formats of digital data. There are different concerns to different formats of data in watermarking system design. In this chapter, we narrow our scope to audio and speech watermarking systems, or simply audio watermarking systems.

There are several ways to categorize audio watermarking systems. They can be classified as temporal and spectral watermarking. Temporal watermarking algorithms embed watermarks into audio signals in their temporal domain. Spectral watermarking algorithms embed watermarks in certain transform domain, such as Fourier transform domain, wavelet domain, or cepstrum domain.

Watermarking algorithms can also be categorized as robust and fragile ones. Watermarks in robust algorithms cannot be removed by common signal processing operations. On the contrary, a fragile watermark will be changed if the host audio is modified. In this chapter, we will follow this classification.

In recent years, digital watermarking algorithms boomed rapidly, especially in the image watermarking field. Compared to image, the research on audio watermarking is not as mature. The most important reason is the difference between the human visual system (HVS) and human auditory system (HAS). In general, HAS is more sensitive to distortions than the visual system. Therefore, it is challenging to implement imperceptible audio watermarks.

The rest of this chapter is organized as follows. In the first section, a generic digital watermarking framework is presented. A variety of properties and applications of watermarking algorithms are described. In the second section we provide a classification of attacks and a benchmark for audio watermarking systems. Several techniques for robust audio watermarking algorithms are described in the third section. Example algorithms for each technique are introduced. The fourth section is designated for fragile audio watermarking. Since there are not many algorithms for fragile audio watermarking, we combine semi-fragile watermarking in this section. In the last section, we introduce traditional audio and speech quality evaluation methods and a watermark-based evaluation algorithm.

Introduction to Digital Watermarking Technology

With the rapid growth of Internet, personal computers, and a variety of new digital devices, the digital format of media becomes more and more popular. The variety of software makes it convenient for consumers to create, manipulate, and store the digital multimedia data. Internet and wireless network provide a channel to transmit and to exchange the multimedia information. In the recent decades, these new formats of data have brought many changes to our life. However, they also pose the danger of illegal copy, redistribution, and various
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