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ABSTRACT

The Service-Oriented Architecture (SOA) demands supportive technologies and new requirements for mobile collaboration across multiple platforms. One of its representative solutions is intelligent information security of enterprise resources for collaboration systems and services. Digital watermarking became a key technology for protecting copyrights. In this article, the authors propose a method of key generation scheme for static visual digital watermarking by using machine learning technology, neural network as its exemplary approach for machine learning method. The proposed method is to provide intelligent mobile collaboration with secure data transactions using machine learning approaches, herein neural network approach as an exemplary technology. First, the proposed method of key generation is to extract certain type of bit patterns in the forms of visual features out of visual objects or data as training data set for machine learning of digital watermark. Second, the proposed method of watermark extraction is processed by presenting visual features of the target visual image into extraction key or herein is a classifier generated in advance by the training approach of machine learning technology. Third, the training approach is to generate the extraction key, which is conditioned to generate watermark signal patterns, only if proper visual features are presented to the classifier. In the proposed method, this
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INTRODUCTION

In this article, we propose a method of key generation scheme (Figure 1) for static visual digital watermarking (Figure 2) by using machine learning technology, neural network as its exemplary approach for machine learning method. The proposed method is to provide intelligent mobile collaboration with secure data transactions using machine learning approaches, herein neural network approach as an exemplary technology. First, the proposed method of key generation is to extract certain type of bit patterns in the forms of visual features out of visual objects or data as training data set for machine learning of digital watermark. Second, the proposed method of watermark extraction is processed by presenting visual features of the target visual image into extraction key or herein is a classifier generated in advance by the training approach of machine learning technology. Third, the training approach is to generate the extraction key which is conditioned to generate watermark signal patterns only if proper visual features are presented to the classifier. In our proposed method, this classifier which is generated by the machine learning process is used as watermark extraction key.

The proposed method is to contribute to secure visual digital watermarking without losing any detailed data of visual objects or any additional resources of hiding visual objects as molds to embed hidden visual objects. In the experiments, they have shown that our proposed method is robust to high pass filtering and JPEG compression. The proposed method is limited in its applications on the positions of the feature sub-blocks, especially on geometric attacks like shrinking or rotation of the image.

ISSUES AND DEFINITIONS

The Service-Oriented Architecture (SOA) demands supportive technologies and new requirements for mobile collaboration across multiple platforms. One of its representative solutions is intelligent information security of enterprise resources for collaboration systems and services (Chiu, & Leung, 2005; Kafeza, Chiu, Cheung, & Kafeza, 2004).

Digital watermarking became a key technology for protecting copyrights. Digital watermarking protects unauthorized change of the contents and assures legal user for its copyright. Meanwhile, steganography conceals a hidden messages to a content but the existence of a message is kept secret (Artz, 2001). For the purpose of digital watermarking, content should not be encrypted or scrambled. Digital watermark is often embed-
14 more pages are available in the full version of this document, which may be purchased using the "Add to Cart" button on the product's webpage: 
www.igi-global.com/chapter/secure-key-generation-static-visual/66795?camid=4v1

This title is available in InfoSci-Books, InfoSci-Software Technologies, Science, Engineering, and Information Technology, InfoSci-Select, InfoSci-Computer Science and Information Technology. Recommend this product to your librarian: 
www.igi-global.com/e-resources/library-recommendation/?id=1

Related Content

Software Service Adaptation Based on Interface Localisation
www.igi-global.com/article/software-service-adaptation-based-on-interface-localisation/125842?camid=4v1a

Robust Network Services with Distributed Code Rewriting
www.igi-global.com/chapter/robust-network-services-distributed-code/77720?camid=4v1a

Platform Independent Analysis of Probabilities on Multithreaded Programs
www.igi-global.com/article/platform-independent-analysis-of-probabilities-on-multithreaded-programs/103281?camid=4v1a

Modelling Information Demand in an Enterprise Context: Method, Notation, and Lessons Learned
www.igi-global.com/article/modelling-information-demand-enterprise-context/55489?camid=4v1a