Table of Contents

International Journal of Information Security and Privacy

Volume 14 • Issue 4 • October-December-2020 • ISSN: 1930-1650 • eISSN: 1930-1669

Research Articles

1 A SAT-Based Planning Approach for Finding Logical Attacks on Cryptographic Protocols
   Noureddine Aribi, LITIO Lab., Université Oran1, Oran, Algeria
   Yahia Lebbah, LITIO Lab., Université Oran1, Oran, Algeria

22 An Efficient Automatic Intrusion Detection in Cloud Using Optimized Fuzzy Inference System
   S. Immaculate Shyla, Department of Computer Science, S.T. Hindu College, Nagercoil Manonmaniam Sundaranar University, Nagercoil, India
   S.S. Sujatha, Department of Computer Science and Application, S.T. Hindu College, Nagercoil Manonmaniam Sundaranar University, Nagercoil, India

42 A Confidence Interval Based Filtering Against DDoS Attack in Cloud Environment: A Confidence Interval Against DDoS Attack in the Cloud
   Mohamed Haddadi, Département d’Informatique, Faculté des Sciences Exactes, Université de Bejaia, Bejaia, Algeria
   Rachid Beghdad, Département d’Informatique, Faculté des Sciences Exactes, Université de Bejaia, Bejaia, Algeria

57 DecaDroid Classification and Characterization of Malicious Behaviour in Android Applications
   Charu Gupta, Indira Gandhi Delhi Technical University for Women, Delhi, India
   Rakesh Kumar Singh, Indira Gandhi Delhi Technical University for Women, Delhi, India
   Simran Kaur Bhatia, Indira Gandhi Delhi Technical University for Women, Delhi, India
   Amar Kumar Mohapatra, Indira Gandhi Delhi Technical University for Women, Delhi, India

74 Investigating User Perceptions of Mobile App Privacy: An Analysis of User-Submitted App Reviews
   Andrew R. Besmer, Winthrop University, Rock Hill, USA
   Jason Watson, University of North Alabama, Florence, USA
   M. Shane Banks, University of North Alabama, Florence, USA

92 Factors Impacting Behavioral Intention of Users to Adopt IoT In India: From Security and Privacy Perspective
   Sheshadri Chatterjee, IIT Kharagpur, India

113 A Tweakable Key Alternating Lightweight Cipher for Internet of Things
   Mary Shamala L., Pondicherry Engineering College, Pondicherry, India
   Zayaraz G., Pondicherry Engineering College, Pondicherry, India
   Vivekanandan K., Pondicherry Engineering College, Pondicherry, India
   Vijayalakshmi V., Pondicherry Engineering College, Pondicherry, India

COPYRIGHT

The International Journal of Information Security and Privacy (IJISP) (ISSN 1930-1650; eISSN 1930-1669), Copyright © 2020 IGI Global. All rights, including translation into other languages reserved by the publisher. No part of this journal may be reproduced or used in any form or by any means without written permission from the publisher, except for noncommercial, educational use including classroom teaching purposes. Product or company names used in this journal are for identification purposes only. Inclusion of the names of the products or companies does not indicate a claim of ownership by IGI Global of the trademark or registered trademark. The views expressed in this journal are those of the authors but not necessarily of IGI Global.

The International Journal of Information Security and Privacy is indexed or listed in the following: ACM Digital Library; Australian Business Deans Council (ABDC); Bacon’s Media Directory; Cabell’s Directories; Compendex (Elsevier Engineering Index); CSA Illumina; DBLP; Gale Directory of Publications & Broadcast Media; GetCited; Google Scholar; INSPEC; JournalTOCs; Library & Information Science Abstracts (LISA); MediaFinder; Norwegian Social Science Data Services (NSD); SCOPUS; The Index of Information Systems Journals; The Standard Periodical Directory; Ulrich’s Periodicals Directory; Web of Science; Web of Science Emerging Sources Citation Index (ESCI)