
Special iSSue on Data Security, privacy, anD truSt in networkeD environmentS

eDitorial preface

V	 Anabela	Mesquita,	Politécnico	do	Porto,	Porto,	Portugal
Paula	Peres,	Politécnico	do	Porto,	Porto,	Portugal
Fatos	Xhafa,	Technical	University	of	Catalonia,	Catalonia,	Spain
Xu	An	Wang,	Engineering	University	of	Chinese	Armed	Police	Force,	Xi’an,	China

reSearch articleS

1	 An	Improved	Security	3D	Watermarking	Method	Using	Computational	Integral	Imaging	Cryptosystem
Yiqun	Liu,	School	of	Physics	and	Optoelectronic	Engineering,	Xidian	University	and	Department	of	Electronic	Technology,	Engineering	

University	of	Chinese	Armed	Police	Force,	Xi’an,	China 

Xiaorui	Wang,	School	of	Physics	and	Optoelectronic	Engineering,	Xidian	University,	Xi’an,	China  

Jianqi	Zhang,	School	of	Physics	and	Optoelectronic	Engineering,	Xidian	University,	Xi’an,	China 

Minqing	Zhang,	Department	of	Electronic	Technology,	Engineering	University	of	Chinese	Armed	Police	Force,	Xi’an,	China  

Peng	Luo,	Department	of	Electronic	Technology,	Engineering	University	of	Chinese	Armed	Police	Force,	Xi’an,	China  

Xu	An	Wang,	Department	of	Electronic	Technology,	Engineering	University	of	Chinese	Armed	Police	Force,	Xi’an,	China  

22	 Design	and	Analysis	of	the	Secure	Scheme	for	Quantum	Positioning	based	on	Entangled	Photon	Pair
Hong-Mei	Huang,	School	of	Electronic	Engineering,	Xidian	University	and	Department	of	Information	Engineering,	Engineering	

University	of	Chinese	Armed	Police	Force,	Xi’an,	China  

Lu-Ping	Xu,	School	of	Electronic	Engineering,	Xidian	University,	Xi’an,	China 

36	 An	Exact	and	Efficient	Privacy-Preserving	Spatiotemporal	Matching	in	Mobile	Social	Networks
Xiuguang	Li,	National	Key	Laboratory	of	Integrated	Networks	Services,	Xidian	University,	Xi’an,	China 

Yuanyuan	He,	Institute	of	Information	Engineering,	Chinese	Academy	of	Sciences,	Beijing,	China  

Ben	Niu,	Institute	of	Information	Engineering,	Chinese	Academy	of	Sciences,	Beijing,	China  

Kai	Yang,	Key	Laboratory	of	Information	and	Network	Security	of	Chinese	Armed	Police	Force,	Engineering	University	of	Chinese	
Armed	Police	Force,	Xi’an,	China  

Hui	Li,	National	Key	Laboratory	of	Integrated	Networks	Services,	Xidian	University,	Xi’an,	China 

48	 D-S	Evidence	Theory	Based	Trust	Detection	Scheme	in	Wireless	Sensor	Networks
Kai	Yang,	Department	of	Electronics	Technology,	Engineering	University	of	Chinese	Armed	Police	Force,	Xi’an,	China  

Shuguang	Liu,	Department	of	Electronics	Technology,	Engineering	University	of	Chinese	Armed	Police	Force,	Xi’an,	China 

Xiuguang	Li,	Department	of	Electronics	Technology,	Engineering	University	of	Chinese	Armed	Police	Force,	Xi’an,	China  

Xu	An	Wang,	Department	of	Electronics	Technology,	Engineering	University	of	Chinese	Armed	Police	Force,	Xi’an,	China  

60	 Security	Analysis	of	Cipher	ICEBERG	against	Bit-pattern	Based	Integral	Attack
Yuechuan	Wei,	Department	of	Electronics	Technology,	Engineering	University	of	Chinese	Armed	Police	Force,	Xi’an,	China  

Yisheng	Rong,	College	of	Equipment	Engineering,	Engineering	University	of	Chinese	Armed	Police	Force,	Xi’an,	China  

Xu	An	Wang,	Department	of	Electronics	Technology,	Engineering	University	of	Chinese	Armed	Police	Force,	Xi’an,	China  

72	 A	Pairing-based	Homomorphic	Encryption	Scheme	for	Multi-User	Settings
Zhang	Wei,	Engineering	University	of	Chinese	Armed	Police	Force,	Xi’an,	China  

83	 A	Message	Topic	Model	for	Multi-Grain	SMS	Spam	Filtering
Jialin	Ma,	Huaiyin	Institute	of	Technology,	Huaian	and	College	of	Computer	and	Information,	Hohai	University,	Nanjing,	China  

Yongjun	Zhang,	Huaiyin	Institute	of	Technology,	Huaian	and	College	of	Computer	and	Information,	Hohai	University,	Nanjing,	China  

Zhijian	Wang,	College	of	Computer	and	Information,	Hohai	University,	Nanjing,	China  

Kun	Yu,	Huaiyin	Institute	of	Technology,	Huaian,	China 

Copyright
The International Journal of Technology and Human Interaction (IJTHI) (ISSN 1548-3908; eISSN 1548-3916), Copyright © 2016 
IGI Global. All rights, including translation into other languages reserved by the publisher. No part of this journal may be reproduced or 
used in any form or by any means without written permission from the publisher, except for noncommercial, educational use including 
classroom teaching purposes. Product or company names used in this journal are for identification purposes only. Inclusion of the names 
of the products or companies does not indicate a claim of ownership by IGI Global of the trademark or registered trademark. The views 
expressed in this journal are those of the authors but not necessarily of IGI Global.

Volume 12 • Issue 2 • April-June-2016 • ISSN: 1548-3908 • eISSN: 1548-3916
An official publication of the Information Resources Management Association

International	Journal	of	Technology	and	Human	Interaction	
Table	of	Contents

The International	Journal	of	Technology	and	Human	Interaction	is indexed or listed in the following: ACM Digital Library; Australian 
Business Deans Council (ABDC); Australian Government’s Department of Education, Science & Training-Refereed Journal; Bacon’s 
Media Directory; Burrelle’s Media Directory; Cabell’s Directories; Compendex (Elsevier Engineering Index); CSA Illumina; DBLP; DEST 
Register of Refereed Journals; Gale Directory of Publications & Broadcast Media; GetCited; Google Scholar; INSPEC; JournalTOCs; 
KnowledgeBoard; Library & Information Science Abstracts (LISA); MediaFinder; Norwegian Social Science Data Services (NSD); 
PsycINFO®; SCOPUS; The Index of Information Systems Journals; The Standard Periodical Directory; Ulrich’s Periodicals Directory


