
Guest Editorial Preface

It is a great matter of pleasure for us to bring this special issue of “International Journal of Cyber 
Security and Privacy (IJISP)” covering the Five relevant papers of “International Conference on 
Cyber Security (ICCS) 2016” that was organized in Kota (Rajasthan) India on August 13-14, 2016:

1.  An Authentication Technique for Accessing De-Duplicated Data from Private Cloud using One 
Time Password;

2.  Bit Forwarding 3-bits Technique for Efficient Modular Exponentiation: BFW3 for Efficient 
Modular Exponentiation;

3.  Digital Forensic Analysis of Cybercrimes: Best Practices and Methodologies;
4.  PKI Deployment Challenges and Recommendations for ICS Networks;
5.  Framework to Secure Browser Using Configuration Analysis.

The papers presented in the ICCS 2016 went through strict refereeing and examination resulting 
in a current rejection rate of 57.6%. We are delighted to say that this is in no small part due to the 
hard work the editorial board and reviewers, in not only refereeing the papers submitted but raising 
the standard of the quality of papers that we will publish.

Last but not the least, as the guest editor of ICCS 2016 submissions, we are thankful to people 
who have worked with us in planning and organizing both technical arrangements. In particular, we 
are thankful to program chairs for their support; the program committee for their timely reviewing 
of papers.

Hope that the quality research work published in this issue will be able to serve something new 
to Humanity and Science.
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