
The International Journal of Digital Crime and Forensics is indexed or listed in the following: ACM Digital Library; Applied Social Sciences 
Index & Abstracts (ASSIA); Bacon’s Media Directory; Cabell’s Directories; Compendex (Elsevier Engineering Index); DBLP; GetCited; 
Google Scholar; INSPEC; JournalTOCs; Library & Information Science Abstracts (LISA); MediaFinder; Norwegian Social Science Data 
Services (NSD); SCOPUS; The Index of Information Systems Journals; The Standard Periodical Directory; UGC-CARE List (India); 
Ulrich’s Periodicals Directory; Web of Science; Web of Science Emerging Sources Citation Index (ESCI)

Guest Editorial Preface
v	 Special Issue on Advanced Digital Forensic Techniques for Digital Traces;

Mamoun Alazab, College of Engineering, IT, and Environment, Charles Darwin University, Australia 

Sivaraman Eswaran, Department of Computer Science and Engineering, PES University, Bangalore, India 

Prasad Honnavalli, Department of Computer Science and Engineering, PES University, Bangalore, India 

Open Access Article
1	 A New Framework for Matching Forensic Composite Sketches With Digital Images;

Chethana H. T., Vidyavardhaka College of Engineering, Mysuru, India  

Trisiladevi C. Nagavi, S. J. College of Engineering, JSS Science and Technology University, Mysore, India 

20	 Behavioural Evidence Analysis: A Paradigm Shift in Digital Forensics;

Barkha Shree, Manav Rachna University, Faridabad, India 

Parneeta Dhaliwal, Manav Rachna University, Faridabad, India 

43	 Design and Development of Ternary-Based Anomaly Detection in Semantic Graphs Using Metaheuristic Algorithm;

M. Sravan Kumar Reddy, Vellore Institute of Technology, India 

Dharmendra Singh Rajput, Vellore Institute of Technology, India 

65	 Secure Storage and Sharing of Visitor Images Generated by Smart Entrance on Public Cloud;

Rajashree Soman, Jain University, Bengaluru, India 

Sukumar R., Jain University, Bengaluru, India 

78	 Holistic Analytics of Digital Artifacts: Unique Metadata Association Model;

Ashok Kumar Mohan, TIFAC-CORE in Cyber Security, Amrita School of Engineering, Coimbatore, Amrita Vishwa Vidyapeetham 
University, India 

Sethumadhavan Madathil, TIFAC-CORE in Cyber Security, Amrita School of Engineering, Coimbatore, Amrita Vishwa 
Vidyapeetham University, India 

Lakshmy K. V., TIFAC-CORE in Cyber Security, Amrita School of Engineering, Coimbatore, Amrita Vishwa Vidyapeetham 
University, India 

101	 Multimedia Concealed Data Detection Using Quantitative Steganalysis;

Rupa Ch., V. R. Siddhartha Engineering College (Autonomous), Vijayawada, India 

Sumaiya Shaikh, V. R. Siddhartha Engineering College (Autonomous), Vijayawada, India  

Mukesh Chinta, V. R. Siddhartha Engineering College (Autonomous), Vijayawada, India  

114	 A Model of Cloud Forensic Application With Assurance of Cloud Log;

More Swami Das, Department of CSE, CVR College of Engineering, Hyderabad, India  

A. Govardhan, Jawaharlal Nehru Technological University, Hyderabad, India 

Vijaya Lakshmi Doddapaneni, Mahatma Gandhi Institute of Technology, Hyderabad, India 

130	 Malevolent Node Detection Based on Network Parameters Mining in Wireless Sensor Networks;

Sunitha R., PES University, Bengaluru, India 

Chandrika J., Malnad College of Engineering, Kamataka, India  

Copyright
The International Journal of Digital Crime and Forensics (IJDCF) (ISSN 1941-6210; eISSN 1941-6229), Copyright © 2021 IGI Global. 
From the journal’s inception, January 1, 2009, to December 31, 2020, all rights, including translation into other languages is reserved by 
the publisher, unless otherwise stated in the article manuscript. As of January 1, 2021, this journal operates under the gold Open Access 
model, whereby all content published after this date is distributed under the terms of the Creative Commons Attribution 4.0 International 
(CC BY 4.0) License (http://creativecommons.org/licenses/by/4.0/) where copyright for the work remains solely with the author(s) of 
the article manuscript. Product or company names used in this journal are for identification purposes only. Inclusion of the names of 
the products or companies does not indicate a claim of ownership by IGI Global of the trademark or registered trademark. The views 
expressed in this journal are those of the authors but not necessarily of IGI Global.

Volume 13 • Issue 5 • September-October-2021 • ISSN: 1941-6210 • eISSN: 1941-6229

International Journal of Digital Crime and Forensics 

Table of Contents


