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ABSTRACT

This article presents an in-depth study of the legal landscape surrounding blockchain technology in the healthcare sector, with a special focus on case studies from European countries. Analyzing the existing legal framework and regulations, the research highlights the challenges and opportunities associated with the adoption of blockchain in healthcare. The most important research areas are data protection, security, consent, liability, and compliance. Through a comparative analysis of various European countries, the article illuminates the differences in legal approaches and points out possible areas of harmonization. The results clarify the legal aspects that must be addressed to ensure the integration of blockchain technology into healthcare systems, innovation while protecting patients’ rights, and compliance with regulatory requirements.
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INTRODUCTION

Digital transformation has become a prominent subject of public discourse spanning multiple industries. It entails the incorporation and utilization of digital technologies to bring about substantial alterations in organizational workflows, service delivery, and business frameworks. The swift progress of technology has instigated a profound transition towards digitalization, exerting influence on numerous facets of our daily lives. (Kokkinakos et al., 2016; Hassan et al., 2021; Iyamu, 2020; Appio et al., 2021), and several states have adopted huge budgets to transform public utilities into electronic public utilities (Vial, 2021; Sivathanu & Pillai, 2019). Digital transformation refers to the integration of digital technology into all areas of a business, resulting in fundamental changes to how the business operates and delivers value to customers (Matt et al., 2015; Dhali et al., 2022). It is a process of using digital technologies to fundamentally change how an organization functions, delivers value to customers, and achieves success. Digital transformation can involve a wide range of activities, including the adoption of new technologies such as artificial intelligence, the Internet of Things, cloud computing, the development of new business models and processes, and the creation of new products.
and services (Kitsios & Kamariotou, 2021; Azar et al., 2023). The goal of digital transformation is to improve efficiency, increase competitiveness, and drive growth by leveraging the power of digital technologies. It requires organizations to rethink their business models and processes and to adapt to new ways of working, which can be challenging. It also requires a culture of continuous learning and innovation, as well as the ability to adapt and change quickly in response to new developments. However, the benefits of digital transformation can be significant, including increased efficiency, agility, and competitiveness, as well as the ability to create new value for customers (Fahed-Sreih & Morin-Delerm, 2012).

Digital transformation in the medical field means relying on digital technology to manage everything related to health services (Kraus et al., 2021). The transformations in this field extend to several areas, including consultation, medical diagnosis (Gopal et al, 2019), treatment (Coile, 2000), rehabilitation services, the drug industry (Finelli & Narasimhan, 2020), and surgical interventions (Hashimoto et al. 2018). These matters require an effective information management system, security, and guarantees of individual privacy for patients. Digital transformation in healthcare refers to the integration of digital technology into all aspects of the healthcare system, including patient care, clinical research, administration, and education. It involves the use of digital tools and technologies, such as electronic health records (Menachemi & Collum, 2011), telemedicine (Hjelm, 2005), and wearable devices, to improve the efficiency, effectiveness, and accessibility of healthcare services (Tang et al., 2022). Also important is the concept of digital transformation in healthcare. Digital transformation in healthcare can improve the quality of care and diminish costs by leveraging the power that computerized innovation can provide. It also involves the re-examination of conventional types of healthcare and the selection of the most up-to-date approaches and innovations to provide care.

Digital transformation in healthcare in healthcare has many benefits, including:

- Progressive persistent care, with innovations that offer healthcare suppliers assistance in getting and sharing empirical data rapidly and precisely, leading to more proficient care;
- Expanded proficiency, with advanced innovations that can streamline various types of healthcare, such as planning arrangements and the more efficient recording of reserve fund utilization;
- Upgraded collaboration among healthcare providers, including computerized innovations that encourage communication and collaboration among healthcare experts empowering them to share information more successfully (Laurenza et al., 2018);
- Progressed understanding leading to advances such as telemedicine, which can ensure that care reaches patients in distant or underserved locations more rapidly (Ricciardi et al., 2019); and
- Improved provision of healthcare, allowing for more efficient administration and resulting in the greater well-being of patients (Faneela et al., 2023).

Innovations in blockchain technology also offer the possibility of bringing real benefits to the pharmaceutical industry. Blockchain is decentralized and can provide straightforward and secure exchange information (Dubovitskaya et al., 2017). By selectively storing records on a blockchain, healthcare organizations can guarantee that confidential information is secure and can only be accessed by people who are authorized to do so (Paul et al., 2023). Moreover, blockchain technology can be used to encourage the secure exchange of routine information between different healthcare organizations. This leads to superior communication and data sharing between healthcare providers.

Some of the potential benefits of blockchain technology within the pharmaceutical industry include:

- **Enhanced information security**: Blockchain innovation is secure and permanent, making it well-suited for storing sensitive information such as personal records and clinical trial information. This helps in preventing information breaches and unauthorized access to secret data (Liu et al., 2020).
Increased efficiency: Blockchain innovation can help streamline different categories within the pharmaceutical industry, such as following clinical trial information and the clearing administrative endorsements. This could lead to retrieving reserve funds and improving effectiveness (Omar et al., 2021).

Improved secrecy: Blockchain innovation can assist in advancing security by enabling the more accurate tracking of drugs from the point of manufacture to the point of use. This will ensure that patients are receiving the best prescription when taking a drug as intended.

Blockchain innovation has the potential to bring critical benefits to the pharmaceutical industry, including better supply chain efficiency, improved information security, expanded proficiency, and comprehensive security. Blockchain innovation contributes to the pharmaceutical industry through applications that provide a much better and safer system (Schöner et al., 2017; Zakari et al., 2022; Haq & Esuka, 2018).

RELATED WORKS

A comprehensive examination of the legal aspects surrounding blockchain technology in healthcare reveals significant insights and concerns. In their study, McGhin et al. ([2019]), highlight the existence of legal debates about data and smart contracts in the utilization of this technology. Similarly, Bayle et al. (2018) raise important legal considerations associated with these technologies. Additionally, Hasselgren et al. ([Year]), shed light on the privacy issues that arise when implementing blockchain technology in healthcare. Pashkov et al. (2019) highlights how blockchain technology can play a crucial role in identifying counterfeit and low-quality pharmaceutical products, thus contributing to the safety and well-being of patients. By examining the legal aspects associated with the adoption of blockchain in the pharmaceutical sector, Pashkov emphasizes the importance of protecting patients’ rights and interests. Riva (2020) concluded that blockchain’s disruptive influence on the digital landscape is undeniable, offering to address both patient rights and privacy concerns. While it can enhance security, it may also compromise data protection rights, such as the right to be forgotten, due to general data protection regulation (GDPR) loopholes. This study proposes transitioning from public, distributed blockchains to centralized, privately managed sidechains, entrusted to certified third parties based on legitimate interest. This approach aligns blockchain technology with data protection regulations while preserving its utility. It underscores the enduring relevance of legal frameworks in the digital age and merits further exploration for practical and economic applications.

These studies collectively emphasize the significance of addressing legal and privacy concerns when incorporating blockchain in healthcare systems. Our study aims to examine the legal perspectives surrounding the utilization of blockchain technologies in healthcare within European states. Through a comprehensive case study approach, it seeks to analyze the existing legal framework, regulatory challenges, and potential benefits of blockchain adoption in healthcare, ultimately contributing to a deeper understanding of the legal landscape and its implications for the future of healthcare innovation in Europe.

METHODOLOGY

This article examines the practical applications of blockchain technology in healthcare. This study takes a two-pronged approach, focusing on legal considerations related to blockchain adoption and providing a comparative analysis of the legal frameworks governing the implementation of blockchain in the provision of healthcare services within the European Union (EU).
The first approach focuses on thoroughly investigating the legal implications associated with the integration of blockchain technology in healthcare. The objective is to identify potential challenges and opportunities and assess the capacity of existing legal frameworks to effectively integrate this new technology. The second approach involves a comprehensive comparative study of legal systems within the EU. This analysis distinguishes between national laws that are specific to each country and laws that apply across the EU. By exploring these two types of legal frameworks, this study aims to provide insight into the legal hurdles and potential benefits specific to the implementation of blockchain technology in healthcare within the EU.

Finally, this article aims to contribute to the understanding of the legal dynamics surrounding the integration of blockchain in the healthcare sector, especially in the context of the EU. Through the scientific method and comprehensive analysis, this study reveals the legal challenges and opportunities arising from the implementation of blockchain technology in healthcare, providing valuable insights for EU policymakers, practitioners, and researchers in this field.

RESULTS AND DISCUSSION

The Importance of Blockchain Technology in Healthcare During the COVID-19 Pandemic

It is a mistake to disregard the widespread impact of COVID-19 on the healthcare frameworks of all nations, since the pandemic drastically complicated the provision of healthcare. Computerized innovation was one of the leading means of overcoming the numerous hardships caused by the widespread effects of the pandemic. Blockchain innovation has the potential to bring many benefits to the healthcare industry in the battle against COVID-19. It can be utilized to encourage the effective monitoring of people who have had contact with somebody who has tested positive for COVID-19 (Marbouh et al., 2020). Moreover, it can be utilized to maintain the accuracy and traceability of the supply chain for COVID-19 immunizations and other fundamental restorative supplies, making it possible to guarantee that they are distributed impartially and effectively (Rotbi et al., 2021). Blockchain innovation can also be utilized to track and oversee clinical trial information for COVID-19 immunizations and medications, ensuring the accuracy and consistency of clinical trial results (Sharma et al., 2020). It can also be utilized to store and oversee electronic health records related to COVID-19, enabling secure yet efficient access to vital data. In these ways, blockchain innovation has the potential to bring significant benefits to the healthcare industry in the battle against COVID-19, including improved supply chain administration, improved follow-up, and more efficient clinical trial administration (Alam et al., 2021).

Role of Blockchain Technologies in the Prevention of Crime Related to the Drug Industry

Blockchain technology assists the legal authorities in the EU in tracking drug purchasing and monitoring the drug supply chain, to combat the counterfeiting medicine and deviations from legal medicine use. One area that needs to be covered by blockchain technology is drug tracing, to prevent counterfeit drugs from reaching buyers who may not be aware of what they are buying. In addition to managing drug supplies, contracts secured by blockchain technology can help healthcare organizations track expiry dates and contractual obligations of medicines, monitor how exchanges are made, and secure the timely execution of contracts (Musamih et al., 2021). It can also help to improve the transparency and traceability of the pharmaceutical supply chain, enabling companies to track the movement of products from the point of manufacture to the point of sale. This can help to reduce the risk of counterfeiting and fraud, as well as improve the efficiency of the supply chain (Fernando, 2019).
The Cryptographic Benefits for the Management of Healthcare

Medical cryptography has become one of the most important components of healthcare provision, and its use enhances the efficiency of operations in this area (He & Zeadally, 2014, Abdallah et al., 2021). There are different types of cryptographic tokens used in different activities and request functions. Therefore, there are no problems with repetition and misinterpretation in the proper functioning of medical assistance processes using medical cryptography (El Khatib et al., 2021).

The Legal Issue of the Use of Blockchain Related to the Publicity of Patient Records

Management of patient records is the best example of how important the use of blockchain technology has become in health institution management (Kshetri, 2018). Because patients see many different doctors, and because their medical needs change, medical records must be easily transferable between different healthcare organizations to ensure accuracy. Blockchain technology enables healthcare records to be updated quickly and securely (Ivan, 2016).

The Security in Blockchain Technology and Transfer of Patient Medical Record

Blockchain innovation has the potential to be used in the securing and the exchanging of medical records but whatever the application, it is critical to note that the usage of blockchain innovation within the healthcare industry requires careful planning and thought. It is essential to guarantee that suitable security measures are in place to protect information and to guarantee that the new technology operates consistently with existing frameworks and forms. Last but not least, blockchain innovation has the potential to completely ensure the security and availability of medical records and to enable the effective and secure sharing of critical data between healthcare organizations (Engelhardt, 2017; Wang & Wang, 2021; Khater, 2023).

Blockchains frameworks may also grant patients expanded levels of access to and control over their private health data. Requiring confirmation of changes made to archives can guarantee the exactness of records, and this sort of confirmation can give an extra layer of security against both human blunder and purposeful adulteration (Haleem et al, 2021). Protection of health data is vital (Hodge et al., 1999). For this reason: the law of the EU and national laws within the individual states ensure the right to health data security (Hiller et al., 2011). These laws are based on the necessity of ensuring both personal security and the accessibility of health data (Hodge, 2003). If blockchain innovations permit unguarded access to patients’ information, this may be a violation of patient’s right to health data security. Within the United States, all patients have the right to medical records privacy unless they voluntarily consent to lift the confidentiality of their medical information. The Health Insurance Portability and Accountability Act of 1996 (Theodos & Sittig, 2021) implies that for the patient’s medical data to be accessible, the patient’s assent must be given. This is usually done by written affirmation of consent. This applies to most healthcare professionals. Privacy rules set out point-by-point guidelines about security and access to data.

In France, the sharing of healthcare information is covered by Article 4 of the Code of Medical Ethics, in which the patient’s right to confidentiality is matched by the doctor’s duty to ensure that confidentiality. This includes not only the information the doctor has received directly from the patient, but also all related information that he has observed, heard, or understood from whatever source (Régnier & Rouzioux, 1983). In addition, the doctor has a legal obligation related to the patient’s health information, as stipulated in Article 7 of the European Code of Medical Ethics, as the doctor is the first to know this information during his contact with the patient, and he is the first to record those results (Frischhut & Werner-Felmayer, 2020). Article 8 prohibits unqualified doctors from participating in databases that might violate the patient’s right to privacy and emphasizes that databases should be placed under the responsibility of a specific doctor qualified to deal with a specific patient (Patuzzo & Pulice, 2017). European laws also prohibit the disclosure of medical information related to crimes, to ensure the confidentiality of criminal investigations (Ferguson, 2006), and the interest
of minor children also requires confidentiality in some cases (Uka, 2019). A blockchain system that does not take into account these legal arguments is considered a violation of European laws. For this reason, patient consent is mandatory for blockchain use (Benchoufi et al., 2017).

**The Legal Issue in Electronic Health Records and Patient-Generated Data**

Patient-generated health data (PGD) is a database related to patients and includes all information related to specific cases, but it is provided by the patients or their relatives, (Shapiro et al, 2012) to bring them together with one goal, which is to overcome the disease or adapt to it (Figueiredo & Chen, 2020). In this case, the patient shares his information with others, which means that there is consent from him to publish and exchange information, and there is no legal breach by any other party towards the patient. However, these databases raise more legal questions about whether the owner of this data is the patient or the electronic service provider (Jim et al., 2020). This even has commercial dimensions (Mikk et al., 2017).

**The Legal Issue of the Use of Blockchain in Health Insurance**

Blockchain technology creates a single source of truth to ensure interoperability and accessibility (Thenmozhi et al., 2021). This enables the provision of accurate information to medical providers and insurance companies (Chondrogiannis et al., 2022). It can also detect and protect against fraud through smart contracts powered by blockchain technology (Saldamli et al., 2020; Park & Ryu, 2019). In addition, blockchain technology seems useful for managing administrative operations related to health insurance, through smart insurance contracts, as the creation of smart contracts is very rapid and the financial payment methods are automatic. Furthermore, the cost of financial services is low (Amponsah et al., 2022).

**The Problem of the Time and Place of the Smart Contract in the Framework of the Blockchain**

A contract is defined as an agreement between two parties to create legal effects that include mutual obligations (Koffman & Macdonald, 2010; Momani, 2020). A smart contract is a contract that is made through smart technologies such as blockchain. It is known as a self-executing contract with the terms of the agreement between buyer and seller being directly written into lines of code. The code and the agreements contained therein are stored on the blockchain network. Unlike a traditional contract, there is no third party tasked with maintaining the contract, as the smart contract is available and registered with all parties to the network.

Smart contracts are designed to facilitate, verify, and enforce the negotiation or performance of a contract (Raskin, 2016). They can be used in a variety of applications, including financial transactions, supply chain management, and real estate transactions. Smart contracts are often associated with blockchain technology, as they rely on the decentralized and distributed nature of the blockchain to function. Blockchain technology provides a secure and transparent platform for the creation and execution of smart contracts, as it allows for the safe and efficient transfer of data. Finally, the relationship between blockchain technology and smart contracts is such that smart contracts rely on the decentralized and secure nature of the blockchain to function, while blockchain technology provides a platform for the creation and execution of smart contracts.

Furthermore, the time and place of the contract determine the law applicable to any disputes that might be related to it. It may be easy from a technical point of view to determine the time of the smart contract in the frameworks of blockchain technology, but determining the place of the smart contract is impossible (Szczerbowski, 2017), and the place of the contract is mandatory to determine the applicable law. In the case of smart contracts, legislation should establish solutions to this problem within the framework of private international law (Djurovic & Janssen, 2018).
Relationship Between Blockchain and the Right to be Forgotten

The “right to be forgotten” is a concept that alludes to an individual’s right to have their information deleted from the web or other sources (Graux et al., 2012). This right is based on the thought that people ought to have control over their information and the right to choose how it is utilized and shared. This right to be overlooked has been recognized in numerous national laws, including the EU, where it is ensured by the GDPR (Sartor, 2016). In Europe, the Court of Justice of the European Union established the right to be forgotten, saying that, under certain conditions, “the administrator of a search engine is obliged to expel from the search results information relevant to concerned parties.” (Google Spain v. AEPD, 2014)

After that decision, European inhabitants could have references alluding to their information removed, given a valid reason (Kropf, 2014). Under the GDPR, people have the right to request the erasure of their individual information under certain circumstances, such as when the information is not essential for the reason for which it was collected or when the person pulls back their assent for the processing of their information. This has important implications for online security and the assurance of the privacy of individual data. It empowers people to have more prominent control over their individual information and to ensure that it isn’t utilized in ways that will be destructive or detrimental to their interests (Voigt & Von dem Bussche, 2017, pp. 9–30).

The relationship between blockchain innovation and such privacy measures can be complex, as blockchain is planned to be a decentralized and unchanging record innovation. This means that once data is stored in the blockchain system, it is extremely difficult to erase or alter. This characteristic of blockchain innovation poses challenges for the execution of the right to be forgotten, because it may be troublesome to eradicate an individual’s personal information from the blockchain (Bayle et al., 2018).

However, the right to be forgotten does not require the total deletion of information from the web or other online stages. There are a few ways in which blockchain innovation can be utilized to bolster the execution of the right to be forgotten, including the utilization of cryptographic methods, such as encryption, to protect the security of individual information, and the utilization of permissioned blockchains to control access to individual information. While the relationship between blockchain innovation and the right to be forgotten can be complex, it is conceivable to utilize blockchain innovation to support the execution of health information security and to allow people more control over their individual data (Bharadwaj, 2021).

The activity of companies in the field of blockchain technology in health care is recent in Europe (Buchanan & Naqvi, 2018), and its activity may develop in the future.

CONCLUSION

The correct utilization of blockchain in healthcare includes numerous legal provisions. Especially critical is persistent assent, which permits patients to exercise their independence and to allow for ongoing choices concerning the collection, utilization, and sharing of their individual information.

Table 1. Laws regulating blockchain and blockchain companies

<table>
<thead>
<tr>
<th>Country</th>
<th>Laws regulating Blockchain</th>
<th>Blockchain companies in healthcare</th>
</tr>
</thead>
<tbody>
<tr>
<td>UK</td>
<td>Data Protection Act 2018</td>
<td>Medical chain</td>
</tr>
<tr>
<td>France</td>
<td>The GDPR is an EU Data Protection Act (Loi Informatique et Libertés).</td>
<td>Chain Factory</td>
</tr>
<tr>
<td></td>
<td></td>
<td>French National Health Data System (SNDS)</td>
</tr>
<tr>
<td>Germany</td>
<td>The GDPR is an EU Federal Data Protection Act (BDSG).</td>
<td>Medibloc</td>
</tr>
</tbody>
</table>
It guarantees that patients can completely understand the purposes for which their information will be used and select whether to allow the collection and utilization of their information. It can help secure the protection and security of private data by guaranteeing that it is collected, utilized, and shared according to patients’ wishes. This is especially critical when it comes to the establishment of EHRs and PGD, which may contain delicate and individual data. Furthermore, patient assent is essential to create confidence and straightforwardness between patients and healthcare suppliers by building up an unequivocal understanding between the two parties. This will greatly improve the relationship between patients and healthcare suppliers and will also improve the quality of care. In numerous nations, persistent assent is required by law to gather, utilize, and share individual information, counting EHRs and PGD.
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