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ABSTRACT

Cloud computing has become a significant technology and a great solution for providing a flexible, on-demand, and dynamically scalable computing infrastructure for many applications. Cloud computing also presents a significant technology trend. With the cloud computing technology, users use a variety of devices to access programs, storage, and application-development platforms over the Internet, via services offered by cloud computing providers. The probability of failure occur during the execution becomes stronger when the number of node increases; since it is impossible to fully prevent failures, one solution is to implement fault tolerance mechanisms. Fault tolerance has become a major task for computer engineers and software developers because the occurrence of faults increases the cost of using resources. In this paper, the authors have proposed an approach that is a combination of migration and checkpoint mechanism. The checkpoint mechanism minimizes the time lost and reduces the effect of failures on application execution while the migration mechanism guarantee the continuity of application execution and avoid any loss due to hardware failure in a way transparent and efficient. The results obtained by the simulation show the effectiveness of our approaches to fault tolerance in term of execution time and masking effects of failures.
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INTRODUCTION

Most Cloud computing can be defined as a new style of computing in which dynamically scalable and often virtualized resources are provided as a services over the internet. Cloud computing has become a significant technology trend, and many experts expect that cloud computing will reshape information technology (IT) processes and the IT marketplace. With the cloud computing technology, users use a variety of devices, including PCs, laptops, smartphones, and PDAs to access programs, storage, and application-development platforms over the internet, via services offered by cloud computing providers. It provides the illusion of availability of unlimited resources to fulfill dynamic and variable user requirements. Advantages of the cloud computing technology include cost savings, high availability, and easy scalability (Aljawarneh, 2011; Kaushal & Bala, 2011; Arshad et al., 2012).

Cloud computing takes the technology, services, and applications that are similar to
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those on the Internet and turns them into a self-service utility. The use of the word “cloud” makes reference to the two essential concepts:

- **Abstraction**: Cloud computing abstracts the details of system implementation from users and developers. Applications run on physical systems that aren’t specified, data is stored in locations that are unknown, administration of systems is outsourced to others, and access by users is ubiquitous;

- **Virtualization**: Cloud computing virtualizes systems by pooling and sharing resources. Systems and storage can be provisioned as needed from a centralized infrastructure, costs are assessed on a metered basis, multi-tenancy is enabled, and resources are scalable with agility (Sosinsky, 2011).

Virtualization techniques are commonly used in cloud platforms to implement partitioning of resources. Instead of having direct access to cloud resources, customers have access to virtual machines, which represent a fraction of a physical machine. Then, we identify three layers in such a cloud infrastructure: the physical resource layer (containing the overall cloud resources), the virtualization layer (containing virtual machines) and the applications layer (containing applications of external companies, which are hosted in the cloud) (Tchana et al., 2012).

The reliability of Cloud computing still remains a major concern among users. Due to economic pressures, these computing infrastructures often use commodity components exposing the hardware to scale and conditions for which it was not originally designed (Vishwanath & Nagappan, 2010). As a result, significantly large numbers of failures manifests in the system and seemingly impose high implications on the hosted applications, impacting their availability and performance. For example, Amazon’s Elastic Compute Cloud (EC2) experienced failure in Elastic Block Storage (EBS) drives and network configuration (“Amazon Elastic Compute Cloud,”) bringing down thousands of hosted applications and websites for 3 days and 3 hours (“Summary of the Amazon EC2”). Table 1 shows failover records from some of the cloud service provider system.

In this context, applications require fault tolerance abilities so that they can overcome the impact of system failures and perform their functions correctly when failures happen.

Our contribution is to propose an approach of fault tolerance to hide the failure of a component. In the first part we focus on the checkpoint mechanism, which is one of the most used mechanisms in distributed systems. In the second part we consider the combination of backup with migration mechanism.

The rest of this paper is organized as follows. Section 2, we summarize important related works in Cloud Computing. Section 3 presents our fault tolerant approach, Section 4 shows experiments and Section 5 concludes the paper.

### RELATED WORK

Cloud computing is expected to be the platform for next generation computing, in which users carry thin clients such as smart phones while storing most of their data in the cloud and submitting computing tasks to the cloud. A web browser serves as the interface between clients and the cloud. Operating system in web browsers allows the users to manage their data and computation tasks. One of the main drivers for the interest in cloud computing is cost and reliability (Deng et al., 2010). Providing highly reliable cloud service is a challenging and critical research problem. It is too expensive to provide redundancy alternative components for all the cloud components, to reduce the cost and to develop highly reliable cloud applications within the limited budget (Bauer & Adams, 2012).

Jing Deng and his co-authors (Deng et al., 2010) propose techniques to improve the fault-tolerance and reliability of a rather general scientific computation: matrix multiplication. Matrix multiplication serves as the foundation for many complex problem solving and opti-
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