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ABSTRACT
This chapter takes a critical review of the digital signature schemes which are based on two hard problems. The analytical study begins with the Harn (1994) scheme and He-Kiesler (1994) scheme. Shao’s 1998 and 2002 schemes have been studied. Wei-Hua He (2001) and Shimin Wei (2004, 2007) schemes are analyzed further in the research work. Attacks on Shimin Wei’s (2004, 2007) schemes are critically studied and drawbacks have been noted so as to design better schemes than these. Then we continue our analysis work by studying Ismail, Thate, and Ahmad’s (2008) scheme and Swati Verma’s (2012) signature scheme.

INTRODUCTION
Scholars from cryptography and security field have done crucial of research work to design the robust and secure digital signature schemes till date. The key requirement of the digital signature is that it should sustain all the types of attacks it is exposed to. Designing the better digital signature scheme is one work whereas to make it tough and non-vulnerable to attacks is another biggest work. In this chapter, some of the digital signature schemes have been studied and analyzed thoroughly. This provides the guideline and a clear pathway, so that one can design a digital signature scheme, which is non-susceptible to known attacks.

The digital signature schemes that have been studied are the digital signature schemes designed in the period from the year 1994 till the year 2012, which were the golden years for security system design because internet and communication systems gained sudden big popularity in these two decades.

Here exiting digital signature schemes were studied and analyzed. In the analysis process, initially, Shimin Wei (2004, 2007) scheme and various known attacks on this scheme were taken up for the analy-
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During the present research work process, in the year 2012 Swati Verma (2012) designed the digital signature scheme which came up with the solution for attack on Shimin Wei (2004) scheme. Then, the analysis focus was centered on Shimin Wei (2007) and Swati Verma (2012) schemes. Thorough analysis of digital signature algorithms namely Shimin Wei (2004, 2007) and Swati Verma (2012) was rigorously done along with their programming implementations. After the critical in depth analysis we showed an attack on Swati Verma (2012) scheme, this is one of the findings of our research work. The attack shown on Swati Verma (2012) scheme is message attack. Then the work was carried forward by proving this message attack by programming implementation and that forms the core part of novel approach to digital signature research work.

L. Harn Scheme (1994)

L. Harn in 1994 developed a new efficient scheme based on two hard problems of factoring and discrete logarithms which enhanced the security of the scheme and at the same time could be effectively implemented in practice. The claim of Breaking the scheme required the solutions for two hard problems namely the Diffie-Hellman discrete logarithm problem in a subgroup of $\mathbb{Z}_p^*$ and factoring a certain integer into two large primes.

Digital signature scheme proposed by L. Harn can be divided into three phases: Initialization, Signature generation, and Signature verification.

Initialization

1. Select two large primes $p''$ and $q''$. Let $p'$ and $q'$ be two large primes such that, $p' = 2p'' + 1$ and $q' = 2q'' + 1$. Let $p = 2p' * q' + 1$ be a prime.
2. Randomly select a primitive element $\mod p$.
3. Randomly select $k$ with $1 < k < p - 1$ such that, $\text{GDC}\left(k, \left(\varphi(p)\right)\right) = 1$
4. Use secret key $k$ to generate, $r = g^k \mod p$.
5. Compute $d$ such that, $3 * d \mod \left(\varphi(p)\right) = 1$.

Signature Generation

We can solve the congruence for message $m$,

$$m = ks' + x \cdot r \mod p - 1,$$

$$s = s'^d \mod p - 1$$

The signature of message $m$ is sent to receiver as a pair of numbers $\{r, s\}$. 