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ABSTRACT

Companies face a great challenge of balancing both risk and return on par. In today’s volatile economic environment, success depends on strategically managing risks. All organisations accept risk in every decision that they take and risk management is therefore it is strategic when done proactively. Some risks are financial or quantitative and others are associated with behavioral factors or qualitative. Effective strategic risk management must address both quantitative and qualitative factors. Some factors are difficult to quantify or even identify. This study develops a framework from a literature review to identify most relevant quantitative and qualitative risks affecting public as well as private organisations. Risk planning, analysis and mitigation techniques are then proposed along with guidelines for matching each to a specific contest. Surveys are used to collect evidence from educational institutions, hospitals, banks, and manufacturing organizations to build the model. Non-parametric statistical methods are used to validate the most significant combination of risk factors.
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INTRODUCTION

‘Success lies beyond risk’ is an old saying which all have seen and heard about, but now-a-days the new mantra is ‘Marginal success lies beyond risk’ based on how an individual manage it tactfully, and of course now a day’s marginal risk is no risk when compared to the returns obtained. Risk is ubiquitous and people are acquainted of the damage that it can cause if a decision goes wrong. People are being optimistic never than before with their ventures and are ready to go that extra step to delineate the difference between success and failure. Heinz-Peter Berg (2010) believes that, Risk is unavoidable and present in every human situation. It is present in daily operations of the public and private sector organizations. Depending on the context (Insurance, Stakeholder, Technical causes), there are many accepted definitions of risk in use. Risk has become a part and parcel of our lives whether or not one is engaged in economic activities or any other activity. Risk event is recorded by incidents/accidents leading to serious economic loss or loss of life. Avoiding such situations has bought the necessity for the analysis and risk assessment activities in different projects and companies.

In the competitive business environment, organizations are seeking to get and stay ahead of the competition by making significant advances in the products and services, and operating as efficiently as possible. Many businesses use projects as vehicles to deliver that competitive advantage and when companies deal with projects there is always a collateral risk involved and this is where the need arises.
to distinguish the risk and find a way to mitigate it. The common concept in all definitions is uncertainty of outcomes. Where they differ is in how they characterize outcomes. Some describe risk as having only adverse consequences, while others are neutral. Risk can be broadly defined as the probability of variation surrounding an anticipated outcome (Carter and Rogers, 2008). Jaffari (2001) observed risk as the exposure to loss, gain, or the probability of occurrence of loss/gain multiplied by its respective magnitude. Kartam (2001) has presented his views of risk as the probability of occurrence of some uncertain, unpredictable and even undesirable events that would change prospects for the probability on a given investment. Risk has been examined across multiple disciplines including economics and management. Wiseman and GómezMejía (1998); Stultz (1996); Zsidisin (2003) analysed that within the project management context, the important thing is not keep risk out projects, but to ensure that the inevitable risk associated with every project is at a level which is acceptable, and it is effectively managed. Every organization is exposed to many types of risk; and organizations should develop a risk management culture. All types of risks have to be identified, assessed and managed. This approach gives the organization the ability to understand the sum of risks and their interdependence (Berg, 2010). Bahar and Crandall (1990) defined the risk management as a formal orderly process for systematically identifying, analyzing, and responding to risk events throughout the life of a project to obtain the optimum or acceptable degree of risk elimination or control. According to Cheng et al. (2012) Risk management is the process whereby decisions are made to accept a known or assessed risk or the implementation of action to reduce the consequences or the probability of occurrence of an adverse event. In the same way, Alhawari et al. (2012) reviewed that Risk management refers to strategies, methods and supporting tools to identify and control risk to an acceptable level. Simmons (2002) provided a definition for the risk management as the sum of all proactive management-directed activities, within a program that is intended to acceptably accommodate the possibly failures in elements of the program. For quite some time now, researchers have had a common interest in the area of risk and uncertainty in IT projects.

Njogo & Bibiana (2012) reviewed Risk management as the process of identifying risks, assessing their implications, deciding on a course of action, and evaluating the results. Risk Management is the identification, assessment, and prioritization of risks followed by coordinated and economical application of resources to minimize, monitor, and control the probability and/or impact of unfortunate events. Risks can come from uncertainty in financial markets, project failures, legal liabilities, credit risk, accidents, natural causes and disasters as well as deliberate attacks from an adversary. Risk management ensures that an organization identifies and understands the risks to which it is exposed. Heinz-Peter Berg (2010) viewed that Risk management is applied to issues predetermined to result in adverse or unwanted consequences. For these organizations, the definition of risk which refers to risk as “a function of the probability (chance, likelihood) of an adverse or unwanted event, and the severity or magnitude of the consequences of that event” will be more relevant to their particular public decision-making contexts. A functional definition (Wilson & McCutcheon, 2003) interpreted Risk Management as the complete process of understanding risk, risk assessment, and decision making to ensure effective risk controls are in place and implemented. Risk management begins with actively identifying possible hazards leading to the ongoing management of those risks deemed to be acceptable.

**REVIEW OF LITERATURE**

Risks are very important issues that may influence to achieve objectives of project within required time. Risks are not under control of project team because they are depending on future events. The major risks are mitigated and planned during the project life cycle. The organizations face the different types of risks include stakeholder struggle constitutional changes, difficulty budget reduction, project plan cost, project duration, service provider reliance and process change requirements (Ahmet & Otkmen, 2005). Tummala and Burchett (1999) identified risk management approach as a multiphase ‘risk
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