Chapter IV
Implementation of Information Security Management System (ISMS)

INTRODUCTION

Fundamental to ISO 27000 (ISO/IEC 27001:2005, 2005) is the concept of an information security management system (ISMS). The information security management system (ISMS) is the part of the overall management system, which is based on a business risk approach, to establish, implement, operate, monitor, maintain, and improve information security. The management system includes organization, structure and policies, planning activities, responsibilities, practices, procedures, processes, and resources. For the management of information security, its scope, administration and resources will depend on the size of the healthcare organization and information resources in question. The ISMS should be effective if it is to be useful to the organization. Information security should be an integral part of the healthcare organization's operating and business culture. Information security is primarily a management issue, rather than a technical issue, although one should not ignore the technical problems especially given the widespread dependence on the use of IT. Information security management is not a one-off exercise, but should be seen as an ongoing activity of continual improvement. Well-managed
information security is a business enabler. No organization can operate successfully in today’s world without information security. A well chosen management system of controls for information security, properly implemented and used, will make a positive contribution to the success of the healthcare organization, not just a cost against the bottom line.

IMPLEMENTATION OF ISO 27000 IN PACS

Implementation of ISO 27000 (Calder, 2006) (ISO/IEC 27001:2005, 2005) using the Plan-Do-Check-Act (PDCA) model, provides an approach to developing, implementing and improving the effectiveness of an healthcare organization’s ISMS. Details are discussed in the following sections.

Plan Phase

a. Study the benefits and merits of the standard to the healthcare organization, hospital, medical centre, or clinic. It should include the quality and quality management improvements, legal, and regulatory compliance, and customer satisfactory.

b. A decision should be made by hospital management to implement the standard

c. Allocation of resources in terms of money, people and time

d. Define the scope of the ISMS in terms of the characteristics of the healthcare business, the organization, its location, assets and technology. The scope of the ISMS may be a limited part of the healthcare organization and independently defined, or the scope may be defined to be the whole organization. The ISMS scope needs to be well defined and complete. The scope needs to take into account of the interfaces with other systems, organizations, third party suppliers, and it also needs to take into account of any dependencies, e.g. security requirements that need to be satisfied by the ISMS.

e. Define a ISMS policy in terms of the characteristics of the healthcare business, the organization, its location, assets, technology and take into account of any legal and regulatory requirements, and contractual or third party obligations or dependencies. The ISMS policy has to be approved by management. This policy shall include a framework for setting objectives, giving management direction and action, establishing the risk management context and criteria against which risk will be evaluated.

f. Define a systematic approach to risk assessment this should be an approach that is best suited to the ISMS. The healthcare organization needs to include
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