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ABSTRACT
This chapter assesses the reliability and predictability of government departments as partners of private knowledge management systems. The specific topic is knowledge availability under the US Freedom of Information Act, but the general implications apply to governments at all levels around the world that hold business data, information, or knowledge assets. By comparing processes related to US freedom of information requests across departments and across time, separated by two dramatic changes in presidential administrations and attitudes toward governmental openness, this study examines the relative reliability of agency processes. In particular, reports on the handling of confidential business information provide us with specific insights on this topic as do reports on releases of records with personal privacy concerns. In the end, there appears to be little predictability in the process, even with clear instruction from the highest levels.

INTRODUCTION
Can government be a reliable partner for businesses creating and executing a knowledge management (KM) strategy? If government entities are to be a valued and trusted part of a KM network, what kinds of policies and practices need to be in place in terms of handling data, information, and knowledge? Can government partners help organizations to build knowledge assets while also keeping them protected?

One of the key strategic questions for a knowledge management system is the degree to which knowledge should be shared, both internally and throughout a wider external network of partners. The entire field of KM is based on the insight that knowledge has more value if it can be identified and then better managed by leveraging it through wider sharing and distribution. This potential should be balanced, however, by considering the security implications of unfettered access. Wider distribution means more knowledge in
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more hands, in digital form. When these additional hands are external to the core organization, the issues are even more complex. When this is proprietary information/knowledge or intangible assets that might be better kept as closely held secrets, greater care should be taken. Firms are well-advised to assess the advantages of greater distribution with the potential disadvantages of proprietary knowledge asset loss (Erickson & Rothberg 2012, Rothberg & Erickson 2005).

Knowledge management, and the companion field of intellectual capital (IC), are based on the concept of valuable knowledge assets that can be identified (Bontis 1999) and grown (Zack 1999) by means of a variety of methods (Nonaka & Takeuchi 1995). The nature of the knowledge, in part, determines the best approach, including whether the knowledge is tacit or explicit (Nonaka & Takeuchi 1999; Choi & Lee 2003; Schulz & Jobe 2001), whether the knowledge is specific to a circumstance and/or whether the knowledge might be sticky to the originating firm (Kogut & Zander 1992; von Hippel 1994), as well as whether an organization has the absorptive capacity to learn (Cohen & Levinthal 1990). In addition, trust, culture, and other aspects of the firm add up to social capital, which can also have an impact on the success of a KM system (Nahapiet & Ghoshal 1998).

All of this adds up to circumstances in which knowledge must be shared with partners in order for it to effectively grow. This is true inside the firm (Gupta & Govindarajan 2000) but can also be extended to wider replication of technology (Zander & Kogut 1995) including outside the firm (Teece 1988). Indeed, modern business is emphatically about one network of partners competing against another network of partners. Knowledge management systems today increasingly go beyond the borders of the firm to include key (and sometimes not so key) network partners. The issues of complementary culture and trust still apply but now to external organizations. And when one of those organizations is the government, it’s fair to ask about whether it can be trusted to value and protect the knowledge assets in the same way the firm does.

This question has become ever more complicated, with new developments in recent years. Just as knowledge management and the related field of intellectual capital (IC) widened the definition of what might be valuable proprietary knowledge assets beyond formalized intellectual property, so the inception of big data, business intelligence, and other analytical processes have clarified the potential of pre-knowledge assets like data and information. Knowledge assets today include not just intellectual capital, as we know it, but precursors like data and information from information systems. Businesses have an ever-widening variety of intangible assets cycling through operational and transactional systems as well as in KM installations (Andreou, Green & Stankosky 2007). All can be of great value as knowledge or pre-knowledge assets but can also sharply increase an organization’s vulnerability to competitor infiltration or other sources of knowledge loss.

Some of these new intangible assets include big data. The amount of big data flowing through organizations has increased markedly in recent years as has its use in making business decisions (McAfee & Brynjolfsson 2012; Chen, Chiang & Storey 2012). These could be on the basis of monitoring ongoing data streams, watching key performance indicators on dashboards or in other applications. These decisions could also be based on predictive analytics conducted through data mining or other advanced analysis techniques. Consequently, organizations now have a wider range of intangible assets, including big data itself, knowledge, and intelligence from advanced analytics (Rothberg & Erickson 2017). Any or all can be of value and contribute to competitive advantage. Any or all can be more effective if shared but can also be vulnerable to competitor infiltration efforts.
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