Deriving Information System Security and Privacy From Value Cocreation Theory: Case Study in the Financial Sector

Christophe Feltus, Luxembourg Institute of Science and Technology, Esch-sur-Alzette, LU

ABSTRACT

Traditionally, the relationship between the company and its providers have for objective to generate value at the company side in exchange of money. This relationship is largely investigated through the vector of value chain. In this article, security and privacy cocreation (SPCC) is investigated as a specialization of value cocreation. Although it is an important research topic, and despite a plethora of research aiming at depicting the fundamental of SPCC, few contributions have been appeared until now in the area of a language to support SPCC design and deployment. However, such a language is necessary to describe elements of the information system, as well as their underlying dependencies. As a result, this article proposes extending an existing enterprise architecture language to support the process of decision-making and to allow understanding and analysis of the impacts associated to a change of the system architecture as a whole.
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1. INTRODUCTION

All development steps of the information system (IS) involves a plethora of actors from inside and from outside the company (e.g., software architect, security providers, or consulting company), should it be for instance, to define the system requirements, to engineer the software, to test it or to deploy the appropriate security controls. Traditionally, the relationship between the company and its providers have for objective to generate value at the company side in exchange of money. This relationship has been largely investigated through the vector of value exchange and value change. For instance, to monitoring of a bank information system is often outsourced to security provider offering a SOC (Security Operation Center) service in exchange of annual fees.

In this article, security and privacy are considered a type of value for the company (Tsiakis & Stephanides (2005)) and security and privacy cocreation (SPCC) is investigated as a specialization of value cocreation. Indeed, security and privacy are characteristics of elements of the information system that, when adequately deployed, ensure the stability and reliability of the latter. Although security and privacy cocreation is an important research topic (Prahalad & Ramaswamy (2004), Hawley et al. (2013), Bennaceur et al. (2016), Garrido-Parez et al. (2016), Vicini et al. (2016)), and despite a plethora of research aiming at depicting the fundamental of SPCC, few contributions have been poured until now in the area of language to support a method for SPCC design and deployment. Nevertheless, such a language is necessary to describe and to visualize of different elements of the information system, as well as their underlying relationships and dependencies. As a result, the goal of
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that language is to support the process of decision making and to allow understanding and analyzing the impacts associated to a change of the system architecture on the whole IS security and privacy.

Therefore, we propose an innovative approach aiming at extending an existing enterprise architecture language (Josey et al. (2016)) to support and to express security and privacy cocreation. ArchiMate is an open and independent language which supports the description, analysis and visualization of architecture in an unambiguous way. Moreover, ArchiMate proposes two extension mechanisms that allow extending the model and the language to various field of interest like the IS governance or the risk analysis (Grandry et al. (2013)). In that context, ArchiMate appears to be appropriate as a language to express the value cocreation, and by the way, the security and privacy cocreation.

To illustrate the designed language extension, a case study related to the development of surety and privacy in the financial sector is proposed. The first part of this case study illustrates the “traditional” creation of security associated to the outsourcing, by a bank, of the archives of its customers’ data to a datacenter. The second part of the case study illustrates the cocreation of security and privacy between the bank and a security provider. Indeed, because both companies have been collaborating for a long time, the security provider has good knowledge of the bank’s information system. For that reason, the bank has decided to outsource the development of privacy management module of the back office software to that security provider. Both have hence started to cooperate to design the privacy improvement service of the customers and therefore the bank has agreed to give information about its information system (architecture, functions, etc.) to the security provider. In turn, the latter enhances its offer of services and thereby stabilizes its own business. The enhancement is possible as a result of the bank’s feedback.

Figure 1, modeled with the e3value language (Gordijn et al., 2000), illustrates the exchange of value in and between the three stakeholders (blue links).

The next section reviews the related works regarding SPCC and reminds previous works related to VCC. In section 3 we present the value creation model and an extension of ArchiMate to express the latter (Figure 2). In section 4 we define a SPCC process model as an instance of the VCC and an extension of ArchiMate to express the latter. In section 5 we illustrate the extension through a case study in the financial domain. Finally, section 6 concludes and discusses the proposed approach.

2. BACKGROUND

This section reviews the literature related to the field of security and privacy cocreation and collaborative security, and in the field of VCC more generally, to give an insight on how value, security and privacy cocreation may similarly be handled.

VCC discipline originates from the marketing theory. It aims to define and to explain the mechanisms for the co-generation of value during business exchanges amongst companies (Vargo & Lusch, 2004; Vargo & Lusch, 2008). Vargo & Lusch (2004) and Wille et al. (2013) formalize it using a framework for defining VCC in the perspective of the service dominant logic (S-DL). According to them, service is the basis of all exchanges and focuses on the process of value creation rather than on the creation of tangible outputs. As a result, a service system is a network of agents and interactions that integrates resources for VCC (Vargo & Lusch, 2004). On that basis, value is proposed by a service provider and is determined by a service beneficiary. According to Grönroos (2008), this interaction is defined through situations in which the customer and the provider are involved in each other’s practices. Frow et al. (2015) propose a framework to assist firms in identifying new opportunities for VCC. Therefore, they provide a strategically important new approach for managers to identify, organize and communicate innovative opportunities. In that matter Cesarotti et al. (2014) explore the opportunity to increase the value cocreated in a service process through improved design using multiple channels and Herzfeldt et al. (2016) analyze the relationship between cloud service provider profitability and value facilitation.
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