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ABSTRACT

In today’s business environment it is difficult to obtain senior management approval for the expenditure of valuable resources to “guarantee” that a potentially disastrous event will not occur that could affect the ultimate survivability of the organization. The total information network flexibility achieved depends to a great extent on how network security is implemented. However, this implementation depends on the network designers at the initial stage and the network administrators in the long term. Administrator may pave the way to attacks that could take place either at once where an obvious vulnerability may exist or in several phases where it requires information gathering or scanning in order to enter into the target system. Two studies on real cases given in this paper highlights the influence of such network administrators. To preserve the confidentiality, the names of personnel or organizations are not revealed.
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INTRODUCTION

Security threats to business and technology systems keep growing and despite this increase, fewer businesses rank security as a high priority, fewer plan to boost security spending, and a growing number say money isn’t the biggest barrier to better security.

What do we want from secure computer systems? The advent of information technology has changed the face of doing business. Today, people can look at any part of business—whether an investment decision, an office building, or an individual product—and examine all the individual costs of a single activity or good. Because of the convenience that information technology (IT) provides, businesses had begun embracing it at an astonishing rate.
The public and private sectors increasingly depend on information and telecommunications systems capabilities and services. In the face of rapid technological change, public and private organisations are undergoing significant changes in the way they conduct their business activities, including the use of wide area networking via public networks. These changes include mandates to reduce expenses, increase revenue, and, at the same time to compete in a global marketplace (Potter, 2004).

Computers have found their way into all areas of business, industry, education, and government. Increasingly far-reaching information networks linking computers and databases provide important benefits, including greater staff productivity and a sharper competitive edge. The more that we expand the reach of our information networks, the more important network security becomes. The computer is the symbol of the modern, automated business. Its growing popularity plus powerful business software, has resulted in an explosion of stand-alone data processing systems in many different departments of organisations throughout the world.

Further advancing the technology, information networks are now solving many work and productivity problems. Networks promote information exchange by interconnecting distributed departmental computers and associated terminals, printers, and other devices with centralized computers so that all units function as part of a single, unified communications system. Ideally, the result will be one, cohesive network in which authorised personnel can speedily and efficiently access computers and other system resources from any terminal or other device, whether they are in the same room, building, city, or even country. But whether this total information network flexibility is achieved depends to a great extent on how network security is implemented.

In today’s business environment it is difficult to obtain senior management approval for the expenditure of valuable resources to “guarantee” that a potentially disastrous event will not occur that could affect the ultimate survivability of the organisation. The need for a reliable security network was also heightened by the issue of cyber crime, which involves hacking into computers, creating and spreading computer viruses, perpetrating online fraud schemes, and stealing trade secrets and other intellectual property.

Advanced levels of network security provide maximum network flexibility as well as an additional layer of protection against unauthorised computer access. Moreover, this advanced security level also makes possible an audit trail of network usage. Another benefit is that user authorisation can be quickly and efficiently rescinded from the network. In general, this advanced security level can help reduce, if not eliminate, the need for costly additional security hardware such as data encryption devices.

According to the technical report of the Information Security Breaches Survey 2004, by Pricewaterhouse Coopers UK and Department of Trade and Industry UK (PWC/DTI, 2004b), analysing potential risk and the allocation of resources for computer network security and business continuity require strategic, long-term planning. Most companies tend to be reactive and respond with quick infrastructure solutions. A strategic approach to computer network security leads to a more efficient plan and a less expensive risk management strategy. Aligning computer network security to corporate goals provides management with a framework for steering resources, whether it
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