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Abstract

When designing and implementing a system that handles sensitive or valuable information, there can be few discussions that do not include some reference to ensuring adequate security. At a strategic level there will be high level requirements for security that will safeguard the system, which must ultimately translate to practical solutions and physical implementations. This chapter focuses on the technical implementation of security requirements and, in particular, the use of smart cards as trusted security tokens. In particular, it examines the significance of tamper resistance by exploring the different hardware and software platforms in relation to smart card attacks. It also highlights certain issues around the deployment of smart card technology in the financial industry.
Introduction

When designing and implementing a system that handles sensitive or valuable information, there can be few discussions that do not include some reference to ensuring adequate security. At a strategic level there will be high level requirements for security that will safeguard the system, which must ultimately translate to practical solutions and physical implementations. This chapter focuses on the technical implementation of security requirements and, in particular, the use of smart cards as trusted security tokens. One of the major objectives is to explain the need for tamper resistance in consumer security tokens and to describe the fine balance between the sophisticated attacks and countermeasures. However, to put this aspect in context, the chapter concludes with a discussion on the many other important issues involved, based around an example of a smart card system migration.

Smart Cards: How We Came to Need Tamper-Resistant Security

The possession and use of personal security, identity, and entitlement tokens goes back many years and certainly was not waiting for electronics and technology to come along. A physical door key is an age-old example of a personal security token that enables access. In authentication terminology, it is clearly “something you have,” but in some circumstances, it also requires “something you know,” basically because you need to find the door that it will fit. Physical keys can of course be legitimately copied or fraudulently reproduced via more dubious means. Unfortunately, a basic lock has no means of rejecting forgeries, as it cannot differentiate them from authentic keys. Like many security problems, determining authenticity is not new, and, for this reason, token solutions were widely used in the past. In medieval times the use of seals was increasingly popular (Ashdon-Hill, 2005). If a nobleman wanted to prove that he had actually sent a letter, then he could sign it and add some wax with an imprint of his personal token, that is, a customised seal. The resulting wax seal could later be checked for authenticity. If the seal had to be broken to read the letter, then it also served as some proof of integrity and confidentiality, that is, that the contents had not be modified or leaked to a third party. In the case of the nobleman’s seal, there may have been implied rights and entitlements because of his rank, but this would not be the case in a solution for all citizens. By contrast, during World War II, there was widespread use of food ration books (Smith, 2003), clearly linked to identities, but also demonstrating entitlement and including historical logs of transactions. A modern-day security specialist, of course, could list many technical flaws in these early token solutions. However, in their day, the measures probably matched the deviousness and resources of those that sought to undermine them. It is also worth remembering that some of the solutions involved additional human interaction and secondary checking. A well-recognized servant may have delivered the nobleman’s sealed letter, and the war time grocer would have known all his registered local customers and remembered their transactions. There is also the question of security priorities, for example, the servant delivering the sealed letter would probably have been less concerned about the risk of forgery, than that of being attacked by bandits.
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