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ABSTRACT

Geographic routing is becoming the protocol of choice for many sensor network applications. Some very efficient geographic routing algorithms exist, however they require a preliminary planarization of the communication graph. Planarization induces overhead which makes this approach not optimal when lightweight protocols are required. On the other hand, georouting algorithms which do not rely on planarization have fairly low success rates and either fail to route messages around all but the simplest obstacles or have a high topology control overhead (e.g. contour detection algorithms). This chapter describes the GRIC algorithm which was designed to overcome some of those limitations. The GRIC algorithm was proposed in (Powell & Nikoletseas, 2007a). It is the first lightweight and efficient on demand (i.e. all-to-all) geographic routing algorithm which does not require planarization, has almost 100% delivery rates (when no obstacles are added), and behaves well in the presence of large communication blocking obstacles.

INTRODUCTION

We consider the problem of routing in ad hoc wireless networks of location aware stations, i.e. the stations know their location in a coordinate system such as the Euclidean plane. This problem is commonly called geographic routing. An emerging technology which has recently attracted considerable research efforts towards improving geographic routing algorithms is that of wireless sensor network. This text falls within this context and is concerned with the specific requirements imposed on geographic routing
by such networks. The constraints imposed on the engineering of algorithms dedicated to sensor networks are stringent and routing algorithms are no exceptions to this rule: routing algorithms for sensor networks should be realistic, lightweight, on demand and efficient. Routing algorithms for sensor networks should be realistic and usable in real world scenarios, including urban scenarios with large communication blocking obstacles such as walls or buildings. Routing algorithms should also accommodate themselves with areas of low node density, also called routing holes. Of course, the success and performance of routing algorithms should not be dependent on the assumptions made on the model used as an approximation to real world wireless networks. They should be lightweight, which is notably understood in terms of topology maintenance overhead and, more generally, in terms of protocol message exchange overhead. Routing algorithms for sensor networks should also be on demand, which means they should be all-to-all (as opposed to all-to-one and one-to-all algorithms) without relying on solution which are obviously not lightweight as they require the storing of routing tables or other expensive and difficult to maintain and update information. Efficiency is measured in terms of success rate (the probability that a message will reaches its destination) and hop-stretch (i.e. the path length should be short), which somehow encompasses at a high level many other metrics, such as energy consumption, latency and traffic.

**Problem definition 1.** The problem we are considering is that of routing messages in a network of wireless and localized nodes with regions of low node density and with large emission blocking obstacles (such as walls, buildings, lakes, etc...). The geographic routing algorithms we allow ourselves to consider should be lightweight, fast, low cost, on demand and realistic.

**Geographic Routing for Sensor Nets and Applications**

Recent advances in micro-electromechanical systems (MEMS) and wireless networking technologies have enabled the development of very small sensing devices called sensor nodes (Rabaey, Ammer, da Silva, Patel, & Roundy, 2000; Warneke, B., Last, Liebowitz, & Pister, 2001; Akyildiz, Su, Sankarasubramaniam, & Cayirci, 2002). Unlike traditional sensors that operate in a passive mode, sensor nodes are smart devices with sensing, data-processing and wireless transmission capabilities. Data can thus be collected, processed and shared with neighbors. Sensor nodes are meant to be deployed in large wireless sensor networks instrumenting the physical world. Originally developed for tactical surveillance in military applications, they are expected to find growing importance in civil applications such as building, industrial and home automation, infrastructure monitoring, warehousing and data mining, agriculture and security. In particular, sensor networking can be very useful in automated warehousing, in the sense that tiny wireless sensory devices (possibly together with RFIDs) can be attached to the items kept at the warehouse. The sensors can then exchange data towards collaboratively answer queries injected in the system, like how many items of this type are there, what is the actual condition of item with a given id etc. Needless to say, such a data exchange is usually done in an environment in which wireless communication and data routing is obstructed, e.g. by walls, narrow corridors, voids due to physical failures of some devices etc. The theme of this chapter is exactly how to efficiently route sensory data in the presence of obstacles. Their range of applications makes sensor networks heterogeneous in terms of size, density and hardware capacity. Their great attractiveness follows the availability of low cost, low power and miniaturized sensor nodes pervading, instrumenting and reality augmenting the physical world without