Chapter 7
Web 2.0 Technologies for Business Solutions: A Security Perspective
Shah Jahan Miah
Griffith University, Australia

ABSTRACT

Web 2.0 is a new way of using existing Web resources interactively, and has attracted growing interest from the Web community, and more recently from businesses. However, there are emerging issues associated with security with the use of Web 2.0. This chapter provides an overview of Web 2.0 and outlines the security issues with Mashups and other applications within the Web 2.0 environment.

INTRODUCTION

Web 2.0 is a new way of using existing Web resources interactively. This is achieved by using a programming technique called AJAX, which stands for Asynchronous JavaScript and XML. This technique helps make Web pages more interactive and enables collaboration from participants. It may also provide ways for hackers to hit a Web server and to exploit sites in attacks on visitors.

Recently, Web 2.0 technologies have been used for many business solutions, in terms of user enabled Web-services, and it has attracted growing interest from the Web community. For example, Digital library services (Curran, Murray, & Chris-
Web 2.0 technologies, especially Mashups\(^1\), help develop Web-based applications by gathering content from several online sources. The basic principle of the technologies is to reuse existing content or services developed by other parties. The end result of such services can provide enhanced support for business and end-users, and the use of Mashup technologies can provide Web browsers with an important role at the user side. For example, Hakkola (2008) describes Web browsers as not just a tool for accessing static HTML based content, but when combined with Web 2.0 and Mashups, a useful tool for accessing content more dynamically and frequently. The classic browsers still have rigid security options when interacting with Mashups based applications, due to its dynamic nature. Wang, Fan, Howell and Jackson (2007) suggest that the Mashups applications have either no trust between the third parties, or there is full trust between them. According to Ashley (2007), this leads to a dilemma of having to consider both security and functionality for end-user browsers. This is because the browsers at the end user level have default security features that do not address the dynamic nature of Mashups, when interacting with third parties’ applications. Wang, Fan, Howell and Jackson suggest that the Mashups applications do not define trust levels between the third parties. This suggests a new security strategy is required for Mashup users.

The structure of this chapter is as follows. The first section of the chapter discusses the background of Web 2.0 technologies, with respect to business solutions. Secondly, we discuss applications developed using Web 2.0 technologies. The third section discusses the security concerns of the technologies in the context of online businesses. The final section summarizes the entire chapter by demonstrating the key boundaries of the discussion.
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