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ABSTRACT

The rise in adoption of the Web Services specifications for inter-organizational business processes has led to the development of complex architecture stacks for processing Web Services messages. In particular, the proper use of the WS-Security specification poses a real challenge in terms of manageability and interoperability to adopting companies of today. This chapter is about an example of such complexity causing severe vulnerabilities in terms of security. More precise, it discusses the XML Signature Wrapping attack, which is one of the most severe attack types in Web Services. Starting with a technical description and a real-world attack incident, the chapter explains the rationale and impact of the attack, along with a brief discussion on mitigation and countermeasures.
INTRODUCTION

The last decade has seen a large paradigm shift in computer science. The classic hardware architecture of separate mainframe-style server systems largely moved towards powerful desktops, and nowadays tends to be moved to the Internet (e.g. in cloud computing).

However, along with this paradigm shift, the software design architectures have undergone a reformation as well. Among the broad list of innovations in this field, the software design paradigm of service-orientation turned out to be one of the most impacting ones. Its basic idea is simple: instead of building gigantic, monolithic applications to run a company’s business processes in a closed environment, a business process architect can break the overall process design into smaller units and make each of them separately accessible as services. These services thus provide specific functionalities for business processes in a way that the overall process design merely consists in composing the necessary set of atomic services so that they create the required process functionality.

An additional side-effect of this service-oriented business process design approach consists in that the very same services can be re-used in a set of different business processes if these happen to share some functionality. For instance, a credit card debit service can be re-used for every business process that involves credit card payments to be done.

On the technical side, the paradigm of service-orientation required an initial step: standardization of communication as well. Among the broad list of innovations in this field, the software design paradigm of service-orientation turned out to be one of the most impacting ones. Its basic idea is simple: instead of building gigantic, monolithic applications to run a company’s business processes in a closed environment, a business process architect can break the overall process design into smaller units and make each of them separately accessible as services. These services thus provide specific functionalities for business processes in a way that the overall process design merely consists in composing the necessary set of atomic services so that they create the required process functionality.

An additional side-effect of this service-oriented business process design approach consists in that the very same services can be re-used in a set of different business processes if these happen to share some functionality. For instance, a credit card debit service can be re-used for every business process that involves credit card payments to be done.

On the technical side, the paradigm of service-orientation required an initial step: standardization of communication. Only if both service user and service provider know the very same communication protocols, they are able to interact successfully. Hence, in the early years of the new millennium, the leading software companies like Microsoft, IBM, SAP, Oracle etc. decided to pose a set of specifications for digital communication, and put them to a set of globally accepted standardization organizations (e.g. W3C, IETF, OASIS Open). Based on the syntax of W3C’s eXtensible Markup Language (XML), these specifications emerged to become one of the most used communication protocol for business process communication of today: the Web Services technology.

Web Services specifications are built upon the principle of “divide and conquer” in that they provide separate specifications for separate aspects of communication (also called “separation of concerns”). For instance, the syntactical design of a service request message is defined in the SOAP specification (Box et al., 2000), whereas the list of operations a service provides is declared in an explicit document following the Web Services Description Language WSDL (Christensen et al., 2001). Non-functional properties like security and reliability of message transfer are addressed by additional specifications, namely WS-Security (Nadalin et al., 2006) and WS-ReliableMessaging (Ferris & Langworthy, 2005).

Though this overall approach of having separate specifications for separate tasks in general tends to be a good idea, it turned out that it also has its pitfalls if separate specifications that are supposed to interoperable properly turn out not to do so. This chapter is about such an issue.

In this chapter, we present and discuss the so-called XML Signature Wrapping attack (or short Signature Wrapping). This particular attack pattern works for SOAP-based Web Services communication in presence of a digital signature according to the WS-Security specification. It enables an attacker to trigger Web Service operations on behalf of a legitimate user, impersonating that user in full against the Web Service server, even without the legitimate user knowing about the attack being performed. Thus, this attack belongs to the general class of privilege escalation attacks, as the attacker gains access rights he usually should not have.

Depending on the particular scenario and the attacker’s prerequisites, the impact of an XML Signature Wrapping attack may range from performing simple Denial of Service (e.g. by deleting the legitimate user or cancelling a subscription)
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