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ABSTRACT
This chapter identifies the profound impact of modern information technology on the manufacturing industry. Advanced manufacturing technologies, coupled with organization-wide information systems infrastructures, have offered manufacturing firms tremendous opportunities for sustainable competitive advantages. To fully realize the new technologies’ strategic benefits, however, manufacturing management must both abandon traditional industrial mindsets and redesign manufacturing systems for maximum enterprise integration. Technology is, after all, merely an enabling factor. It requires other corresponding organizational changes to reach its full potential. We, the authors, also introduce current research ideas in the areas of information technology and of manufacturing strategic management.
INTRODUCTION

A much talked about topic in recent years is the emergence of a “new economy,” characterized by sustained economic growth in the late 1990s (Gordon, 2000). Many researchers attribute the accelerated productivity growth to heavy investment and to rapid developments in information technology (IT) (Oliner & Sichel, 2000). A study by the Joint Economic Committee of the United States Congress (Feroli, 2001) concludes that information technology is an important factor in the recent acceleration of productivity growth and that both the production and the use of IT contribute to the productivity revival. Indeed, the new generation of IT, especially web-based electronic business technologies, have dramatically changed the nature of business competition and have altered the structure of markets in a number of industries (Segars & Grover, 1995; Stroeken, 2000).

Significant advances in the related technologies of computers, telecommunications, data access and storage devices, and software packages have created a wide spectrum of new opportunities for organizations. The speed, cost, size, and capabilities of the new IT continue to improve rapidly, and there appear to be unlimited applications that could be computer-enhanced. As the backbone of the U.S. economy, the manufacturing industry may well be the biggest beneficiary of all of these IT innovations (Shaw, Seidmann & Winston, 1997; Barua & Lee, 1997).

Manufacturing has traditionally been viewed merely as a functional area buffered from environment, but Skinner (1969) points out that some of the seemingly routine manufacturing decisions may, in fact, significantly influence corporate strategy. Wheelwright (1984) further defines the missing link between manufacturing strategy and corporate strategy. Subsequently, manufacturing is increasingly viewed as a strategic enterprise covering the entire value chain of new product development, materials purchasing, production, product distribution, and customer service (Doll & Vonderembse, 1991). The changing role of manufacturing is due, in large part, to rapid advances in both power and functionality within the new IT, especially with the help of highly-integrated and computerized supply chain management (SCM) systems (Keah, 2002). Interestingly, contemporaneous information systems (IS) literature discusses the changing role of IS from a back-office support function into a competitive weapon (Ives & Learmonth, 1984; Sethi & King, 1994). This is not mere coincidence. Researchers indicate that today’s turbulent manufacturing environment is primarily customer-driven but, more importantly, that it is IT-enabled (O’Halloran & Wagner, 2001).

It is also necessary to clarify the scope of IT within this article. In a narrow sense, IS literature defines IT as information systems hardware and software used to organize, store, retrieve, and transfer data. It also facilitates communications such as office automation systems, management information systems,
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