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ABSTRACT

In this paper the authors propose a universal image counter-forensic scheme that contrasts any detector based on the analysis of the image histogram. Being universal, the scheme does not require knowledge of the detection algorithms available to the forensic analyst, and can be used to conceal traces left in the histogram of the image by any processing tool. Instead of adapting the histogram of the image to fit some statistical model, the proposed scheme makes it practically identical to the histogram of an untouched image, by solving an optimization problem. In doing this, the perceptual similarity between the processed and counter-attacked image is preserved to a large extent. The validity of the scheme in countering both contrast-enhancement and splicing-detection is assessed through experimental validation.
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Images have always played an important communicative role, probably due to their immediacy and presumed objectivity. The advent of digital imaging further increased this trend, since acquiring and sharing photos is nowadays cheap and fast. However, creating forgeries and editing photos has also become much easier, thus raising some doubts about the reliability of what we see through digital images.

As an answer to this growing inconvenience, Multimedia (MM) Forensics is emerging as a discipline that aims at revealing the history of digital contents (image, video, audio) using a blind approach. Unlike active techniques like digital watermarking or fingerprinting, MM Forensics does not assume that the content is generated or controlled by the subject that will have to ensure its authenticity. Instead, the idea
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at the basis of MM Forensics is that almost every step typically undergone by a digital content (e.g., acquisition, encoding, or application of processing operators) leaves a number of footprints into the media. By leveraging on these footprints, several methods have been proposed to reach some conclusions on the past history of the object under analysis: there are techniques for integrity verification, source identification or classification, analysis of near-duplicates dependencies and many others (see Redi, Taktak, & Dugelay, 2011) for a recent survey.

Together with the continuous development of new forensic techniques, however, counter-forensic (CF) methods are being developed as well. As suggested by the name, the goal of counter-forensics is to conceal the traces introduced by processing tools when the user edits/tamper a MM content, so to make his actions undetectable. As it will be clarified in the following section, existing approaches are mostly targeted at deceiving a specific detector: they exploit knowledge of the forensic algorithm to erase the traces it looks for, of course limiting the perceptual impact of the modifications. In doing so, however, they may introduce new artefacts, that could be detected using different (perhaps more sophisticated) forensic tools. This can lead to a “cat-and-mouse” game where several iterations of the forensic/counter-forensic loop are carried out. It would be interesting, instead, to devise universal CF methods that give the attacker more warranties about the undetectability of the processing operations, at least under some assumptions.

PREVIOUS WORKS IN COUNTER FORENSICS

Counter-forensics was firstly introduced in a seminal work by Kirchner and Böhme (2007), where the concept of fighting against image forensics was introduced together with a practical application, namely a method for resampling an image without introducing pixel correlations. Furthermore, a simple yet important taxonomy was introduced in Kirchner and Böhme (2007)
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